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1 Reason for Contribution

The OSE contains a section of deployment models of one of its enablers. This section does not align with the interface description of that enabler, i.e. the OWS Overview. In addition, there were a lot of peculiarities which I was able to straighten out as I went through this.  

2 Summary of Contribution

Modifying the OSE to align with the OWSER, as follows. 

3 Detailed Proposal

*******************Change #1 ********************

7. Policy Enforcement

7.4 General

The Policy Enforcer facilitates controlled access to enablers and resources exposed by the service provider. The OMA enabler specifications describe how to process the semantics of messages, defined in the OMA enabler specifications. These are then bound to selected formats, e.g. Web Services as described in the OWSER [OWSER].
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Figure 4 – OSE Flows

The Policy Enforcer provides a mechanism for service providers to enforce policies such as for security, access control, privacy, or charging, on any request into a service provider enabler. The Policy Enforcer may use enablers to evaluate and enforce the policies that have been specified by the service provider and/or the target OMA enabler. The Policy Enforcer may also be used to compose enablers into higher-level functions.

The Policy Enforcer can be invoked by any 
authorized (as determined by the policies associated to the Policy Management) element of the OSE to evaluate and enforce policies.

The service provider who provides a resource may set policies. They may also be combined with policies derived from preferences or rules set up by end-users that may be affected by usage of the resource or from the terms (SLAs or Service Contracts) agreed for third parties to use a resource. Service providers may also accept to enforce additional policies on behalf of other parties.

7.5 Controlled exposure of enablers and resources

7.5.1 General

The Policy Enforcer provides a consistent and centralized management mechanism if the Service Provider requires such control. If the service provider has (legacy) enabler implementations that perform their own authentication and authorization, and the Service Provider requires only authentication and authorization, there is no need to deploy additional components to provide policy enforcement. Instances where no policies need to be applied to exposed enabler implementations means that components providing policy enforcement are not required to be deployed in the OSE. However, if at a later time, the service provider wishes to add a charging or logging step to requests for the same exposed enabler implementations (assuming that there is an available enabler to perform these functions), then the service provider would have to deploy components which provide policy enforcement by applying the policies only related to charging or logging re-using the enabler implementations which provide charging and logging functionality.

The Policy Enforcer is required to provide enforcement by supporting policies that are able to invoke, for example, authentication and authorization, when an enabler implementation is able to delegate (or reuse), for example, authentication and authorization.

Therefore, for any OMA Enabler Specification which 
 does not specify how to delegate (or reuse) functions, the service provider can identify those reusable functions that it already supports and only specify policies for these functions. The Service Provider will not associate associate policies (and the resulting evaluation and enforcement) to an enabler implementation that is unable to delegate.

This model works in the same way for both hosted (in the same domain) and third party applications and enablers. This is achieved by having the Policy Enforcer process all requests to and from the enabler implementations and enforce the appropriate policies. The Policy Enforcer processes requests whether they originated from applications or enablers, from within the service provider or externally to the Service Provider (corresponding to the Interceptor, Delegate, or Adaptor pattern of the OWSER Overview [OWV]).

*****************END of Change #1******************

******************Change #2***********************
7.6 Discovering and using OMA Enablers
OMA Enablers in the OSE can be discovered in three ways:

· Through a discovery enabler, e.g. an UDDI directory (step 1a and 1b in Figure 5)

· Through an interface description  (step 1c in Figure 5)

· Through hard-coded addressing in the application (not shown in Figure 5)
After establishment of a relationship, a third party may become able to discover the OMA Enablers exposed by the service provider. It is also possible that the interfaces of a resource are communicated through other exchanges between the service provider and the third party and incorporated by the application developer when developing the application.


The OMA Policy Enforcer Enabler then processes the exchanges between the application and the OMA Enablers to control third party access to the enablers. 
If the Service Provider is satisfied that he does not need to use the OMA Policy Enforcer this way, there may be cases when the policy to be applied may be a "zero" policy. If an OMA Policy Enforcer Enabler is present in the system, then the request must go through it without processing. Since the OMA Policy Enforcer Enabler is not processing any requests, the Service Provider can choose not to deploy an implementation of the Policy Enforcer.
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Figure 5 – Third Party engagement steps

*****************END of Change #2 **************

***************Change #3**************************

8.2 Enabler Implementations and Deployments

An OMA enabler may invoke any standardized function, such as authentication or charging, that it needs to satisfy the OMA Enabler Specifications.  For example, if a specification requires an enabler to perform different operations when given different end user preferences or settings, then it is essential that such end user information be protected and accessible only by authorized entities. The OMA Enabler Specification can describe how to accomplish this required operation (e.g., authorization) in three ways: 

· By implementing the operation within the OMA Enabler itself;

· By performing the policy evaluation and enforcement itself by invoking a separate instance of the OMA Policy Enforcement Enabler that performs the required operation. 
In this case, it is possible that the OMA Policy Enforcement Enabler is a constrained policy evaluation and enforcement mechanism.  It is also possible that the OMA Policy Enabler which is invoked by the OMA Enabler is a full policy evaluation and enforcement mechanism that allows the service provider to determine which operations (i.e., policies) that are to be perfomed.
· Delegating the invocation to a policy evaluation and enforcement entity that will invoke a separate (modular) implementation that do the required operation (this is the same as the Delegate pattern in the OWSER Overview [OWV]).

To summarize the distinctions between these choices, for (case 1) the implementation of the operations is done in the enabler implementation, for (case 2) the implementation invokes other separate components to perform the operations [in this way, all enabler implementations in the deployment can use the same operation implementations and therefore reduce the silo effect], and for (case 3) the implementation invokes a separate component to do the policy evaluation/enforcement [which itself will invoke separate components to perform the operations].


*************END of Change #3 ***********************

***********************PROPOSED MERGED SECTION 8**********************

8.3 OSE Target Architecture Deployment Patterns
7.6.1 Possible deployments using OMA enablers

Policy Enforcer is a logical component of OSE. Target deployment options for the Policy Enforcer functionality include:

· A standalone EPEM enabler implementation that uses other standalone enabler implementations to evaluate and enforce policies. The EPEM enabler implementation is deployed as a separate component from other enabler implementations (case 3).

NOTE: Refer to section 9.3 "Migration through the use of EPEM" for identification and meaning of "case numbering".

· A bundled EPEM enabler implementation that uses other standalone enabler implementations to evaluate and enforce policies. The EPEM enabler implementation is an integral part of another enabler implementation and is not available to perform policy evaluation and enforcement for any other enabler implementations (case 2b).

EPEM is a logical component of OSE. Implementations of EPEM may be as a separate, standalone component in a service provider deployment. Or EPEM implementations may be embedded within enablers. EPEM implementations may transparently intercept requests when they enter the service provider domain, or enabler implementations may explicitly invoke execution of EPEM. An EPEM implementation might even be the destination for requests that are then forwarded to the true enabler implementation.
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Figure 5. Target Policy Enforcer deployments (with flows)
In addition to the Policy Enforcer deployments using OMA enablers as described in cases 3 and 2b in section 7.4.5.3, the current OMA “silo” architecture permits vendors to implement their own policy enforcement according to the following deployment options:

· a bundled Policy Enforcer implementation that  uses other standalone enabler implementations to evaluate and enforce policies. The bundled Policy Enforcer enabler implementation is an integral part of another enabler implementation and is not available to perform policy evaluation and enforcement for any other enabler implementations. The Policy Enforcer implementation does not have the full generality of an EPEM enabler implementation, e.g., the choice of policies to evaluate and enforce might be determined at implementation design time (case 2a)

· a bundled Policy Enforcer implementation that performs its own policy evaluation and enforcement without using  other enabler implementations to evaluate or enforce policies. The Policy Enforcer implementation does not have the full generality of an EPEM enabler implementation, e.g., the choice of policies to evaluate and enforce might be determined at implementation design time (case 1)
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Figure 7. Examples of Policy Enforcer deployments (with flows)

All four identified cases as described in figure 7 map to the OSE logical architecture and flows. Cases 1 and 2a map to the OMA “silo” architecture and enablers; cases 2b and 3 represent the new OMA architecture and enablers.

Based on the equivalency between Reference Points and interfaces as discussed in Annex B, the existing OMA enablers can optionally be integrated with the EPEM as illustrated in Figure 6 In this case, any exchange to and from any enabler is logically processed by EPEM as illustrated in Figure 6. R0, R1, R2 and R4 in Figure 6 each represent a combination of Reference Points that can be exploded into actual Reference Points (For description of OMA Enabler Reference Point view refer to [ARCHINVEN].

R1, R2 and R4 in Figure 6 represent the combination of I0 and I1, as described in figure 3. R3 represents I2 in figure 3.

As a result of this, EPEM is logically present across each reference point in Figure 6.Specific Service Provider deployments may not require any policies to be enforced by EPEM, in which case the Service Provider may choose not to deploy an EPEM enabler implementation.

In some cases, specific SP deployments may require policies to be enforced by EPEM only on some (not all) of their Reference Points, in which case the Service Provider may choose to deploy an EPEM enabler implementation only on those Reference Points. It is possible that they may wish not to deploy an EPEM enabler.

Without requiring any changes to existing enabler specifications, service providers can introduce an implementation of EPEM to perform certain policy enforcement operations that do not conflict with existing enabler implementations. For example, an enabler may specify its own methodology to ensure security and so conforming enabler implementations will implement the defined security methodology. However, EPEM could be used for functions not defined by the enabler and not provided by the enabler implementation.

7.6.2 Implications on Enabler Specification Writers

OMA principles and the Architecture RD state that enabler specifications should reuse existing specifications when possible.  This approach includes reuse of existing OMA enabler specifications whenever possible (e.g., re-use of presence and group management enablers by the PoC enabler).  Enabler specifications must specify how to interface to (i.e., invoke) the enabler’s functions.

Any requirements or features that are not intrinsic to an enabler should not be specified within the enabler's specification.  An enabler's specification should only specify the intrinsic functionality required to fulfull its actual function  .For example, some enablers require having an identifier for the requesting entity.  The requirement to perform the enabler's function is actually that there be a way to distinguish one requestor from another, not actually that the requestor's identity be verified using any particular mechanism (e.g., password, certificate, biometrics).  The need to authenticate the requestor is a policy statement under the control of a service provider, not actually required to perform the function of the enabler.   Therefore the authentication process is outside the scope of the enabler specification, either implemented as a value-add by the enabler implemention or left to the policy enforcer enabler.
**********************END of Proposed New Section 8 ************

********************Proposed Change #4 ************************

OSE Target Architecture Deployment Patterns

7.6.3 Possible deployments using OMA enablers

The OSE consists of a number of logical components.. One of those is the Policy Enforcer, which can be used to resolve and enforce policies, and organize workflows. This component can be deployed in OMA Enabler Specifications 
(i.e. together with OMA Enablers) in several ways. It will be accessed through the I1 interface from both the OMA Enabler and any other applications and components which wish to leverage it. 
The main deployment patterns are as follows:

Pattern #1. The policy enforcement function is deployed together with the OMA Enabler I0 interface. This “bundled” deployment corresponds to the Gateway, Proxy, and Adapter patterns in the OWSER Overview [OWV].
Pattern #2. 
A standalone OMA Policy Enforcer enabler
 implementation that uses other standalone enabler implementations to evaluate and enforce policies. The OMA Policy Enforcer enabler implementation is deployed as a separate component from other enabler implementations. This corresponds to the Proxy, Inteceptor, and Delegate patterns of the OWSER Overview [OWV].

· 
. Deployments of the OMA Policy Enforcer enabler may be done as a separate, standalone components in a service provider environment, or as instances together with OMA enablers. EPEM implementations may transparently intercept requests when they enter the service provider domain (corresponding to the Interceptor pattern of the OWSER Overview), or enabler implementations may explicitly invoke execution of EPEM (corresponding to the Proxy, Adapter, and Delegate patterns of the OWSER Overview) . 
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Figure 5. Target Policy Enforcer deployments (with flows)
In addition to the Policy Enforcer deployments using OMA enablers described previously, it is also possible to deploy the Policy Enforcement component as follows:
· Pattern #3: The Policy Enforcer uses other standalone OMA enabler implementations to evaluate and enforce policies. The Policy Enforcer parties integrated into another OMA enabler, and is not available to perform policy evaluation and enforcement for any other enablers. Such a Policy Enforcer deployment may imply that the Policy Enforcer which is integrated into the OMA Enabler does not have the full functionality of the Policy Enforcement enabler, i.e. that it can only resolve policies specific to the OMA Enabler together with which it is deployed. 
· Pattern #4. A The Policy Enforcer is integrated into another OMA enabler, and does not use any other OMA Enablers than the one it is integrated with to evaluate or enforce policies. The Policy Enforcer implementation may not have the full generality of an OMA Policy Enforcer enabler implementation, e.g., the choice of policies to evaluate and enforce might be determined at implementation design time (case 1)









It is possible to regard the OMA Policy Enabler as being instantiated in all interfaces of OMA, which involve any form of conditional resolution. 


When deployed according to Pattern#1 and Pattern#2, the OMA Policy Enforcement Enabler can be used to perform certain policy enforcement operations that do not conflict with existing OMA Enabler specifications. For example, an enabler may specify its own methodology to ensure security and so conforming enabler implementations will implement the defined security methodology. However, the OMA Policy Enforcement Enabler could be used for functions not defined by the enabler and not provided by the OMA enabler specification.

7.6.4 



**********************END of Proposed Change #4**************

*************PROPOSED NEW FIGURE 5******************
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*****************END of PROPOSED NEW FIGURE 5*************
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4 Recommendation

· Merge Section 7.2.2, 7.2.3 and Section 8.3 to form a new section, as shown in Proposed Section 8 in section 3 of this document.

· Modify the new section 8 as shown in Proposed Change #4 in Section 3 of this document

· Modify Chapter 7 of the OSE as proposed in Change #1 in Section 3 of this document.

· Modify sections 8.3 of the OSE as proposed in Change #3 of Section 3 of this document.

· Redraw Figures 5 and 7 to align with the semantics of illustration in the OWSER Overview, and merge them into one picture, as shown in the inserted new figures 5.
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OSE requirements


			define structure and mechanism(s) to eliminate silos 


			define mechanism to encourage reuse during spec development, product development, and deployment


			define mechanism for service providers to protect their resources


			support bindings to multiple "transports"


			facilitate integration with non-OMA specifications and products


			provide migration path from current specifications


			proposal satisfies ARC requirements as illustrated in OMA-ARC-2004-0070-OSEproposal_mapped2_ARCHREQ
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Enabler Interfaces
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Interface Descriptions








				Interface



				Description



				Comments







				I0



				Application development interface provided by an enabler implementation 



				Each enabler specification defines this interface for implementations for the development of services or applications that use them.







				I1



				I0+I1 is the enhanced interface to an enabler implementation exposed through EPEM.



				EPEM may add SP required parameters (I1) to the enabler interface (I0), based on service provider-defined policies (e.g. credentials or account information as imposed by security policy, …).







				I2



				Driver to the underlying resource that partially or completely implements the enabler's function



				Translates from possibly proprietary or legacy interface, or lower level standard interface to standardized enabler interface.  







				I3



				Life cycle management interfaces exposed to the SP platform.



				 As defined in OSPE
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EPEM is Optional


			Enabler specifications define how certain functions are performed.  EPEM is a particular enabler that will specify how to perform policy evaluation and enforcement.  


			If an enabler needs to perform policy evaluation and enforcement, the enabler should reference EPEM.  If the enabler does not require policy evaluation and enforcement, then EPEM is not needed.  
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EPEM is Optional


			An enabler implementation can invoke any standardized functions either by: 


			(1) implementing the function itself, 


			(2) invoking a separate (modular) implementation that does the function (provided by the same vendor or a different one), 





or 


			(3) delegating the invocation to a policy evaluation and enforcement entity (EPEM).  


			Any of these implementation options result in a conforming implementation of an enabler. 
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EPEM is Optional


			The service provider deploying enabler implementations has multiple options.  


			For those implementations using method (1) above, the service provider can allow each implementation to independently perform functions like authorization.


			For those implementations using method (2) above, the service provider must deploy the separate (modular) implementations of functions required by the enabler implementations.  


			For those implementations using method (3) above, the service provider can deploy an EPEM implementation and any separate delegated implementations to perform functions like authentication, authorization, charging, etc. 
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Optional EPEM Logically Present in OSE


			In all three cases, policy evaluation and enforcement is performed – in some cases by the enabler implementation and in some cases by other entities. 


			Therefore, one could say that the EPEM function is logically always present in the OSE. Different actors choose which policies are to be applied and how. 


			EPEM implementations can be added to deployments to handle policies not done by enabler implementations
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IMPLICATIONS ON OMA WGs


			Enabler specifications writer must specify how to perform any intrinsic functions, i.e., those that are needed to implement the function of the enabler. 


			Any requirements or features that are not intrinsic should not be specified.  Many such requirements will be accomplished using the EPEM mechanism for evaluating and enforcing policies. And many features can be logically delegated to specialized enablers.   


			The requirements specifications should carefully consider whether a requirement is truly necessary to perform the intended function or whether it is rather a policy that should be changeable by each service provider.
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Recommendations


			Material in documents 0068 (base OSE) and 0069 (topology picture) and 0071 (EPEM optionality) as restructured in 0077 be inserted into current OSE architecture document


			Implications on OMA WGs as discussed in 0071 should be socialized with OMA WGs and submitted early on to TP.





















Interface  Description  Comments   I0  Application development interface  provided by an enabler implementation   Each enabler specification defines this  interface for  implementations for the  development of services or applications  that use them.   I1  I0+I1 is th e enhanced interface to an  enabler implementation exposed through  EPEM.  EPEM may add  SP required parameters  (I1) to the enabler interface (I0), based on  service provider - defined policies (e.g.  credentials or account information as  imposed by security poli cy, …) .   I2  Driver to the underlying resource that  partially or completely implements the  enabler's function  Translates from possibly proprietary or  legacy interface, or lower level standard  interface to standardized enabler interface.     I3  Life cycle ma nagement interfaces exposed  to the SP platform.   As defined in OSPE    
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OSE requirements


			define structure and mechanism(s) to eliminate silos 


			define mechanism to encourage reuse during spec development, product development, and deployment


			define mechanism for service providers to protect their resources


			support bindings to multiple "transports"


			facilitate integration with non-OMA specifications and products


			provide migration path from current specifications


			proposal satisfies ARC requirements as illustrated in OMA-ARC-2004-0070-OSEproposal_mapped2_ARCHREQ
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Interface Descriptions








				Interface



				Description



				Comments







				I0



				Application development interface provided by an enabler implementation 



				Each enabler specification defines this interface for implementations for the development of services or applications that use them.







				I1



				I0+I1 is the enhanced interface to an enabler implementation exposed through EPEM.



				EPEM may add SP required parameters (I1) to the enabler interface (I0), based on service provider-defined policies (e.g. credentials or account information as imposed by security policy, …).







				I2



				Driver to the underlying resource that partially or completely implements the enabler's function



				Translates from possibly proprietary or legacy interface, or lower level standard interface to standardized enabler interface.  







				I3



				Life cycle management interfaces exposed to the SP platform.



				 As defined in OSPE
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EPEM is Optional


			Enabler specifications define how certain functions are performed.  EPEM is a particular enabler that will specify how to perform policy evaluation and enforcement.  


			If an enabler needs to perform policy evaluation and enforcement, the enabler should reference EPEM.  If the enabler does not require policy evaluation and enforcement, then EPEM is not needed.  
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EPEM is Optional


			An enabler implementation can invoke any standardized functions either by: 


			(1) implementing the function itself, 


			(2) invoking a separate (modular) implementation that does the function (provided by the same vendor or a different one), 





or 


			(3) delegating the invocation to a policy evaluation and enforcement entity (EPEM).  


			Any of these implementation options result in a conforming implementation of an enabler. 
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EPEM is Optional


			The service provider deploying enabler implementations has multiple options.  


			For those implementations using method (1) above, the service provider can allow each implementation to independently perform functions like authorization.


			For those implementations using method (2) above, the service provider must deploy the separate (modular) implementations of functions required by the enabler implementations.  


			For those implementations using method (3) above, the service provider can deploy an EPEM implementation and any separate delegated implementations to perform functions like authentication, authorization, charging, etc. 











© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.


OMA-ARC-2004-0XXX


Slide #*
[OMA-Template-SlideDeck-20040305]





Optional EPEM Logically Present in OSE


			In all three cases, policy evaluation and enforcement is performed – in some cases by the enabler implementation and in some cases by other entities. 


			Therefore, one could say that the EPEM function is logically always present in the OSE. Different actors choose which policies are to be applied and how. 


			EPEM implementations can be added to deployments to handle policies not done by enabler implementations
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IMPLICATIONS ON OMA WGs


			Enabler specifications writer must specify how to perform any intrinsic functions, i.e., those that are needed to implement the function of the enabler. 


			Any requirements or features that are not intrinsic should not be specified.  Many such requirements will be accomplished using the EPEM mechanism for evaluating and enforcing policies. And many features can be logically delegated to specialized enablers.   


			The requirements specifications should carefully consider whether a requirement is truly necessary to perform the intended function or whether it is rather a policy that should be changeable by each service provider.
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Recommendations


			Material in documents 0068 (base OSE) and 0069 (topology picture) and 0071 (EPEM optionality) as restructured in 0077 be inserted into current OSE architecture document


			Implications on OMA WGs as discussed in 0071 should be socialized with OMA WGs and submitted early on to TP.





















Interface  Description  Comments   I0  Application development interface  provided by an enabler implementation   Each enabler specification defines this  interface for  implementations for the  development of services or applications  that use them.   I1  I0+I1 is th e enhanced interface to an  enabler implementation exposed through  EPEM.  EPEM may add  SP required parameters  (I1) to the enabler interface (I0), based on  service provider - defined policies (e.g.  credentials or account information as  imposed by security poli cy, …) .   I2  Driver to the underlying resource that  partially or completely implements the  enabler's function  Translates from possibly proprietary or  legacy interface, or lower level standard  interface to standardized enabler interface.     I3  Life cycle ma nagement interfaces exposed  to the SP platform.   As defined in OSPE    
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OSE requirements


			define structure and mechanism(s) to eliminate silos 


			define mechanism to encourage reuse during spec development, product development, and deployment


			define mechanism for service providers to protect their resources


			support bindings to multiple "transports"


			facilitate integration with non-OMA specifications and products


			provide migration path from current specifications


			proposal satisfies ARC requirements as illustrated in OMA-ARC-2004-0070-OSEproposal_mapped2_ARCHREQ
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Enabler Interfaces
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Interface Descriptions








				Interface



				Description



				Comments







				I0



				Application development interface provided by an enabler implementation 



				Each enabler specification defines this interface for implementations for the development of services or applications that use them.







				I1



				I0+I1 is the enhanced interface to an enabler implementation exposed through EPEM.



				EPEM may add SP required parameters (I1) to the enabler interface (I0), based on service provider-defined policies (e.g. credentials or account information as imposed by security policy, …).







				I2



				Driver to the underlying resource that partially or completely implements the enabler's function



				Translates from possibly proprietary or legacy interface, or lower level standard interface to standardized enabler interface.  







				I3



				Life cycle management interfaces exposed to the SP platform.



				 As defined in OSPE
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EPEM is Optional


			Enabler specifications define how certain functions are performed.  EPEM is a particular enabler that will specify how to perform policy evaluation and enforcement.  


			If an enabler needs to perform policy evaluation and enforcement, the enabler should reference EPEM.  If the enabler does not require policy evaluation and enforcement, then EPEM is not needed.  
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EPEM is Optional


			An enabler implementation can invoke any standardized functions either by: 


			(1) implementing the function itself, 


			(2) invoking a separate (modular) implementation that does the function (provided by the same vendor or a different one), 





or 


			(3) delegating the invocation to a policy evaluation and enforcement entity (EPEM).  


			Any of these implementation options result in a conforming implementation of an enabler. 
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EPEM is Optional


			The service provider deploying enabler implementations has multiple options.  


			For those implementations using method (1) above, the service provider can allow each implementation to independently perform functions like authorization.


			For those implementations using method (2) above, the service provider must deploy the separate (modular) implementations of functions required by the enabler implementations.  


			For those implementations using method (3) above, the service provider can deploy an EPEM implementation and any separate delegated implementations to perform functions like authentication, authorization, charging, etc. 
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Optional EPEM Logically Present in OSE


			In all three cases, policy evaluation and enforcement is performed – in some cases by the enabler implementation and in some cases by other entities. 


			Therefore, one could say that the EPEM function is logically always present in the OSE. Different actors choose which policies are to be applied and how. 


			EPEM implementations can be added to deployments to handle policies not done by enabler implementations
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IMPLICATIONS ON OMA WGs


			Enabler specifications writer must specify how to perform any intrinsic functions, i.e., those that are needed to implement the function of the enabler. 


			Any requirements or features that are not intrinsic should not be specified.  Many such requirements will be accomplished using the EPEM mechanism for evaluating and enforcing policies. And many features can be logically delegated to specialized enablers.   


			The requirements specifications should carefully consider whether a requirement is truly necessary to perform the intended function or whether it is rather a policy that should be changeable by each service provider.
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Recommendations


			Material in documents 0068 (base OSE) and 0069 (topology picture) and 0071 (EPEM optionality) as restructured in 0077 be inserted into current OSE architecture document


			Implications on OMA WGs as discussed in 0071 should be socialized with OMA WGs and submitted early on to TP.
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