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1 Reason for Contribution

There is an assumption in the OSE that interfaces of type I0 and I1 can be combined. However, unless the data and information models for these interfaces are defined, this will be very difficult. This paper proposes a data and information model for OSE I1 interfaces, based on industry standards, and gives recommendations for specification developers.  

2 Summary of Contribution

Propose a data model for the OSE interfaces. Modify section 6 to align with the data model definition in the OSE. 

3 Detailed Proposal

Change marked text in the following are either additions (if marked as such) or deletions of currently existing text (if marked as such).

This contribution is based on OMA-Service_Environment-V1_0-20040601-D
**************** Proposed Change #1*****************

6.1 OSE Interface Model and Classification
Policies represent business goals and objectives, which must be translated into realizations in the network. A policy-controlled network can be seen as a state machine, where the policy controls which state a policy-controlled application or enabler should have at a given time. Given this approach, policies are applied using a set of policy rules, consisting of a set of conditions and a set of actions. Rules may, in turn, be aggregated into groups (which may express a workflow of coordinated enablers). 

Figure 3 illustrates the interfaces of the OSE architecture.
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Figure 3 – Classification of interfaces in OSE
The interfaces in the OSE can be classified in four groups: The I0 interface, which is the “native” interface of the OMA Enabler; the I0+I1 interface, which exposes the OMA Enabler with additional policy functionality; the I2 interface, which exposes network functions and other resources out of OMA scope to OMA enablers; and the I3 interface, which exposes “back-office” functions such as life cycle functions (e.g. provisioning) to the OMA enabler. 

All of these are, strictly speaking, classes of interfaces. The interfaces of a single OMA enabler are instances of these classes. 
Table 1 Enumeration of the interfaces within the scope of OMA and its enabler implementations.

	Interface
	Description
	Comments

	I0
	Application development interface provided by an enabler implementation
	Each enabler specification defines this interface for implementations for the development of services or applications that use them.

	I1
	I0+I1 is the enhanced interface to an enabler implementation exposed through the Policy Enforcer. I1 are the Service Provider-provided parameters for any given enabler.
	The Policy Enforcer may add parameters required by the service provider (I1) to the enabler interface (I0), based on service provider-defined policies (e.g. credentials or account information as imposed by security policy etc.

	I2
	Driver to the underlying resource that partially or completely implements the enabler's function
	Invocation of possibly proprietary or legacy interface, or non-OMA standard interfaces.

	I3
	Include but not limited to Life cycle management and O&M and charging interfaces exposed to the SP platform.
	As defined by OMA or other bodies (e.g. OSPE or TMF for life cycle management)


 
6.2 Interface data and information model

As Table 1 shows, I2 and I3 are interfaces to functions which may be defined outside OMA. This implies that the information models of these interfaces are outside the scope of OMA. 
The I0 interfaces may in some cases be further development of legacy interfaces (e.g. interfaces to OMA enablers derived from affiliates), and in that case, the information model of those interfaces may be applied. However, it is recommended that all new I0 interface development conform to the following. The same recommendation is true for other interfaces, which should be developed in this direction unless the working group finds good reason not to do so (e.g. performance reasons, backward compatibility, etc). 
It is expected that in the long run, all OMA interfaces will conform to the same data and information models. However, it is also recognized that there is a considerable difference in what are expressed in different interfaces. Hence, the I0 interfaces should aim to conform to the following:

· Interfaces should be developed using XML, preferably as defined in the OMA Web Services Core Specification (OWSER)[OWSER]
· Interfaces should express the functions of the enabler at a level where they can conveniently be composed to larger applications by the OMA Policy Enforcement Enabler

The I1 interfaces are expected to express as wide a variety as the I0 interfaces, since they expose conditional parameters which are as widely varying as the I0 interfaces. However, here there is a greater need for coherence. Hence, the I1 interfaces should all follow the same recommendations as the I0 interfaces, but in addition, they MUST be based on the industry-standard Policy Core Information Model [IETF]. 

 For the set of actions associated with a policy rule, it is possible to specify an order of execution, as well as an indication of wether the order is required or merely recommended. It is also possible to indicate that the order in which the actions are executed does not matter. Policy rules can also be prioritized. 
6.3 Implications of Policy Management on Enabler interfaces

As outlined in Section 6.2, there are a number of implications of the use of policies which pertain to the development of interfaces for OMA enablers. 
Policy conditions and policy actions can be partitioned into two groups: Those associated with one single policy rule, and those which are reusable, in the sense that they may be associated with more than one policy rule. These are defined the same way, but they must be managed (e.g. addressed) differently .

Appropriate design of the enabler implementations should allow separation between these parameters and the parameters core to the enabler functionality. Depending on the technology choices made to implement the enablers, I1 may be empty (i.e. It is equally possible for the OMA Policy Enforcement Enabler to apply policies on flows using the I0 interface and not the sole responsibility to impose Policies using I1). However, in general interfaces I0 and I0+I1 could be considered as being different interfaces. An enabler implements and exposes the standardized interface I0 as specified by the OMA specifications. If designed for reuse I0 should focus solely on the interface and parameters needed to invoke the enabler's function (for instance, locations parameters in the location enabler).

When the Service Provider imposes policies, for example, when requiring authentication, authorization or charging, the request must now add the necessary information. If I0 is designed for only the enabler core functionality, I0 will not carry that information, e.g. authentication, authorization or charging, because the enabler does not need such information to perform its defined function. So, additional parameters must be passed. They are defined as I1.

An enabler developer implements the enabler specification I0, which requests only the parameters in I0, and may define parameters which are to be used in I1, which pertain to his enabler. 
These additional parameters constitute I1. 
It should be possible to have the application still binding to I0 and adding I1 to the request.
6.4 Interfaces towards third parties

The Policy Enforcer facilitates controlled access to enablers and resources exposed by the service provider.  The I0 interface is exposed either using the OMA Policy Forcer Enabler (using the I0+I1 interface), or directly through the I0 interface. Application developers have the freedom to utilize either model. It is, however, recommended that if they are organizing workflows of enablers, they should use the OMA Policy Enforcer Enabler (or instances thereof, see chapter 7) to control the enablers which comprise the applications. 
When application developers are creating parameters which are not defined in an OMA specification, they should be expressed in the same way as OMA enablers. Using XML schema transformations, they can the be equated to the closest possible OMA parameter set. 
 References:

[IETF] Policy Core Information Model, Version 1 specification – RFC 3060
[OWSER] OMA-OWSER-Core-Specification-V1_0-20040216-D
******************End of Proposed Change #1*****************

Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

· Create OSE Interface Information and Data models

· Align the OSE Interface Information and Data models with the industry standard Policy Core Information Model

· Implement the models and consequential changes in the OSE by accepting the change proposed in section 3 of this document.
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