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1 Reason for Change

This change request clarifies the description of the second deployment option for Figure 5, case 2b, which is currently unclear, and clarifies the legends of figure 5 and figure 6.

2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree and incorporate changes into the OSE

6 Detailed Change Proposal

7.4 Deployment options

Policy Enforcer is a logical element of the OSE. The Policy Enforcer may be realised by the OMA PEEM enabler.

Deployment options for the Policy Enforcer functionality include:

· A standalone enabler implementation that uses other standalone enabler implementations to evaluate and enforce policies. Such an enabler implementation would be deployed as a separate component from other enabler implementations (see Figure 1, Case 3).

· In the deployment as depicted in Figure 5, Case 2b, the Policy Enforcer functionality forms an integral part of the enabler implementation and is therefore not directly available to perform policy evaluation and enforcement for any other enabler implementations. In this case, the Policy Enforcer implementation performs its functionality and then passes execution control to the bundled enabler implementation.  The Policy Enforcer implementation is not designed to pass execution control back to the implementation that invoked it, or forward to any implementation other than the one it is bundled with.
The Policy Enforcer entity may transparently intercept requests towards enablers or resources when they enter the Service Provider environment.

Enabler implementations may explicitly invoke the Policy Enforcer. Such an implementation may be the targeted for a request. However, on reception of the request the PEEM implementation may forward the request to another enabler implementation.
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Figure 1 - Target Policy Enforcer deployments (with flows)

8.1 Enabler implementations and deployments

...
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Figure 2 - Examples of Policy Enforcer deployments (with flows)
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