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1 Reason for Contribution

Clarify the meaning of Intrinsic functions and "Common Functions" in response to 0252 and 0255 inputs
2 Summary of Contribution

OMA needs to identify a set of agreed Intrinsic functions, even if we cannot define an algorithm or process to identify new Intrinsic functions.  Just as OMA has a principle that specifications should be reused if possible, the same should hold true for special terms, words, or phrases so we should stop using the phrase "Common Functions" since it is exactly equal to "enabler".
3 Detailed Proposal

Architecture document 0113 that updated the Common Functions Tracking document makes it crystal clear that there is no designation in OMA as "common function".  To quote from the FAQ: "There is no inherent reason why enablers that resulted from the Common Functions work should carry that designation when the enabler is specified. That is, such an enabler is simply just another enabler."  Another FAQ further states: " there is no inherent need for the OSE to treat such enablers differently. In particular, Common Functions are not an architectural entity in the OSE."  This viewpoint was further emphasized during the Bangkok f2f meeting when we constructed the charts for the TP – we discussed whether to use the term "common functions" on one of the chart titles and the consensus answer was NO.
We are having difficulty in precisely and unambiguously defining "intrinsic" functions.  We agree that authentication, authorization, and charging functions are generally non-intrinsic functions (e.g., for PoC, or for location, or for device management); these functions should not be specified in each enabler.  [These 3 functions are intrinsic for some enablers, such as authentication for a single sign-on enabler, or charging for the MCC enabler.]   First, enablers are not universally intrinsic or non-intrinsic, but rather, have this attribute in relation to another enabler.  So, a statement like "Non-intrinsic functions are rather equivalent to common functions" is patently untrue.  Second, trying to characterize some enablers as more "common" than others is unnecessary and unsupportable.  What percentage of re-use is necessary to be termed "common" – 25%, 50%, 75%?  And what happens if OMA defines some more enablers and a common function now falls below the requisite reuse percentage?  And third, one OMA goal is to define enablers that will be reused by enablers AND APPLICATIONS.  We can't possible set some percentage threshold since there are an unbounded number of applications.
Document 0255 states that "Gaming, IM, Presence, Location" are not common functions because they are "not-reused enablers".  Huh?  PoC uses Presence, and so will IM.  Presence uses Location.  Lots of applications will use presence or location, IMO.
We have still not come to a definition of "intrinsic" criteria that can unambiguously determine if a function is intrinsic or non-intrinsic for an enabler.  Therefore, I propose that we identify authentication, authorization, and charging as the currently-agreed set of non-intrinsic functions for most enablers.  The Policy Enforcer mechanism (PEEM) must be defined to deal with any number of possible non-intrinsic functions, but for now, we should declare that there are only these three.  Work groups should assume this is the set unless they determine (and get agreement from ARCH) that their enabler either uses one of these functions as intrinsic or uses another function that should be non-intrinsic.  ARCH can continue the discussion about how to define "intrinsic" and gain experience during AD reviews of new enablers to perhaps better understand what is required.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

1. ARCH should continue (under the "Common Functions" WI) to try to identify functions that are frequently re-used by applications or enablers, and submit WIs to define these functions as enablers.
2. ARCH and its members should stop using the term "common functions" to distinguish different types of enablers.  I do not believe anyone else in OMA cares about or uses this term so it will have no effect on other WGs.
3. OSE document should add two statements: (1) Authentication, Authorization, Charging are the currently identified non-intrinsic functions for most enablers.  If a WG determines that for their enabler, any of these three functions are intrinsic, then the WG should get concurrence from ARCH.  (2) The Policy Enforcer (PEEM) mechanism must be defined to delegate to any number (not just 3) non-intrinsic functions.
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