Doc# OMA-ARCH-2004-0350-Comments-on-Presence-Using-SIMPLE-AD-version-2004-09-28.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-ARCH-2004-0350-Comments-on-Presence-Using-SIMPLE-AD-version-2004-09-28.doc
Input Contribution



Input Contribution

	Title:
	Comments on Presence Using SIMPLE AD version 2004-09-28
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	ARCH + PAG

	Submission Date:
	2004-10-18

	Source:
	Art Barstow, Nokia 

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

This contribution contains comments on the 2004-09-28 version of the Presence Using SIMPLE AD that exits Formal architecture review on 2004-10-18.

2 Summary of Contribution

See above.

3 Detailed Proposal

NOTE – the section numbers below are those that result after accepting all changes.


Non-editorial comments:

1. 3.1 – add Definitions for the following terms (note that a section where the term is used is in parenthesis): Resource (3.2); Presence Information Document (4.); Presence Information (6.1.1.1), Watcher Information (6.1.1.3), Presence Authorization Rules (6.1.1.4), XCAP Client (6.1.15) Presence Authorization Rules (6.1.1.6), XCAP Server (6.1.1.6), Presence Informational Element (6.1.4), Policy (6.1.5), Rules (6.1.5), Implementation Policies (6.1.5), Subscription Authorization Rules (6.1.5.1), Subscription Authorization Policy (6.1.5.1), Presence Content Rule (6.1.5.2)

2. 5. – the AD should contain a section for the Context Diagram as required by the AD template. If Figure 2 suffices for such a document, simply state their equivalence.

3. 5. – as required by the AD template: this section should specify the services provided by this architecture.  It should also describe high-level dependencies on other architectures.

4. 6. – must clarify the criteria used to place some architectural entities in 6.1.1 and others in 6.1.2. Part of the confusion is the meaning of “External” in the title of 6.1.2 so external in this context must be clarified. Must also explicitly identify which entities are in scope to be defined in this architecture (and hence specified by PAG) and which are not in scope.

5. 6.1.1 - it appears this section is intended to only list those entities that are to be defined in this architecture. However, this section includes the XDMC entity (6.1.1.5) that is not bold in Figure 2. Please clarify.

6. 6.1.1 – the RLS XDMS box in Figure 2 is bold and thus is presumably in scope to be defined in this document. However, it is not explicitly identified as one of the entities in this section and should be added.

7. 6.1.1.2 – since a fundamental part of the architecture of the Presence Source is presumably Presence Information, this section should state where the format of such information will be specified. It should be clear if this architecture will define such a format or if not, a reference to the format to be used by this enabler should be added.

8. 6.1.1.3 – the placement of the reference to RFC2778 outside of the sentence is confusing and needs to be fixed. As is, it implies it qualifies the Presentity, Watcher Information and Presence Service entities and that appears to be incorrect.

9. 6.1.1.4 – clarify if the definition of the subscription format is in scope for this architecture; if it is in scope, expand on its syntax and semantic constraints; if not, then add a reference to the normative specification of the format.

10. 6.1.1.5 – need to clarify what it means for the XDMC entity to be an XCAP Client. This can be interpreted (mis-interpreted?) as meaning this entity has [already] been defined by the IETF. It must be clear what functionality will be defined for this entity or if the entity has been defined by the IETF, a reference to the normative specification should be added.

11. 6.1.1.5 – need to clarify what is meant by “different instantiations” in this context

12. 6.1.1.6 - need to clarify what it means for the XDMS entity to be an XCAP Server. This can be interpreted (mis-interpreted?) as meaning this entity has [already] been defined by the IETF and thus it must be clear what functionality will be defined in the architecture

13. 6.1.1.6 – Figure 2 does not show a direct connection from the Presence XDMS to the XDMC so the second bullet should clarify how the this entity provides access to the XDMC
14. 6.1.2.2 – clarify “Presence users” in this context

Add a reference to the document that specifies this functionality.

15. 6.1.2.3 – as mandated by section 13.1.2.4.1 of the OMA process documents, ADs should contain detailed information about the architecture. As such, add detailed information that describes this entity’s functionality.

16. 6.1.2.4 – add a reference to the document that specifies this functionality.

The first bullet implies there should be RPs between the DMS and the Presence Source and Watcher entities yet no such RPs are included in Figure 2 or in section 6.1.3.

17. 6.1.4 – must state why PIDF is insufficient and why this architecture must specify something different i.e. the Presence Informational Elements
18. 6.1.5 – need to clarify the use of policies , rules  and implementation policies in the context of this section. For example the use of “Those rules” implies rules are related to policies in the preceding sentence so the relationship between the two should be clarified.

19. 6.1.5.1 – the use of determine in the second sentence is confusing because rules themselves do not determine something. Perhaps this could be clarified if determine was changed to something like specify or designate.

The relationship between subscription authorization rules and subscription authorization policy must be clarified.

20. 6.1.5.1 – the paragraph beginning “For a particular …” tries to prescribe a processing model for subscription authorization rules and policies but the text is confusing and incomplete. For example, the text talks about a match but doesn’t say what is being matched. The processing model doesn’t state whether or not a Presentity may have more than one subscription authorization policy. Why is a default policy needed?

Although this AD is conspicuous because of its lack of detailed architectural information as mandated by the OMA process document, in this specific case (prescribing the processing model), the AD is probably too detailed.

This section should clearly state whether the language for specifying subscription authorization policies is in the scope of the architecture or not. If yes, this section should enumerate the architectural constraints on the language that will be used to specify the subscription authorization policy/rules. If no, then a reference to normative specification for the language should be added.

21. 6.1.5.2 – this section should clearly state whether the language for specifying Presence Content rules is in the scope of the architecture or not. If yes, this section should enumerate the architectural constraints on the language that will be used to specify such rules. If no, then a reference to the normative specification for the language should be added.

As noted earlier, this section also implies rules determine some behaviour and a more descriptive/accurate verb should be used.

The last sentence says information elements will be transformed but does not state why a transformation will occur and to what the elements will be transformed.

22. 6.1.5.3 - this section should clearly state whether the language for specifying Presence Notification rules is in the scope of the architecture or not. If yes, this section should enumerate the architectural constraints on the language that will be used to specify such rules. If no, then a reference to the normative specification for the language should be added.

23. 6.1.6 – the subject in the first sentence is missing; that is what security mechanism? 

This section should clearly state whether it is in the scope of this architecture to define a security mode. If yes, then the architectural constraints of the security model should be described. If no, then a reference to the normative specification of the security model should be added.

The content of this section seems like insufficient information for SEC (one of the listed Target Audiences) to understand the security constraints of the architecture.
24. 6.1.7.1 - this section should clearly state whether it is in the scope of this architecture to define a charging model. If yes, then the architectural constraints of the charging model should be described. If no, then a reference to the normative specification of the charging model should be added.

This section should also how the charging function is used in this architecture e.g. which entities will use it.

Editorial comments:

1. 2.1 – alphabetize the references

2. 2.1 – the [PRESRD] reference should be updated to reflect the Candidate RD

3. 2.1 – update all OMA references and WAPF references as prescribed in OMA-ORG-Consistency-Review-Guidelines

4. Figure 1 – distinguish those architectural entities that part of the network layer and application layer

5. 5.1.1 – the assertion “A Presentity publishes …” implies a major function of a Presentity is the ability to publish presence information. The definition of Presentity in 3.2 should be augmented to include this functionality.
6. 6. – since this section is Informative, replace every upper-case RFC2119 keyword (i.e. SHALL) with lower-case
7. 6.1.1.1 – add a reference to RFC2778 after the usage of Presence Information

8. 6.1.1.5 – qualify event (e.g. SIP event) in the bullets
9. 6.1.3 – this section should explicitly state RPs named PRS-* are in scope for this architecture
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The author recommends all issues raised in this document are addressed in version 1.0.
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