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1 Reason for Change

The OSE conceptual model illustrated in Figure 1 of the OSE is depicted with the label “Service Provider domain”. This label implies that there are “Trusted” and “un-Trusted” domains belonging to the OSE, as illustrated by Figure3. However, the OSE conceptual model, gives the impression that those domains are fixed.

As it is now, the OSE conceptual model cannot be applied to different domains, namely, Mobile Operator’s network, Enterprise’s network, end-user terminal, etc.

The contribution proposes to add some explanatory text to address this issue, as well as some minor changes on some picture.

2 Impact on Backward Compatibility

N/a

3 Impact on Other Specifications

N/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommendation is to accept proposed changes.

6 Detailed Change Proposal

5.2.1 General

This section describes the Conceptual Model of the OSE, which is the set of concepts and architectural elements that comprise a high-level definition of the OSE.

Figure 1 illustrates the Service Provider portion of the OSE architecture. This view focuses on identifying and positioning the different elements present in the OSE.

The OSE Architecture does not specify where architectural elements (e.g. applications, enablers, etc.) reside. For example, the architectural elements may reside in a Mobile Operator’s network, or on mobile terminals.

Thus, throughout this document, the OSE conceptual model also applies to a user terminal.

NOTE to the Reader: Further details about the OSE and the terminal will be provided in future releases of the OSE.

The OSE does not mandate any enabler in the Service Provider domain. This allows flexibility in how OMA enablers are implemented and deployed.
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Figure 1 – Generic view of the OSE architecture.

Each concept and architectural entity is described in the subsequent sections.

As stated previously, the OSE architectural elements may reside in a Mobile Operator’s network, or on mobile terminal, which means that the OSE conceptual model may apply to a variety of domains including a Mobile Operator’s network, an Enterprise network, or an end-user terminal. 

The flexibility in which the OSE architectural elements may reside and hence the ability to apply the OSE conceptual model to a number of domains impacts the trust relationship between different domains where the elements are deployed.

The following scenarios provide examples on how the trust relationship (and hence Trust-NonTrust frontiers) vary according to the different deployments of the OSE conceptual model.

1. The scenario depicted in Figure 1 could be interpreted as illustrating a typical scenario of a Mobile Operator’s network, where all the elements (e.g. enablers) reside within the Mobile Operator’s domain (trusted environment), and some applications, external to the Mobile Operator, are hosted in a third party domain (Un-Trusted). The line between trusted and Un-Trusted areas would be as it appears on the picture.

2. Another scenario could be the one in which some enablers reside in the Service Provider environment, but some other enablers reside in a third party domain. This would mean that some enablers would be in the Trust domain, but other would be in an Un-Trusted domain (from the point of view of the Service Provider).

3. Applying the OSE model to the terminal, two sample scenarios:

· The case in where the terminal is customized for a Mobile Operator. In this case, some enablers and applications would belong in the Service Provider’s Trust area.

· In the case of “free” terminals or PCMCIA cards, the Trusted area for the Service Provider would be dramatically reduced to just the identity module (SIM card, USIM, RUIM, etc.)

As a conclusion, we need to say that whenever the OSE model is applied, it is necessary to consider, for each scenario,  the impacts on the domain and trust area limits, and how they apply to the related use cases.
5.3 Interfaces of the OSE

Figure 2 illustrates the interface categories of the OSE architecture.
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Figure 2 – Classification of interfaces in OSE

Table 1 contains a list of the OSE interface categories including their definition and additional comments.

The interfaces defined in this section are abstract interface categories. For example, the I0 interface represents the categories of interfaces that enabler specifications (e.g. the OMA Location enabler) define.

Table 1: Interface Categories of the OSE Architecture 

	Interface category
	Definition
	Comments

	I0
	I0 is the category of interface to an enabler's intrinsic functions.

I0 interfaces are exposed to applications and enablers when no policies are applied.

I0 interfaces are specified by OMA (see note 1).
	I0 may encompass interfaces to what in some areas are called “service building blocks” like location and messaging, as well as to traditional  “business support functions” like subscriber management.

(See note 2)

	 I0+P
	I0+P is the category of interfaces that results from the application of policies to the enabler’s I0 interface. (See the definition of Parameter P for more information.).

This is the category of interface that is exposed to applications and enablers when policies are applied.
	The Policy Enforcer may add Service Provider required parameters (P) to the enabler’s interface (I0), based on Service Provider-defined policies (e.g. credentials or account information as imposed by security policy etc).

(See note 3)

	I1
	I1 is the category of interfaces between enablers and the Service Provider Execution Environment (e.g. software life cycle management process and monitoring etc.).

The I1 interfaces may be specified by OMA (see note 1).
	

	I2
	I2 is the category of interfaces used by enablers to describe how to invoke an underlying resource's function.

Such interfaces are not defined by OMA.
	I2 may encompass interfaces to underlying networks (i.e. mobile operator’s network) as well as to backend resources (i.e. BSS, O&M)

(See note 2).



NOTE 1: A new interface can be specified by OMA or OMA can make reference to an existing interface.

NOTE 2: Further elaboration on I0 and I2 interfaces may be provided in future versions of the OSE.
NOTE 3: See section ¡Error! No se encuentra el origen de la referencia. “Applying the OSE Architecture” for a detailed explanation of implications of Policy management on enabler interfaces.
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