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1 Reason for Contribution

Some technical comments to the approved OSE (OMA-Service-Environment-V1_0-20040907-A) have been received on the OMA Technical Comments List (TECHNICAL-COMMENTS@MAIL.OPENMOBILEALLIANCE.ORG). These comments have been captured on the OMA portal in Architecture document 0169 and its attachment.   This contribution captures the responses from OMA Arch work group to the questions raised.h
2 Summary of Contribution

See previous section and section 3.
3 Detailed Proposal

[Regular text is the original set of questions.  Bold text is the proposed response from Arch WG.]

Paragraph 5.2.2 citing OMA DICT states that a Service Enabler is a Technology. This definition has clear “physical implementation or realization” connotations so it has to be accompanied by the following clarifications: 

1. OMA OSE has to define what the provider of an execution environment should do so that OSE principles are not violated in a situation where the enabler cannot be realized in its technology. 

The realization of an enabler for a certain execution environment depends among others on:

· the technology specific to that execution environment

· the usage of the enabler by applications/services running in the execution environment

The realization should render the enabler usable (performance, security, etc) and manageable (administration, configuration, programmability) otherwise it cannot be considered viable.

Proposed response from Arch: our intent in OMA is to define enablers that can be implemented in any general purpose execution environment, even ones with constrained functions such as in a mobile phone.    We are not aware of any demands made by OSE principles that cannot be achieved by general-purpose execution environments.
Comment: The initial request was not questioning if principles can or can not be supported by a particular technologies, but rather if enabler implementations can’t be (suitably) realized in a particular environment.  So let’s take an extreme example (and without implying any preference / better suitability of a technology or another) where for example some enablers are realized and deployed in J2EE and another enabler would be considered as not relizable in J2EE but for example requiring JSLEE. The question was then: what should be done to maintain the OSE model across these environments?  
Additions to the answer: each execution environment would constitute different OSE domains within say a same service provider.  This can stil be viewed as one logical OSE domain or as separate OSE domain. It does not really matter as all execution models and flows remain the same: any communication to, from and among enablers in the OSE are processed by PE. So no particular rules applies other than respecting the OSE execution model of processing any message to, from and among enablers via PE (and therefore PE enforcing policies for each of the involved execution environments).
2. To enforce OSE usage, an enforced rule should be set so that no service/functionality having an enabler realized in the execution environment should be called directly from that execution environment but only by using the appropriate enabler. If there isn’t one, then there is a gap that has to be filled. This is the only way to complete the set of enablers. OSE makes no provisioning for such case.

Proposed response from Arch: we recognize that we have not yet identified and defined all the functions required for a reasonable OSE environment.   We are trying to complete this work during OSE v2, as part of our “completing the OSE” work effort (see Arch document 0144 and its revisions).   OMA cannot prevent the direct use of underlying infrastructure functions (e.g., 3GPP or 3GPP/2 defined functions), however, applications or enablers that do this will be limited in which environments they can be deployed (because they explicitly depend on network-specific interfaces and functions).  If applications or enablers use the OMA-defined interfaces and functions, then they will be able to deployed in environments not tied to specific underlying infrastructures.
Comments: 
The question is again slightly different. The answer above seems to rather apply to question 4 (and this may also be partially my fault when I tried to give my explanation of the questions at the call where 0169 was discussed). The question is: what happens if an OMA enabler does not expose enough / as much functionality as what underlying supporting resources expose. E.g. consider that the interface I0 exposed by a charging enabler would be less rich / useful than what an underlying charging system exposes. The question is then: what do we say about an application making calls to such interfaces not exposed by the enabler but by the underlying resource.

Proposed answer: The OSE assumes that any interaction with underlying network is done thorugh OMA enabler. If an OMA enabler does not expose the appropriate functionality, the gap should be resolved in a future release of the enabler. 
Practically, in a real life realization of the OSE, OMA enaber coexists with other software components that provide additional functions and may be new non standard functions or higher level functions built sing the enablers.  In a realization of the OSE, other network resources functions can be exposed thorugh such a non standard dedicated component. To maintain a appropriate realization of the OSE, exchanges of messages to, from and among such components must also follow the same flows as message to from and among enablers (i.e. be processed by PE). Note that these are OSE realization considerations as these components are out of the scope of the OSE specifications.
Note to ARCH: there would be value to formalize such view and the notion of extending the components present in an OSE realization in a ARCH document. This is a question that will be asked again and again.
3. OSE should also be clear regarding interfaces mentioned in the document: which component of its architecture should implement which interface. Mainly make a distinction between interfaces that have to be implemented by enablers (section 5.2.4 mentions just a few) and interfaces that have to be implemented by other components( which ones) of the execution environment as per OMA ARCH requirements (Appendix B). OSE should mention which interfaces are mandatory and which are optional so that:

· OSE is  functional

· different technology realizations of OSE are seen as functionally equivalent

· multiple realizations of OSE can interoperate specifying which interfaces will assure that

Proposed response from Arch: there are no mandatory enablers or interfaces in the OSE (see section 5.2 of the OSE document).   A deployment may install whichever enablers it needs to achieve its business goals.   The intent of our enabler specifications is that vendors can implement them in whatever ways (technology realizations) meet their customers’ needs – as long as they implement the defined I0 interfaces and the functions (see section 5.2.2).   If vendors do this accurately (and of course, assuming the specifications do not have errors in them), then implementations from different vendors will interoperate.  
Comments:

The question was about the interfaces described in appendix B. We should probably answer by enumareating what is the status / kind of interfaces that they represent. I have taken a stab at it below.
We should also use some of the text used in the original proposed answer to question 2 above.
Derived OMA Architecure Interface:

1. Interface for operations and management (Cross referenced with [ARCH-REQ] 6.3.3#1): I1 interface – To be done as part of OSPE work
2. Interface for the discovery of service enablers (Cross referenced with [ARCH-REQ] 6.3.2#1; 6.3.2.1#3, #5; 6.1.3#11): I0 interface – Work in progress as discussed in OMA-ARC-2005-144R01 and OMA-ARC-2005-0177/178/179. A discovery / registery enabler is to be defined.
3. Interface for the registration of service enablers (Cross referenced with [ARCH-REQ] 6.3.2.1#4, #5) – Same as previous
4. Interface for the discovery of services (Cross referenced with [ARCH-REQ] 6.3.2.1#2) – Same as 2 above.
5. Interface for the registration of services (Cross referenced with [ARCH-REQ] 6.3.2.1#1) – Same as 3 above.
6. Interface for discovery of conditions for the use of service enablers (Cross referenced with [ARCH-REQ] 6.1.3#11) Same as 4 above.
7. Interface towards a policy management mechanism (Cross referenced with [ARCH-REQ] 6.1.3#12; 6.1.5#5) – Work in progress as part of the PEEM AD / enabler specification work (PEM-2 interface in PEEM AD).
8. Interface to provision services, service enablers and user parameters (Cross referenced with [ARCH-REQ] 6.1.5#4) - I1 interface – To be done as part of OSPE work
9. Interface for subscription management (Cross referenced with [ARCH-REQ] 6.1.3#13) – This may be part of the I0 interfaces associated to the work on: user profile (see OMA-ARC-2005-144R01 and OMA-ARC-2005-0177/178/179) and possibly NI / IMF work.
10. Identity management mechanism associating device identification with federated identity (Cross referenced with [ARCH-REQ] 6.1.3#8, 9, 10; 6.1.1#11). This is under investigation as part of the NI and IMF work. Involved interfaces will be I0.
11. Interface to network exposing network characteristics (Cross referenced with [ARCH-REQ] 6.1.3#8). I2 interfaces are used to implement enablers using underlying network resources. Additional exposure of network capabilities has been discussed in answer to question 2 (above) and 4 (below). 
12. Interface to charging (to gather accounting and charging information) (Cross referenced with [ARCH-REQ] 6.1.2#2). I0 interface – work in progress as part of charging enabler activities.
13. Interface to authentication function (Cross referenced with [ARCH-REQ] 6.1.1#1) I0 interface – work in progress as part of security enabler activities.
14. Interface to authorization function (Cross referenced with [ARCH-REQ] 6.1.1#14) I0 interface – work in progress as part of security enabler activities.
15. Interface from authorization function to charging enabler (and the reverse) (Cross referenced with [ARCH-REQ] 6.1.1#14). This is expected to be achaived though the policy enforcer that determines authorization of the charging request prior to allowing charging via the I0 interface of the authentication enabler.
16. A method to connect between identity, authorization, and authentication components, e.g. cookies or other session tokens (Cross referenced with [ARCH-REQ] 6.1.1#14). This is work in progress as part of the security and IMF/NI work. This information is expected to be provided as P parameters.
Policy (constraints) in all interfaces (Cross referenced with [ARCH-REQ] 6.1#16). This is achieved via the policy enforcer by ensuring that all exchanges to, from and among enablers are processed by PE.
4. OSE should clearly state if an enabler can be the network server itself (not a proxy in a certain execution environment) and in which cases this is acceptable.

Proposed response from Arch: enabler implementations can use whatever technology they choose as long as they satisfy the specifications.  This may involve using network servers as part of the implementation, or it might involve a proxy (see section 5.3 description of the I2 category of interface).  These choices are up to the implementer, not restricted or constrained by the specification.  See sections 5.2.1 and 5.2.2 of the OSE document.
Comments: the question also raises the issues of direct calls to network resources. 
Additional answer: The OSE does not account for direct access to network resources other than through enablers that then interact with the network via I2.  The answer to question 2 indicated how missing functionality can be added in the OSE and used in OSE realizations.
Note to ARCH: As indicated above, the OSE specifications can not guarantee that direct call sto network resources are not taking place. However, it should state more explicitly the expectation of the models in its specifications. If we produce a guidelines for realizations (as mentioned in answer to question 2), we may want to also add there a recommendation that at the network layer, the service provider should ensures that all aplication requests that it receives have appropriately crossed the OSE:

· They come from an enabler or component in the OSE

· They have been processed by PE.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We ask ARC to review the proposed responses in section 3 and send them back to the author of the original technical comments.
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