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1 Reason for Contribution

This revision uses some of the original ideas expressed in previous revisions and is thoroughly restructured to address comments received in San Diego, comments received via contributions 241 (IBM) and 243 (Oracle) and comments exchanged over e-mail. This revision also adds IBM and Oracle as co-signers. We arrived to the conclusion that there may be indeed a problem for different segments of the industry when dealing with resource (e.g. enabler) interface changes. While the original 213 was more a result of brainstorming, this revision represents a more systematic analysis focusing on the problem of interface changes, and recommendations to address this problem.
2 Summary of Contribution

A problem may arise when resource interfaces change (e.g. as result of emerging new resource, new policies, new enabler release, new binding, etc). Such a problem may affect resource vendors, application developers, and  service providers. This contribution will analyze this problem and provide recommendations to avoid or mitigate issues for resource vendors, application developers, and service providers.
3 Detailed Proposal

1. Resource interface change problem

Resource interface changes have implications for applications developers, resource vendors and service providers. The problem with interface changes is specific for enablers in the context of OSE, but some mitigation may be needed in the generic case of any resource’s interface.

Throughout the contribution, when referring to 2 different instances of a resource interface, we will use the notation C to denote the instance of an interface at a given moment in time, and C’ to denote the instance of the same interface at a later moment in time. Without knowing the specific details of the transformation, we will consider it captured by the formula: C’ = T(C). Since T is therefore used generally to denote “transformation” (and not a specific transformation), an inverse transformation, if required, will be captured by the formula: C = T(C’). This inverse transformation may or may not always exist. Any such transformations are purely dictated by real, practical situations, rather than by a theoretical possibility. 

1. 1. Analysis of the problem

a) For applications developers, the issues related to interface changes are:

· Ability to support multiple resources’ releases (e.g. enabler specifications evolution)

· Ability to support multiple vendors’ implementations.  I. In general, vendor implementations of the “same” resource (e.g. enabler) may differ in their offering (e.g. different releases, different bindings). For any given resource, an interface C of such resource may change in time (new binding, new releases, or only partial support for a specification).

· Ability to introduce new features beyond the support for enabler specification releases (e.g. taking advantage of specific new features offered by a vendor’s resource implementation - for market differentiation reasons), 
b) For resource implementation vendors, the issues related to interface changes are:

· Ability to support multiple enabler specification releases

· Ability to provide backward compatibility
· Ability to introduce new features beyond the support for enabler specification releases (e.g. support for specific new applications features – for market differentiation reasons)
c) For service providers, the issues related to interface changes are:

· Ability to change policies which might change interfaces exposed to application developers

· Ability to communicate the interfaces (or implications of interface changes) to applications or application developers
· Ability to stabilize the interfaces exposed to applications (extend its viability from the perspective of the requesting application) for as long as needed independently of the technology or policy choices and changes made by the service provider to support these interfaces

· Ability for early support of new interfaces without having necessarily to upgrade the resource (e.g. enabler). This is the case when a new potential interface for a resource is introduced and/or tested with support from an application and maybe other interim resources, while the existing target resource is not prepared to support such an interface.
· Ability to match available resource interface implementations to application requests
1.2.  Possible solutions
a) For application developers:

· Interface (and interface changes) can be communicated:

i. In a timely manner:

1. At authoring time and/or

2. At run time

ii. In various ways:

1. Via side channel communications and/or

2. Via registration/discovery mechanisms
iii. Application developer can use tools and/or application execution platforms that provide mechanisms to ensure that application is robust against and can rapidly adapt to such changes.
1. Support automatic updates based on run time discovery of interface changes. Interface details are kept in a separate file/object. The content of such file/object consists of a new message format authored as a result of the interface change discovery and update process, and will be used when issuing a request to a specific resource.
b) For resource (e.g. enabler) implementation vendors:

· Provide off-the-shelf generic solutions that support interface transformations for any type of resource (e.g. solutions based on policy interpretation, such as the OSE Policy Enforcer based on PEEM implementation)

· Bundle a PEEM implementation with other resource implementations

· Ensure that an offered resource implementation works well with PEEM

· Support standard interfaces and offer alternatives interfaces for new features as options

c) For service providers:

· In the case where an enabler interface instance C’ exists and is deployed, but changes dictated by resource implementations are too significant (e.g. bindings changes) to be robustly handled by deployed applications, the SP may want to:

i. Stabilize the external interface to the older C instance, by always transforming back the new C' into C using policies and the capability of the Policy Enforcer to handle interface transformations (e.g. C = T(C') will be offered to applications). This will allow the applications to continue to function, until their own development cycle catches up with the changes (if needed).

1. A particular case would be a subtractive transformation, for example the case where one vendor implementation provides support for additional parameters that the application is not aware of. To stabilize the interface, the SP would not expose to the application the additional parameters, and on an incoming request from the application the Policy Enforcer would complete the missing parameters as specified via the policies, in order to exchange messages with the target resource.

· The reverse case is when a SP may want to provide a new instance C’ to applications, since the applications support it, but such implementation is not yet supported by the resource (e.g. enabler) implementation available. In other words, the resource implementation only supports the interface instance C, but the application may support an enhanced instance C’ that the Service Provider is interested in deploying. When only using additive transformation, this in fact uses the same mechanism as the one used by a domain owner to add parameters for satisfying the domain owner’s policies (as described in the OSE for the I0+P) The SP may want to:

i. Offer an external interface according to the newer C’. That again can be supported using policies and the capabilities of Policy Enforcer to handle interface transformations. In this case C' = T(C) and delegation to other resources is used  to obtain the new capability via composition with these resources

1. A particular case would be an additive transformation, for example the case where one vendor implementation cannot provide support for particular additional messages/parameters that the application can provide via the request. Via the Policy Enforcer, the SP would expose the extended interface to the applications that can support it, and would delegate the additional messages/parameters, via policies, to other resources that would process the additional messages/parameters to provide the additional functions not provided by the target resource. Messages exchanged by the Policy Enforcer with the target resource would be limited to the functions that the resource supports through its current interface. 

· The cases above illustrate how the Policy Enforcer and the transformations dictated by policies can be used by a Service Provider to support interface stabilization and/or the offering of additional functionality that is not yet supported by a target resource (but for which an interim solution may exist).

1.3.  Conclusions
We provide an initial analysis for the problem of resource (e.g. enabler) interface changes and a summary of approaches to address such changes by various segments of the industry. The different segments of the industry are encouraged to consider the solutions offered. At the same time, this contribution makes no claims that the solutions offered are the only ones, neither is a claim made that these are the most appropriate ones. When multiple approaches to resolve one issue are possible, the actor responsible for offering a solution should select the one that is the most appropriate for its specific situation.

There are also several conclusions to be drawn relative to the implications on OSE:

· In general, policies could be used to express actions that require “interface transformation” to support resource interface changes

· While applying policies to transform or compose a resource into a higher level resource, the OSE model of “additive transformation” may no longer be sufficient.  In other words C'=T(C) or for enablers C' = T(I0) may not always match exactly the current additive OSE model (I0+P interface exposed to requestors for resource).

· In general, interface transformations can be categorized as:

· Additive – where messages/parameters are added to an existing resource interface (supported by current OSE model, such as in I0+P interface exposed to requestors)

· Subtractive – where messages/parameters are subtracted from an existing resource interface

· Composed – where any combination of interface transformations involving multiple resources may result into a higher level resource interface

· The OSE policy enforcer only needs to implement “additive” transformations. Indeed, additive transformations are the only interface transformation needed to support reuse and domain owner policies performed via delegation. As a result of this conclusion, the recommendation is to modify the paragraphs that refer to “interface transformation” and to “composition” in the OSE 2.0 document, as follows (the suggested modification are shown in bold characters):

[…]

[Section 5.4.1]

[…]

The Policy Enforcer may use enablers to evaluate and enforce the policies that have been specified for the domain and/or the target enabler. The Policy Enforcer may also be used to compose enablers into higher-level functions. The interfaces to these higher-level functions, although based on composition of defined OMA enablers, have not been defined in OMA and may not be modelled as I0+P.

 The policies enforced by the Policy Enforcer determine the types of messages exchanged from and to the requester and to and from the target and delegated enablers. Therefore, policies can be used to dictate the interface exposed to requesters as well as modify the exposed bindings. An I0 interface may be differently exposed via domain owner policies, but may not be modelled as I0+P.  Such complex transformations may include addition or subtraction of functionality, but also more radical transformations such as bindings transformations.
[…]
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendations are:

1. ARC WG to agree on this initial analysis and determine if more details are needed or whether this is sufficient to populate an OSE Architectural notes whitepaper chapter.

2. That this analysis is considered for mentioning in the Discovery and Registration WID text proposal (and later in the associated use cases). If agreed, a modified text foe that WID may be provided.

3. That the changes (in bold) suggested for OSE text are agreed to for the OSE 2.0 document.
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