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1 Reason for Change
In private exchanges it was expressed that it is very inconvenient that OMA ARC has defined PEEM definitions that are not aligned with the IETF policy definitions (see appendix G of the PEEM AD, version November 29).
In addition, the phrase Policy Decision is practiced throughout the PEEM AD and is missing in the definitions section.
The OMA PEEM definitions in the PEEM AD should be aligned with the IETF definitions. We believe that aligning the definitions will adhere to the clarity of the document and prevent confusion in the presence and future.
We also believe that any definition should focus on providing explanation on the terminology in a manner that is as much as possible neutral to implementation (we therefore have removed the definition for “Policy Bundling” – which is indicative of a particular implementation, and suggested instead to introduce the explanation in the AD text).
R01 provides change 5 in a separate file associated with this contribution.
R02 changes the definitions to address comments received in the meeting. And adds supporters.
R03 changes the definitions to address comments received on the reflector. It also adds a change.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To accept the detailed change proposal.
6 Detailed Change Proposal
Change 1:  Change of the definitions


3.2 Definitions

For the purposes of the present document, the terms and definitions given in [OMA-DICT] and the following apply:
	Delegate
	A delegate is a designated resource that performs specified tasks or functions on behalf of (one or more) other resources. To delegate is to designate a resource to perform specified tasks or functions on behalf of (one or more) other resources.

	Policy
	An ordered combination of policy rules that defines how to administer, manage, and control access to resources, [Derived from [RFC 3060], [RFC 3198] and [RFC 3460]].

	Policy Action
	Action (e.g. invocation of a function, script, code, workflow) that is associated to a policy condition in a policy rule and that is executed when its associated policy condition results in "true" from the policy evaluation step.

	Policy Condition
	A condition is a Boolean predicate that yields true or false. It may be “complex”.

	Policy Decision
	The response that carries information about an enforcement obligation that is returned to an entity that asked for policy evaluation.

	Policy Enforcement
	The process of carrying out the decision.

	Policy Evaluation
	The process of checking the policy conditions and execution of the associated actions up to the point where the decision is determined. Also known as Policy Decision making. The nature of the decision depends on the request and on the applicable policy. 

	
	

	Policy Expression
	The process of representing a policy

	Policy Management
	The act of describing, creating, updating, deleting, provisioning and viewing policies. A meta-model or representation scheme may be used in this activity.

	Policy Rule
	A combination of a condition and an action to be performed if the condition is true

	Request 
	An articulation of the need to access a resource (e.g. asynchronous events).

	Requestor
	Any entity that issues a request to a resource.

	Resource
	Any component, enabler, function or application that can receive and process requests.


Change 2:  Changes to the definitions mapping table

A.1 Introduction to IETF terminology

This section introduces the IETF terminology described in [RFC3198], titled “Terminology for policy-based management” and how the PEEM terminology is related to that.

Table 2. IETF to PEEM terminology mapping

	IETF definitions [RFC3198]
	Corresponding OMA definitions [PEEM AD]

	Policy

"Policy" can be defined from two perspectives:

A definite goal, course or method of action to guide and determine present and future decisions.  "Policies" are implemented or executed within a particular context (such as policies defined within a business unit).

Policies as a set of rules to administer, manage, and control access to network resources [RFC3060].
	Policy

An ordered combination of policy rules that defines how to administer, manage, and control access to resources, [Derived from [RFC 3060], [RFC 3198] and [RFC 3460]].

	Policy rule

A basic building block of a policy-based system.  It is the binding of a set of actions to a set of conditions - where the conditions are evaluated to determine whether the actions are performed [RFC3060].
	Policy rule

A combination of a condition and an action to be performed if the condition is true

	Policy condition

A representation of the necessary state and/or prerequisites that define whether a policy rule's actions should be performed. This representation need not be completely specified, but may be implicitly provided in an implementation or protocol. When the policy condition(s) associated with a policy rule evaluate to TRUE, then (subject to other considerations such as rule priorities and decision strategies) the rule should be enforced. 

In [RFC3060], a rule's conditions can be expressed as either an ORed set of ANDed sets of statements (disjunctive normal form), or an ANDed set of ORed sets of statements (conjunctive normal form).  Individual condition statements can also be negated.
	Policy condition

A condition is a Boolean predicate that yields true or false. It may be “complex”.

	Policy action

Definition of what is to be done to enforce a policy rule, when the conditions of the rule are met.  Policy actions may result in the execution of one or more operations to affect and/or configure network traffic and network resources. In [RFC3060], a rule's actions may be ordered.
	Policy action

Action (e.g. invocation of a function, script, code, workflow) that is associated to a policy condition in a policy rule and that is executed when its associated policy condition results in "true" from the policy evaluation step.

	Policy decision

Two perspectives of "policy decision" exist:

· A "process" perspective that deals with the evaluation of a policy rule's conditions

· A "result" perspective that deals with the actions for enforcement, when the conditions of a policy rule are TRUE
	Policy Evaluation

The process of checking the policy conditions and execution of the associated actions up to the point where the decision is determined. Also known as Policy Decision making. The nature of the decision depends on the request and on the applicable policy

.

	
	Policy Decision

The response that carries information about an enforcement obligation that is returned to an entity that asked for policy evaluation.

	
	


	Policy enforcement

The execution of a policy decision.
	
 Policy Enforcement

The process of carrying out the decision.

	
	


Change 3:  Changes to Abbreviations

3.3 Abbreviations
For the purposes of the present document, the abbreviations given in [OMA-DICT] and the following apply:
	DDoS
	Distributed Denial of Service

	E
	Evaluation

	LDAP
	Lightweight Directory Access Protocol

	M
	Management

	PDP
	Policy Decision Point

	PEP
	Policy Enforcement Point

	PEE
	PEEM/Policy Evaluation and Enforcement 

	PM
	PEEM/Policy Management 

	PoC
	Push to talk over Cellular

	PV
	PEEM/Policy Evaluation

	PE
	PEEM/Policy Enforcement

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XPATH
	XML Path Language


Change 4:  Change to end of section 5.3.1

Change 5:  Note that policy evaluation and policy enforcement are not necessarily separated phases in the process; they can be performed in a combined manner.
Change 6:  Changes in the AD as a result of the above changes. 

See the associated file.
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