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1 Reason for Contribution

At the Paris face To face, the relationship between OSE and OSPE was discussed. In particular, questions where raised about I0, I1 and I2. 
Revision R01 provides updates following the comments received at the last conference call. In particular, it removes mentions of interface subsets that have led to some unnecessary confusion. Furthermore, it addresses different questions asked during the call and on the mailing list about I1. 
R02 corrects some editorial errors.
2 Summary of Contribution

This contribution pertains both to OSE discussions and OSPE AD discussions. Considering that an AI was given to the Editor to mention that OSPE agents are connecting to the monitored / managed enabler via I2 interfaces, we consider that disposition of revision R00 appropriately handles the impact expected on OSPE AD. 

On the other hand, we believe that R01 expands on the discussion and even more squarely provides input that should be captured in the OSE.
This contribution discusses how OSPE interfaces relate to the OSE interface categories. Revision R01 further discusses the relationship to I1 interfaces.
3 Detailed Proposal

3.1 Reminders
The OSE defines interface categories I0, I1 and I2 as illustrated in Figure 1.
I1 is the category of interfaces between enablers and the Execution Environment (e.g. software life cycle management process and monitoring etc.).

The I1 interfaces may be specified by OMA. 
As a reminder the interface categories are defined as:
	Interface category
	Definition
	Comments

	I0
	I0 is the category of interface to an enabler's intrinsic functions.

I0 interfaces are exposed to applications and enablers when the policies that are to be enforced do not require any additional parameters or when no policy is associated to the request to this enabler.

I0 interfaces are specified by OMA.
	I0 may encompass interfaces to what in some areas are called “service building blocks” like location and messaging, as well as to traditional  “business support functions” like subscriber management. The category of I0 interfaces includes asynchronous events and methods to register/subscribe listeners to these events.



	 I0+P
	I0+P is the category of interfaces that combines I0 and P as required to satisfy existing policies that are to be enforced when exposing the I0 interface of the enabler. (See the definition of Parameter P for more information.).

I0+P are exposed to applications and enablers when the policies that are to be enforced require additional parameters.
	The Policy Enforcer may require additional parameters (P) that must be provided along with the request to the enabler’s interface (I0), based on  policies specified by any principal who is authorized to do so; i.e. typically the owner or administrator of the OSE domain where the enabler is located.



	I1
	I1 is the category of interfaces between enablers and the Execution Environment (e.g. software life cycle management process and monitoring etc.).

The I1 interfaces may be specified by OMA.
	

	I2
	I2 is the category of interfaces used by enablers to describe how to invoke an underlying resource's function.

Such interfaces are not defined by OMA.
	I2 may encompass interfaces to underlying networks (i.e. mobile operator’s network) as well as to backend resources (i.e. BSS, O&M).


Additional notes and details are provided in the OSE documents.
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Figure 1 – OSE and OSE interface categories

The latest OSPE AD (OMA-AD-OSPE-V1_0_0-20060210-D) at time of publication of R00 provides the following logical architecture. The architecture details are still under discussion. However, this should not be an issue for the analysis presented in this contribution.
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Figure 2 – Latest OSPE logical architecture (from OMA-AD-OSPE-V1_0_0-20060210-D).
3.2 Relationship between OSPE and OSE interfaces

Per the OSE, every enabler implementation exposes an I1 interface to support software life cycle management and other interactions with the execution environment.

Per the OSPE, a subset of software life cycle management is achieved by deploying OSPE agents with OMA enablers.

OSPE is itself an OMA enabler.

So, OSPE-3, OSPE-4 and OPSE-5 are I0 interfaces for the OSPE enabler.

Now the OSPE user agent is implemented to interact with OMA enabler implementations. How this is achieved is out of scope of OSPE. Such interactions are I2 interfaces for the OSPE agent.

From an OSE point of view, every OMA enabler implementation exposes an I1 interface to enable functions as supported by OSPE and more. I1 can be used to implement the I2 interface of the OSPE user agent.

So, the I1 interface exposed by OMA enabler implementations is used to implement the I2 interface of the OSPE agent. Note however, as already mentioned that the I1 interfaces of an OMA enabler implementations are not limited to the interface required by the OSPE agent (I2). Other interfaces used for life cycle management and interaction with the execution environment.
As OSPE is an OMA enabler, it presents itself I1 interfaces with the same purpose. So, an OSPE implementation may be managed by OSPE (for the functions provided by OSPE).
Related FAQ

3.2.3 Whose interface is I1?

The definition in the OSE mentions does not explicitly restrict the interface I1 to be part of the enabler implementation or out of scope of OMA and part of the execution environment. The phrasing however clearly differs from the I2 interface terminology and clearly does not assume that the enabler implementation must use execution environment interfaces. To the contrary it clearly also exposes such interfaces.

The terminology and concept is consistent with the terminology used in the previous sections of this contribution.
3.2.4 What are the orange boxes associated to each enabler implementation?

Each enabler implementation rely on execution environment features for its life cycle management including execution (use of shared libraries or classes or functions to support its implementation, integration with basic life cycle management mechanism to install, configure, instantiate, monitor, exchange reports and alerts, update, execute, interrupt, delete etc... 
As discussed above the exchanges of messages go both way: 
· Messages initiated by the execution environment (e.g. status check, configuration, …)

· Messages initiated by the enablers (e.g. reporting)
Some of the functions (e.g. execution environment initiated request) may be in general common across all enabler implementation that rely on such modules or allow such interactions with the execution environment. Some others may be different from one enabler implementation (e.g. reporting).
So in general the I1 interface exposed by the enabler implementation differs from one enabler to another.

What about OM DM?

At the last call, questions were raised about OMA DM and how OMA DM fits with such a model.

We have reviewed every single OMA DM Ad currently available in the permanent document area. In our view there is no confusion between the interpretation provided here and OM DM.
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Figure 3 – OMA DM architecture (admitting that the reference points names may have changed and that additional interfaces / enablers are currently being defined). We just copied an existing figure from OMA-AD-DM-V1_0-20050530-D)
The DM client upon receiving configuration data, stores the data in an appropriate data store. This can be via a I2 interface when the details are proprietary and not specified by OMA or via a I0 interface when the values are communicated to another explicit enabler (e.g. the Connectivity Management Objects enablers). In such case the target enabler itself uses I2 interfaces for storage in the object.
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Figure 4 – Device Management Component Architecture (see for example OMA-AD-ConnMO-V1_0-20051019-D) 
In both cases, the settings impact other enabler implementations on the terminal (e.g. the browser enabler or MMS client). This is most probably implementation / execution environment specific and could consist of one or more of the following steps:

· Instantiating a new enabler implementation correctly configured

· Notifying and existing enabler implementation of the change of configuration

· Having the enabler implementation checking its configuration settings whenever appropriate.

These operations by which as a result the settings of these enabler implementations are updated are taking place via I1 interfaces.
If instead, a resource available on the terminal with a well defined interface is configured (via the environment (out of scope) or via I2 from the OMA DM client enabler implementation), then the target enabler implementation can rely on the updated resource via I2. In such case, depending on the implementation, I2, the resource and the execution environment, no I1 interaction may take place. This is not a contradiction, in such case DM is not managing the life cycle of this enabler implementation but the life cycle of another resource. It just happens that the enabler implementation uses that resource.
Via out of scope interaction this may also include configuring the execution environment.
So in all cases there may be no I1 or no I2 interaction depending on how the implementation details of the terminal and its execution environment.
These options are illustrated in Figure 5.

[image: image3]
Figure 5 – Illustration of the option to rely on OMA DM client on a terminal to configure a target enabler implementation.
Of course the different enablers also interact with the environment for their life cycle management etc… This is not illustrated in Figure 5 to avoid confusion.

This is consistent with OSPE where the OSPE agent enabler implementation plays the role of the Connectivity Management Objects enabler implementations, as illustrated in Figure 6.

[image: image4]
Figure 6 – Mapping to OSPE
At the difference with Figure 5, in Figure 6, the resource is explicitly provided by the execution environment and the monitored enabler implementation is not shown with an I2 interface because it is not using the intermediate resource provided by the execution environment to support its functions, only to support its life cycle management.
Should we revisit and remove I1 in OSE?

The present contribution assumes that the I1 interface is distinguished per the current OSE model and definition of interface categories. 

The present contribution and adequacy of the model should not be confused with a discussion of the value of I1. This is a separate discussion.

However, we believe that the analysis here illustrates the fundamental differences that exist between I1and I2 in that I2 supports the implementation of the enabler and how it provides the functions that can be sued through expose through I0 while I1 is really related to the execution environment and allowing life cycle management of the enabler.
In particular case, managing the life cycle of a resource used by an enabler implementation allows to change the behaviour of the enabler implementation. Again this is an implementation choice and in such case, no configuration of the enabler implementation takes place and is needed. These cases do not introduce contradiction to the model.

So at the minimum, we suggest careful considerations and appropriate analysis before asserting that I1 and I2 are one and the same and undistinguishable. One might still question the value of introducing such a distinction. In our view it is a useful blueprint for implementer, deployments and realization , including or even especially technology specific realization and the associated specification of such realizations.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendations
We recommend that the ARC WG considers the analysis.

We recommend that ARC considers how to best capture this analysis (e.g. in OSE, in OSPE or elsewhere). In that context we recommend considering this as material for an update of the OSE v2.
.
� EMBED Word.Picture.8  ���





� EMBED PowerPoint.Show.8  ���








NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

[image: image9.wmf] 

Legend

 

OSPE requestor

 

C

omponent

s of OSPE enabler

 

Process 

Manage

r

 

OSPE

 

Agent

 

Provisioning

 Manager

 

OSPE

-

1

 

Server side

 

OSPE

-

3

 

OSPE

-

4

 

OSPE

-

5

 

Tracing

 Manager

 

OSPE

-

I

-

1

 

OSPE

-

I

-

2

 

OSPE 

Requestor

 

[image: image10.png]S

uthority

Device Management

fie

DM Server
DM Client
DM-3 T Bostatrap Profie S Ca)




[image: image11.png]


_1190201497.ppt


DM Client

Indicates interfaces outside scope of Connectivity MO or DM enablers



NAP MO

Connectivity Management Objects Enabler

Proxy MO

DM Server



Device Management

Authority

DM-Func

DM-2 Exposes NAP and Proxy MOs

DM-1 Client-Server Protocol

DMA-DMS



DM Enabler

Smart Card

DM-3 DM Bootstrap Profile

File



OTA Provisioning

Server

DM-4 DM Bootstrap Profile



Indicates that enabler uses functions of other component

e.g. DM-1 (and others)

Name of interface offered














_1201107286.doc






OSPE-5







OSPE-4







OSPE-3











OSPE Requestor















Server side







OSPE-1











Tracing Manager











Provisioning Manager







OSPE Agent







Process Manager







Components of OSPE enabler







OSPE requestor











Legend















OSPE-I-2







OSPE-I-1












_1203107494.ppt










Other bindings

Web service bindings



…

Enabler

implementation

Enabler

implementation

Enabler

implementation

Applications



…

Enabler

implementation

I0

I0+P

I1

Policy Enforcer

I2

Execution 

Environment 

(Software Life Cycle Mgmt, 

Load balancing,  

caching, O&M, 

etc.)

Applications

I0+P

Service Provider or Terminal  Domain



To Resources in

Operators, terminals, Service Providers














_1176028873.doc


DM-4







DM-2















DM-1







OMA



DM server











OMA



DM



Client







Push



proxy



gateway



(PPG)







Bootstrap server











SC











DM-3
















