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1 Reason for Contribution

This contribution provides comments related to contribution 333 (which describes issues with the GPM AD).

2 Summary of Contribution

This contribution adds additional perspective on the issues identified in 333 and proposes resolution to some, and a way forward for others that should expedite the resolution. Note that the main text of the contribution is inherited from 333. The changes introduced by 347 are the ones tracked, and they are in the form of “Lucent view” and “Lucent proposal” for each of the issue identified by 333.

3 Detailed Proposal

3.1 Issues 1: management

3.1.1 Explanation

Our reading of the GPM RD implies that management of the preferences may be conditional to some policy processing or result into additional policy processing. For example some management steps may be conditional upon approval by some parties or result into notification of some parties.

The current version of the AD, including the not yet approved latest update proposals, do not detail management beyond the use of PEM-2.
Lucent view:  this is nothing unusual, and it applies to any OMA enabler with respect to handling requests coming through their I0 interfaces. Any request (management or otherwise) may be subject to evaluation of policies before it is being processed, or as part of being processed. Some RDs go into more detail about what is expected, others into less detail – but the expectation that this may happen always exists.

We may want to add some text to explain that there may be a dependency on PEEM – but it is by no means necessary to do so. There is certainly no need to show any additional interfaces as the contribution 333 proposes, since should not be spec’ed in GPM, unless somebody is interested in entering a contribution for additional flows (which is currently a possibility that was flagged with an editor’s note). There are multiple ways in which that can be achieved, and all are an implementation/deployment issue – and if we want to show in those flows what is NOT spec’ed, and we run the risk that we may have to show all these situations, which would be an overkill and unusual. For example, if a PE is deployed in the SP domain, then PEM-1 and/or PEM-2 requests could be subject to interception by the PE and application of policies, before forwarding them to GPM. Another possibility is for GPM to invoke PEEM via PEEM callable i/f everytime a PEM-1 or PEM-2 request is coming in, in order to evaluate policies on the requests itself. Finally, GPM could have internal mechanisms to enforce such policies, without using PEEM or PE. 
3.1.2 Proposal

It seems that when policy management requests are made, policies processing takes place on the request and the response. The policies processed at management are also GPM policies.

It might be needed to also allow while management step take place to have GPM calling additional policy processing steps (TBD).

Besides policies processed at evaluation or enforcement (permission rules), policies are to be processed at management and may be part of the management step.

We understand that this does not change the interfaces PEM-1. However we believe that it requires explanations and may require decomposing in this case PEM-2 into an interface that consists of PEM-2 and GPM-1 (to distinguish the type of policy) (or PEM-2’ to directly manage the management policies) that allows management of the management policies. 
Lucent proposal: Do nothing, or if there is a preference in the ARC WG to clarify this, add the following text in the dependency section:

“Messages exchanged via PEM-1 and PEM-2 between a requestor and GPM may themselves be submitted to application of policies, to determine whether the requester has appropriate rights to execute the request, or because of the need to issue notifications to other authorized principals when such requests take place. Depending on specific deployment criteria and GPM implementation, this may be realized through the use of the OSE Policy Enforcer, or the use of PEEM in callable pattern through a GPM invocation after the message has been received, or implemented internally by GPM in appropriate manner.”

3.2 Issues 2: management (association)

3.2.1 Explanation

The GPM RD includes particular management requirements like the need to be able to identify all the parameters that need to have permission rule decided to make a decision for a service or to understand all the services affected by change of a rule.

These are beyond the functions that PEM-2 is expected to provide at least based on the work so far
Lucent view: this is a valid issue worth discussing and resolving.
3.2.2 Proposal

We would argue that PEM-2 (and PEM-2’) is enough and that these steps should be considered as supported by GPM but to be provided by tools (and therefore not specified by OMA). With this view GPM statisfy the requirements but does not specify these aspects.

 Otherwise, one must either consider that we expose another interface (GPM-2) that extends PEM-2 or complement PEM-2(PEM-2’).
Lucent proposal: discuss proposal made in 333. If there is agreement, document it. If there is a need to study it, give time till next CC, at which point if there still is no agreement to accept the proposal (e.g. whether a new interface is needed or not – and if not, why) assign an AI, owner and a short time to provide an analysis (if needed) and a resolution. If no other resolution is provided within the (relatively short) timeframe, then resolve as proposed in 333. 
3.3 Issues: GPM policy data model

3.3.1 Explanation

While it should remain extensible, it seems that valuable to specify the data model and base construct specific to GPM.
Lucent view: These are valid issues worth discussing. These are 2 somewhat separatable issues – although possibly related (i.e. whether standardizing the permissions rules themselves or not, is separate from whether we specify a data model and base constructs specific to GPM). Some of them may be addressable at AD time, but they cannot be completely addressed before TS time. 

We could make a partial resolution on the 1st issue (e.g. whether GPM needs a different model and constructs than PEEM or not). However, if the answer is yes (or maybe) – it only may be completely solved at TS time (“the proof is in the pudding”). On the 2nd issue (whether we should standardize or not specific permissions rules) – it would be at best tentative to make a decision at AD time, since this would require specific examples, using defined constructs. We have deferred working on constructs in PEEM to PEEM TS – so what would be the reasoning behind doing this differently in GPM (at AD time, rather than postponing to TS time)?
One may also discuss if interoperability between GPM implies standardizing part of all of the permission rules.

3.3.2 Proposal

At the level of the AD, we may want to consider adding a section on permission rules/ policies that identify for both types of policies (see section 3.1.2) the base construct / capabilities that it has to express and see if this is to be standardized. It should of course be clearly xtensible.
Lucent proposal: discuss proposal made in 333. Unfortunately, this may not be resolved as quickly, since the proposal in 333 is very high-level. First, separate this into 2 issues, assign Aia, assign owner(s) and a short time to provide an analysis (if needed), and a resolution. For each issue, there should be a resolution on what can be addressed at AD time, and then if need be, what remains to be addressed at TS time. 
4 Intellectual Property Rights
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5 Recommendation

We recommend that when contribution 333 is discussed, the comments and proposals in this contribution are also considered. We recommend that ARC adds GPM issues to the ARC Issues List, or creates a separate GPM specific Issues List, and adds those issues there. We also recommend that ARC agrees to the resolution provided for issue #1 identified in 333, and agrees to the general process of resolving the others, so that we can complete the AD while avoiding open-ended discussions.
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