Doc# OMA-ARC-2006- 0352-INP_Proxy_Interface_for_GPM_AD
Input Contribution

Doc# OMA-ARC-2006- 0352-INP_Proxy_Interface_for_GPM_AD[image: image4.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution



Input Contribution

	Title:
	Proposal on improvement of the GPM enabler
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	ARC

	Submission Date:
	12 Oct 2006

	Source:
	Ray Wang, Huawei, ray.wang@huawei.com

	Attachments:
	OMA-ARC-2006-0352-impact from the GPM.ppt
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

In the agreed GPM ARC contributions, the introduced GPM usage pattern is based on the general model. Now, we want to disscuss the impact of the GPM enabler to the exist servers.
The GPM, as we agreed, is built to authorize the access of target attibutes. Currently, some developed enablers, which are in charge of managing the target attributes, such as presence server and location server, have provided some original access permission checking for the target requesters. After the GPM enabler developed, the job of permissions checking is handed over to the GPM, and an extra interface to the GPM enabler is needed. It will make a tough work to add a GPM-1 interface to all exist attributes management servers.
The best solution to solve the problem is to maintain the exist mechanism of target attributes request for the exist attributes management servers and their requesters, and to construct a logic entity which intercepts such request to act as a permission checking requester. In this way, the target requester still sends the same request for the target attributes, and the enables who manage the target attributes can still receive the request and work as nothing happened. So the introduction of GPM won’t force the existing enablers to update.
2 Summary of Contribution

This contribution introduces a new entity for the GPM enabler and the related flow.
3 Detailed Proposal

---------------------------------------------------First Modify Begin------------------------------------------------------------
5.3 Architectural Diagram

Editor’s note: For terms used throughout this contribution, the definitions in the GPM RD apply. Since the GPM RD is not yet approved, the final definitions should be added at that time.

Editor’s note: arguments could be made that this logical architecture could be split in multiple components. We suggest starting with this logical view, and performing any splits once we better understand that such splits would be beneficial in the use of the enabler. Since GPM is a possible derivation of PEEM, and PEEM AD has been agreed as 1 single logical component, the current thinking is we should inherit this view, until we find architectural reasons to take a different approach – which may have a ripple effect of re-visiting PEEM architecture (if indeed GPM is a derivation of PEEM). Should we decide to stick with the non-split logical architecture, the recommendation is to at least consider describing possible particular implementations based on split architecture in an Appendix. Such alternatives would be forthcoming as separate contributions.

This section contains the GPM architectural diagram using some PEEM nomenclature [PEEM-AD].  The GPM enabler architecture has similarity with PEEM architecture. For the permission checking, an architecture is required that supports a callable usage pattern similar to the one supported by PEEM (see Section 5.3, and description of this pattern in [PEEM-AD]). For the permission rules management, an architecture that supports management of individual permissions rules is required, but it may be built on PEEM architecture if all GPM requirements are supported by it (see Section 5.3, [PEEM-RD] and [GPM-RD]).
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Figure 1. GPM Enabler architecture

Editor’s note: the GPM-1 (PEM-1) and GPM2-(PEM-2) interface names may change pending other ARC decisions

Interfaces are based on the requirements that imply interactions with other resources, and are critical for interoperability between those resources.  Other requirements point to the behaviour of the architectural component, and may require the use of I2 interfaces in order to be fulfilled (e.g. requirements regarding management of actor roles/rights) but do not necessarily require the specification of I0 interfaces because interoperability between resources is not a GPM issue in this case, and how those roles/responsibility are being assigned does not affect the GPM functionality described in the GPM RD. 

---------------------------------------------------First Modify End---------------------------------------------------------------

------------------------------------------------Second Modify Begin-----------------------------------------------------------

5.4
Other components and interfaces

In addition to the GPM specified components and interfaces, there are other elements represented in Figure 1 for a better understanding of the architectural diagram. The following is a list of other elements identified in Figure 1 that interact with GPM:

· Interface to other resources

· Like in the [PEEM-AD, Section 5.3.5], the Interface to other external resources is not specified by GPM. This interface may be used, for example, in the Permissions Rules evaluation process when the evaluation of conditions may require delegation of functions to other resources, or when a decision requires a notification to an authorized principal, or an “ask request” to be performed before returning the decision to the Permissions Checking Requester.

Editor’s note: we may have to revisit at a later stage whether we need to define an OMA I0 interface for notification and “Ask Request”. In particular, we need to address how requirements that explicitly refer to passing information for the “ask request” will be resolved (e.g. whether we specify this in GPM). If so, possibilities include defining a dependency on a to-be-identified I0 from another OMA enabler, and/or defining an additional notification agent component, which may expose a to-be-defined GMP specified I0 “notification/ask request” interface). This becomes an item for further study/contributions.
· Target Attribute Request Interception
· The component is used to intercept the Target Attribute Request. All the requests sent by the Target Attribute Requester to the target resources which currently manage the target attributes are intercepted and translated to permissions checking request by this component. Then the new Permissions Checking Request was sent to the Permissions Checking and Management component through the GPM-1(PEM-1) interface.
· Proxy Interface
· Like in the [PEEM-AD, Section 5.3.2], the interface is not specified by GPM. It is used by the Target Attribute Request Interception component for intercepting GPM Target Requests sent by the Target Attribute Requester to the target resources.
-------------------------------------------------Second Modify End--------------------------------------------------------------

--------------------------------------------------Third Modify Begin--------------------------------------------------------------
5.5.3
Target Attribute Request Interception Flow

Figure 4 illustrates the logical flows to intercept and handle the target attribute request sent directly from target attribute requester.
In the Target Attribute Request Interception flow, the Target Attribute Requester issues a request for Target Attribute (flow#0 in Figure 4) to the Target Resources. This request is intercepted by the Target Attribute Request Interception component through the Proxy interface. Upon reception of the request, the Target Attribute Request Interception component will identify the sender, receiver and the content of the request, and create a related Permissions Checking Request. The Target Attribute Request Interception component acts as a Permissions Checking Requester and sends the Permissions Checking Request(flow#1 in Figure 4) to the Permissions Checking and Management component through the GPM-1(PEM-1) interface as described in section 5.5.1. 
Notes:The omitted flow#2 to #5 is same as the flows in figure2.
Based on the received Permissions Checking Response(flow#6 in Figure 4), the Target Attribute Request Interception component sends a GPM Target Response(flow#7 in Figure 4) to the Target Attribute Requester to notify the permissions to access to the target resources. If the request was denied by the GPM, the flow#7 is mandatory; otherwise, the flow#7 is optional and the Target Attribute Request Interception component will send a GPM Target Request(flow#8 in Figure 4) to the Target Resources.
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Figure 4. Logical flow for Target Attribute Request Interception
---------------------------------------------------Third Modify End---------------------------------------------------------------
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discussion and approve the above content to GPM AD.
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