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1 Reason for Contribution

This contribution tries to address reqmts in GPM RD.
2 Summary of Contribution

1)

	Ask-12
	GPM MAY provide a mechanism for Ask Targets to indicate their willingness/unwillingness to receive an ask request
	GPM 1.0

	Ask-13
	It SHALL be possible for GPM to check the Ask Targets’ willingness to receive Ask Requests before sending an Ask Request
	GPM 1.0


GPM enabler provides mechanisms which enable:

1. Ask Target(s) show their willingness/unwillingness to receive an Ask Request
2. GPM access to the willingness/unwillingness of the Ask Target, then GPM can check it before sending an Ask Request.
2)
	CHRG-1
	The GPM enabler SHALL be able to send charging information to the charging enabler [CHARG].
	GPM 1.0


It seems that GPM AD doesn’t mention charging.
3)

	HLF-15
	GPM SHALL be able to give a permissions checking response based on information associated with

·  The Target Attribute Consumer (e.g. the identity of a single end-user or the identities of multiple end-users) and the Target Attribute Requester (e.g. the application(s) used)

· The Permissions Target identity (e.g. the identity of a single end-user or the identities of multiple end-users).

· The requested target attributes
 In addition to the above, the following information MAY be used:

· The intended use of the target attributes (i.e. use that will be made of this information by the application, e.g. to access and modify a target attribute, or sharing medical data with doctors but not students)  
· User profile information and other relevant GPM context information (e.g. time of day, number of requests per unit time or other information coming from OMA enablers) 
(Use Case 5.1)
	GPM 1.0


GPM need some other context information for Permissions Checking.
3 Detailed Proposal

2.2 Informative References

	[ARCH-PRINC]
	“OMA Architecture Principles”, <doc ref>, URL:http://www.openmobilealliance.org/

	[ARCH-REVIEW]
	“OMA Architecture Review Process”, <doc ref>, URL:http://www.openmobilealliance.org/

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/

	[MLS]
	"Mobile Location Service Requirements”, OMA-RD-MLS-V1_0,

Open Mobile Alliance™,  http://www.openmobilealliance.org

	[SIMPLE]
	“Presence SIMPLE Requirements”, OMA-RD-Presence_SIMPLE-V1_0,

Open Mobile Alliance™, http://www.openmobilealliance.org

	[CHARG-AD]
	"Charging Architecture”, OMA-AD-Charging-V1_0-20060926-C,

Open Mobile Alliance™,  http://www.openmobilealliance.org

	[SIMPLE-AD]
	“Presence SIMPLE Architecture”, OMA-AD-Presence_SIMPLE-V1_0-20060725-A,
 Open Mobile Alliance™, http://www.openmobilealliance.org

	[MLS-AD]
	"Mobile Location Service Architecture”, OMA-AD-MLS-V1_1-20061020-C,

Open Mobile Alliance™,  http://www.openmobilealliance.org


5.1 Dependencies

In general, the GPM enabler identifies two main functions in order to support the requirements:

· The permissions checking function

· The permissions rules management function.

It exposes these functionalities to third parties via interfaces specified by GPM. 

The behaviour of GPM in order to comply with the requirements related to the permissions checking function is different than the behaviour of GPM in order to comply with the requirements related to the permissions rules management function. There is only loose coupling between the two functions, namely the permissions rules need to be accessible to both main functions, but we note here that permissions rules storage is out-of-scope for GPM specifications.

The GPM Permissions Rules are similar to the PEEM Policy Rules (see [PEEM-AD] and [GPM-RD]). The pattern of requesting a decision from GPM is a callable usage pattern similar to the one defined in PEEM AD (see [PEEM-AD]). The type of information to be passed by a requester to GPM may be supported, with possible changes, by the PEEM PEM-1 interface (see [PEEM-AD]). Permissions rules management is similar to management of policies via PEEM PEM-2 interface (see [PEEM-AD]), although additional requirements may apply and may imply the need for some changes. This leads to the conclusion that GPM enabler may be realized using PEEM in callable usage pattern with some changes and/or extensions.

To ensure the use of coherent terminology and consistent architectural mapping, this enabler reuses the PEEM AD as a baseline when defining a GPM-specific PEEM callable interface and a GPM-specific PEEM management interface. The PEEM requirements are defined in the PEEM RD [PEEM-RD]. Note that the purpose of the PEEM RD and PEEM AD is not to mandate if and how enablers such as GPM should support the PEEM callable interface and PEEM management interface. Instead, the GPM RD [GPM-RD] and this document define GPM enabler specific requirements and how to apply the PEEM callable interface and PEEM management interface. This enabler depends on PEEM [PEEM-AD] for its PEEM specified callable interface (a.k.a. PEM-1) and PEEM specified management interface (a.k.a. PEM-2).  It also may depend on PEEM [PEEM-AD] for the means to express the permissions rules. 
The GPM enabler can interact with Other Resources, these resources include but not limited to:
· The Presence enabler as described in [SIMPLE-AD]
· The Location enabler as described in [MLS-AD]
· The charging enabler as described in [CHARG-AD]
NOTE: The Other Resources are not mandatory dependencies of GPM enabler in any specific deployment.
5.X Other Resources interacting with GPM Service
The following subsections describe examples of other resources with which GPM enabler interacts.
5.X.1 Presence Enabler
Presence enabler is an entity that provides presence information of user. In order to access to presence information, GPM enabler acts as a Watcher and interfaces to
· the SIP/IP CORE via the PRS-2 reference point as defined in [SIMPLE-AD]
Followings are examples of conditions under which the Presence Service is invoked:
· Access to the presence information of the Principals (e.g. Permissions Target, Target Attribute Consumer/Requester) for Permissions Checking
· Access to the presence information of the Ask Target(s) that indicates their willingness/unwillingness to receive an ASK Request before sending an Ask Request, In this case, Ask Target(s) SHALL PUBLISH their willingness/unwillingness to Presence Server that acts as Presence Source
5.X.2 Charging Enabler
Charging enabler is the entity that enables charging. GPM enabler can interact with Charging enabler using Offline charging interface (CH-1) and online charging interface (CH-2) as defined in [CHARG-AD].
5.X.3 Location Enabler
Location enabler is the entity that provides location information of the user. In order to access to location information, GPM enabler conforms to the interfaces as defined in [MLS-AD]

Following is example of conditions under which the Location Service is invoked:

· Access to the Location information of the Principals (e.g. Permissions Target, Target Attribute Consumer/Requester) for Permissions Checking
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that ARC to discuss and agree this contribution.










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

