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1 Reason for Change

This document updates the OMA Dictionary with the “C” terms, based on the document OMA-ARC-2009-0033R02-INP_Decision_Proposal_for_C_terms_in_Dictionary as agreed during the March 10 ARC CC. 

In addition, a few clerical changes have been applied to the “0..9” to “C” Terms:

· consistently no repetition of the defined term in the definition part (e.g. “Defined Term: A Defined Term is the term that is being defined“ becomes “Defined Term: The Term that is being defined.”) 
· use consistently uppercase in all words of defined terms (i.e. “Defined Terms” not “Defined terms”). Pronouns may stay in lower case if that is the way the term is used (e.g. “Advice of Charge”)
· start definition consistently with an uppercase letter 
2 Impact on Backward Compatibility

There is no impact on backward compatibility.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to review and agree the changes detailed in section 6 below.
6 Detailed Change Proposal

Change 1:  Clerical consistency updates to “0”..”B” definitions
3.2.1 0-9

	3GPP System
	The telecommunication system standardised by the 3GPP consisting of a core network and a radio access network that may be either GERAN or UTRAN, or both.  

	3GPP System Core Network
	Refers in this specification to an evolved GSM core network infrastructure.

	3GPP2 System
	The telecommunication system standardised by the 3GPP2 consisting of a core network and a radio access network that is CDMA 2000.


3.2.2 A

	Access Conditions
	A set of security attributes associated with a resource.

	Access Control
	Process of limiting access by principals to resources

	Access Control Policy
	Policy rule(s) used to limit access by principals to resources

	Access Delay
	The value of elapsed time between an access request and a successful access (source: ITU-T X.140).

	Access Protocol
	1. A defined set of procedures that is adopted at an interface at a specified reference point between a user and a network to enable the user to employ the services and/or facilities of that network (source: ITU-T I.112). 
2. A defined set of procedures that is adopted at an interface of a specified reference point between two entities, to enable use of the services and/or facilities of that reference point.

	Accounting
	The process of apportioning charges between actors.

	Accuracy
	A performance criterion that describes the degree of correctness with which a function is performed. (The function may or may not be performed with the desired speed.) (source: ITU-T I.350).

	Actor
	Synonym for Principal, used in use cases not specifications.

	Advice of Charge
	Advice of charge (AoC) is a function that provides approximate cost information related to the use of a particular service for the subscriber before, during or after the service delivery.

	Agent
	A principal with the proper Authorization to act autonomously on behalf of another principal.

	Alias
	An assumed additional name

	Application
	An implementation of a well-defined but not standardized set of functions that performs  work on behalf of the user. It may consist of software and/or hardware elements and associated user interfaces.

	Application Programming Interface
	An abstraction of the operations made available by a software system.

	Application Protocol
	The set of procedures required by the Application.

	Acquirer
	The entity to which the merchant provides the transaction credentials in order to receive the funds.

	Authentication
	A mechanism by which the correct identity of a principal is established with a required assurance.

	Authorization
	The act of determining whether a principal will be granted access to a resource.

	Authorized Principal
	A Principal with permissions to perform specific action(s) or receive specific information.


3.2.3 B

	Basic Telecommunication Service
	A term that is used as a common reference to both bearer services and teleservices.

	Bearer
	An information transmission path of defined capacity, delay and bit error rate, etc.

	Bearer Network
	A network used to carry the messages of a transport-layer protocol between physical devices.

	Best Effort QoS
	The lowest of all QoS traffic classes. If the guaranteed QoS cannot be delivered, the bearer network delivers the QoS which can also be called best effort QoS.

	Best Effort Service
	A service model that provides minimal guarantees, allowing an unspecified variance in measured criteria.

	Billing
	A function whereby CDRs generated by the charging function are transformed into bills requiring payment.

	Billing Service Provider
	The entity responsible for generating bills to an End User.

	Broadcast
	Unidirectional distribution to all Principals.

	Browser
	A user agent that allows the User to perceive and interact with information on the web. [W3CDi-Gloss]


Change 2:  Add definitions to section 3.2.4 (“C” terms) plus clerical changes to existing definitions
3.2.4 C
	Cache
	An entity’s local store of data, and the subsystem that controls its storage, retrieval and deletion.

	Call
	A logical association between several Principals (this could be connection oriented or connection less).

	Capabilities
	Platform, protocol, or configuration characteristics that a system supports.

	Capability Negotiation
	The act of agreeing upon available capabilities for a session or transaction. 

	Card Issuer  
	The organization or entity that owns and provides a smart card product.

	Cardholder
	The person or entity presenting a smart card for uses.

	Chargeable Event
	A service–related event that has taken place and can be specified and recorded.

	Charging
	A function whereby information related to a chargeable event is formatted, stored, transferred, correlated, rated and charging accounts are adjusted accordingly in order to make it possible to determine usage for which the charged party may be billed.

	Charging Account
	The repository that may hold monetary or non-monetary units, i.e. either an amount of money, data related to service usage or both. 

	Charging Correlation
	Making a relationship between Charging Events that may not be in the same session.

	Charging Data Element
	A parameter or a set of parameters that carries charging related information pertinent to a specific charging event.

	Charging Event
	A set of charging information received by the Charging Enabler for processing.

	Cipher Key
	A code used in conjunction with a security algorithm to encode or decode user and/or signalling data.

	Client
	A device, user agent, or other entity that acts as the receiver of a service.

	Commerce
	The exchange or buying and selling of goods and services.

	Common Capability
	see Common Function.

	Common Function
	Functions (including data formats, encodings, etc.) that occur as part of and can be (re-)used by multiple enablers.


	Communication Channel
	The means by which two entities can exchange messages.

	Component
	A replaceable/reusable unit that is responsible for a particular set of functionality and associated information. A component forms part or all of an enabler.

	Conference
	A multi-party conversation with a central point of control. 

	Confidentiality
	The avoidance of disclosure of information without the permission of its owner. It ensures that the content is not understood by unauthorised Principals.

	Configuration
	The task of modifying the behaviour of the product as a separate task from programming. 

	Connectionless Service
	A service that allows the transfer of information among service users without the need for end-to-end call establishment procedures (source: ITU-T I.113).

	Content
	Subject matter or information that is processed, stored, transmitted (e.g. pushed or pulled), displayed or interpreted. It includes such things as text, presentation, audio, images, video, executable files, etc. Content may have properties such as media type, mime type, etc.

	Content Adaptation
	The transformation and manipulation of Content (images, audio, video, text, etc.) to meet the desired targets (defined by the terminal capabilities and the application requirements.  User preferences may be included in the application requirements). Those adaptations include: media format transcoding, scaling, re-sampling, file size compression…etc.

	Content Provider
	An entity that provides Principals with Content and/or rights to access Content.

	Content Subscription
	The commercial relationship between an End User and a Content Provider and/or Service Provider, under which the End User can obtain rights to access Content.

	Context
	An execution space where variables, state and content are handled.

	Conversational Service
	An interactive service that provides for bi-directional communication by means of real-time (no store-and-forward) end-to-end information transfer from user to user (source: ITU-T I.113).

	Cookie Proxy
	An entity that acts as a user agent for the purpose of managing cookies and cookie storage on behalf of other user agents.

	Credentials
	Elements that are required to prove authenticity, typically a username and a password.

	Customer
	The person or entity requesting, obtaining or paying for goods or services.


Change 3:  Add abbreviations to section 3.3.4 (“C” terms) of the OMA Dictionary
3.3.4 C
	C#
	C Sharp Programming Language

	CA
	Certification Authority

	CAB
	Converged Address Book

	CAMEL
	Customised Application for Mobile network Enhanced Logic

	CAP
	Competitive Access Provider

	CB
	Cell Broadcast

	CBC
	Cipher Block Chaining

	CBCS
	Categorization Based Content Screening

	CBR
	Check Balance Result

	CC
	Content Creation

	CC
	Credit Control

	CC/PP
	Composite Capability/Preference Profiles

	CCA
	Credit Control Answer

	CCF
	Charging Collection Function

	CCITT
	Comité Consultatif International Télégraphique et Téléphonique (The International Telegraph and Telephone Consultative Committee)

	CCK
	Corporate Control Key

	CCR
	Credit Control Request

	CCT
	Cryptographic Checksum Template

	CDF
	Certificate Directory File

	CDMA
	Code Division Multiple Access

	CDMA EV-DO
	Code Division Multiple Access, EVolution – Data Optimized

	CDPD
	Cellular Digital Packet Data

	CDR
	Charging Data Record

	CEA
	Capability Exchange Answer

	CEI
	Comparable Efficient Interface

	CEK
	Content Encryption Key

	CER
	Capability Exchange Request

	CGI
	Cell Global Identifier

	CGI
	Common Gateway Interface

	CHAP
	Challenge Handshake Authentication Protocol

	CHP
	CHarging Point

	CHRG
	Charging

	CI
	Content Issuer

	CID
	Content Identification

	CIM
	Content Identity Manager

	CIPID
	Contact Information in Presence Information Data Format

	CIR
	Communication Initiation Request

	CLASS
	Custom Local Area Signalling Service

	CLEC
	Competitive Local-Exchange Carrier

	CLI
	Common Language Infrastructure

	CMC
	Certificate Management over CMS

	CMF
	Compact Multimedia Format

	CMP
	Certificate Management Protocol

	CMR
	Customized Multimedia Ringing

	CMRBT
	Customized Multimedia RingBack Tone

	CMRT
	Customized Multimedia Ringtone

	CMS
	Cryptographic Message Syntax

	CN
	Core Network

	CODEC
	Compressor/Decompressor

	CO
	Compound Object

	CO
	Cache Operation

	COPS
	Common Open Policy Service

	CORBA
	Common Object Request Broker Architecture

	CORP
	Corporate

	COSE
	shared COntent Service Element

	CP
	Client Provisioning

	CP
	Content Protection

	CPE
	Customer Premises Equipment

	CPI
	Capability and Preference Information

	CPM
	Converged IP Messaging

	CPS
	Certification Practice Statement

	CPU
	Central Processing Unit

	CR
	Change Request

	CRDO
	Control Reference Data Object

	CRL
	Certificate Revocation List

	CRM
	Customer Relationship Management

	CRS
	Coordinate Reference System

	CRT
	Control Reference Template

	CS
	Circuit Switched

	CS-GW
	Circuit Switched Gateway

	
	

	CSCS
	Client Side Content Screening

	CSD
	Circuit Switched Data

	CSE
	Common Service Enabler

	CSCF
	Call Session Control Function

	CSIM
	Cdma2000 Subscriber Identify Module

	CSP
	Client-Server Protocol

	CSS
	Cascading Style Sheets

	CT
	Confidentiality Template

	CTI
	Computer Telephony Interface

	CTR
	Counter Mode

	CUG
	Closed User Group 














� Common Functions are identified in OMA in order to increase the overall consistency of specifications, reduce unnecessary redundancy and speed up specification development as common functionality can be reused.
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