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1 Reason for Change

This document is aimed to add new functionality to OMA RESTful Network API for Terminal Status
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to agree on this CR.
6 Detailed Change Proposal

Change 1:  CR to section 5.3.1
2.8 SI-IF4 : Mobility Control

2.8.1 Description

Through this interface the DSP will inform the ARP on the subscriber’s roaming status while travelling within the EU.

The roaming status information must be provided in near-real-time based on the mobility observation between the VLR and the HLR.
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Figure 1 – Mobility management architecture and associated functions

This interface is based on OMA RESTful Network API for Terminal Status (Candidate Version 1.0 – 17 Jan 2012), which can be downloaded from: http://www.openmobilealliance.org/API/APIsInventory.aspx
2.8.2 Detailed Procedures at DSP

The DSP will act as a notification server for this interface provided to the ARP

The DSP must keep a trace of all the notifications sent to the ARP

The DSP will send notifications one every successful update location on networks inside ARP coverage

The DSP will not retry sending notifications which previously failed to send, or for which it has not received a response.

2.8.3 Detailed Procedures at ARP

The ARP will act as the notification client for this interface provided by the DSP

The ARP must respond upon reception of the notification from the DSP

The ARP will not receive notifications when subscribers attach to networks outside ARP coverage

The ARP will not receive notifications when subscribers attach to DSP network or other home country’s network in case of national roaming

Note: A possible limitation on distinguishing when subscriber comes back to last ARP coverage network from outside ARP coverage

2.8.4 Interface primitives

The Subscriber’s Roaming Status may be provided via a RESTful web API. Usually RESTful web API utilizes HTTP commands POST, GET, PUT, and DELETE in order to perform an operation on a resource at the server. This resource is addressed by a URI; and what is returned by the server is a representation of that resource depending on its current state.

The HTTP method POST is used to provide the Subscriber’s Roaming Status. The other HTTP methods (i.e. GET, PUT and DELETE) are not used in this interface.

	Resource URI
	http://{arp_host}/terminalstatus/{version}/notifications/RoamingChangeNotification

	HTTP Method
	POST

	Operation
	Provide notification about the roaming status of the subscribers.


Where:

{arp_host} is replaced by the fully qualified domain name (FQDN) of the ARP server being accessed.

{version} optionally indicates the version of the interface being accessed, the current version is ‘v1’.

This figure below shows a scenario to send notifications about subscriber roaming status change:
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Figure 2 - Roaming status change notification

Outline of flow:
1. - A subscriber registers into a VPLMN and VLR starts the Location Update procedure.

2. - The DSP ends the procedure by sending current subscriber information to the requesting VLR.

3. - The DSP detects the subscriber roaming status changes of an ARP subscriber.

4. - The DSP server notifies the ARP using HTTP POST about the roaming status changes.

5. - The ARP will respond to the HTTP request acknowledging the roaming status received.

This sequence will continue executing as far as the subscriber register into any VPLMN while roaming within EU.

2.8.5 Parameters Definitions and Use

The content type for the interface is ‘application/json’.

The subsections of this section define the data structures used in this interface. Some of the structures can be instantiated as so-called root elements.

For structures that contain elements which describe a user identifier, the statements in OMA RESTful Network API for Terminal Status (Candidate Version 1.0 – 17 Jan 2012) section 6 regarding 'tel', 'sip' and 'acr' URI schemes apply.

If a network element identifier (e.g. Visitor Location Register, Serving GPRS Support Node, etc.) of type anyURI is in the form of a Global Title (GT), it MUST be defined as a global number according to [RFC3966] (e.g. tel:+32476000011). The use of characters other than digits and the leading “+” sign SHOULD be avoided in order to ensure uniqueness of the resource URL. This applies regardless of whether the identifier appears in a URL variable or in a parameter in the body of an HTTP message.

If a network element identifier (e.g. Mobility Management Entity, etc.) of type anyURI is in the form of an Fully Qualified Domain Names (FQDN), it MUST be defined according to [3GPP TS 23.003], and it MUST include the protocol prefix 'tel:' followed by the FQDN (e.g. tel:mmegi32799.mme.epc.mnc001.mcc206.3gppnetwork.org).

If a subscriber identifier (e.g. subscriberId, etc.) of type string is in the form of an International Mobile Subscriber Identity (IMSI), it MUST be defined according to [ITU-T E.212].
If a terminal identifier (e.g. deviceId, etc.) of type string is in the form of an International Mobile Equipment Identity (IMEI), it MUST be defined according to [3GPP TS 23.003] and it SHOULD consist of 14 digits (e.g. 49015420323751), including the 8-digit Type Allocation Code (TAC) and the 6-digit Serial Number (SNR). 

2.8.5.1 Type: RoamingChangeNotification

A type containing terminal roaming status for change notification:

	Element 
	Type
	Optional
	Description

	callbackData
	xsd:string
	Yes
	CallbackData if passed by the application during the associated startNotification operation.
See [REST_NetAPI_Common].

	roaming.
	TerminalRoamingStatus
[1..unbounded]
	No
	Collection of the terminal roaming status

	isFinalNotification
	xsd:boolean
	Yes
	Will be set to true if it is a final notification about roaming status change.

	link 
	common:Link
[0..unbounded]
	Yes
	Link to other resources that are in relationship with the resource.


A root element named roamingChangeNotification of type RoamingChangeNotification is allowed in request and/or response bodies.
2.8.5.2 Type: TerminalRoamingStatus
A type containing current terminal roaming status:

	Element 
	Type
	Optional
	Description

	address
	xsd:anyURI
	No
	Address of the terminal device (e.g. 'sip' URI, 'tel' URI, 'acr' URI) to which the roaming status information applies.

	subcriberId
	xsd:string
	Yes
	The International Mobile Subscriber Identity (IMSI) to which the roaming status information applies. Must be included when the address of the terminal device is unknown i.e. ‘tel:+000000000000’.

	deviceId
	xsd:string
	Yes
	The unique International Mobile Equipment Identity (IMEI) of this terminal device.

	retrievalStatus
	common:RetrievalStatus
	No
	Status of retrieval for this terminal device address.

	retrievalTime
	xsd:dateTime
	No
	Indicates the time when the status was retrieved

	currentRoaming
	RoamingStatus
	Yes
	Roaming status of terminal. Must be included when retrievalStatus=Retrieved.

	servingNode
	MobileServingNetworkNode
	No
	Address of the mobile network node serving the terminal device. 

	errorInformation
	common:ServiceError
	Yes
	Must be included when retrievalStatus=Error. This is the reason for the error


2.8.5.3 Type: MobileServingNetworkNode

A type containing the type and the address of the network node serving the terminal device

	Element 
	Type
	Optional
	Description

	type
	ServingNetworkNodeType
	No
	Type of the network node serving the terminal device.

	node
	xsd:string
	No
	Address of the network node serving the terminal device (e.g. 'sip' URI, 'tel' URI, FQDN).


2.8.5.4 Enumeration: RoamingStatus

An enumeration, defining the roaming status of a terminal:

	Element 
	Description

	InternationalRoaming
	Terminal is roaming internationally, i.e., in a country different from that in which it is registered for service with its home MNO/MVNO

	DomesticRoaming
	Terminal is roaming domestically, i.e., in the same country in which it is registered for service with its home MNO/MVNO.

	NotRoaming
	Terminal is not roaming, i.e., is connected to its home MNO/MVNO.


2.8.5.5 Enumeration: ServingNetworkNodeType

An enumeration, defining the serving network node types:

	Element 
	Description

	VLR
	Terminal is attached to a Visitor Location Register. 

	SGSN
	Terminal is attached to a Serving GPRS Service Node.

	MME
	Terminal is attached to a Mobility Management Entity.


2.8.5.6 Enumeration: RetrievalStatus

	Enumeration
	Description

	Retrieved
	Data retrieved. Current data is provided

	NotRetrieved
	Data not retrieved, current data is not provided (does not indicate an error, no attempt may have been made). Note that this field is useful in case a list of addresses are requested, some items could be marked as "NotRetrieved" in case retrieval could not be attempted for some reason, e.g. to avoid time outs

	Error
	Error retrieving data


Roaming status change notification for single network-
2.8.5.7 Roaming status change notification for single network-connected subscriber

This shows an example roaming status notification for two mobile devices:
Notification:

	POST http://www.arp.com/terminalstatus/v1/notifications/RoamingChangeNotification HTTP/1.1

Content-Type: application/json

Content-Length: nnnn

Date: Thu, 01 Jul 2014 13:51:59 GMT

{"roamingChangeNotification ": {

    "roaming": [

        {

            "address": "tel:+000000000000",

            "subscriberId": "206011234567890",
            "deviceId": "49015420323751"

            "currentRoaming": "InternationalRoaming",

            "retrievalStatus": "Retrieved",

            "retrievalTime": "2014-10-26T21:32:52",
            "servingNode": {

                "type": "VLR",

                "node": "+336033445566"

            }

        },

    ],

}}


	The JSON response contains a roamingChangeNotification object. 

As the notification was for more than one mobile device the notification contain a roaming array.

retrievalStatus value is one of “Retrieved” or “Error”




Response:

	HTTP/1.1 204 No Content

Date: Thu, 01 Jul 2014 13:51:59 GMT


	Indicates request processed successfully but no data is returned


2.8.6 Error Handling
2.8.6.1 Response Codes

HTTP response codes are used to indicate:
204 – No Content; the server has fulfilled the request but does not need to return an entity-body
400 – Bad request; check the error message and correct the request syntax.
401 – Authentication failure, check your provider’s authentication requirements.
403 – Forbidden; please provide authentication credentials.
404 – Not found: mistake in the host or path of the service URI.
405 – Method not supported: in the interface, only POST is supported.
503 – Server busy and service unavailable. Please retry the request.

More details on these at http://www.ietf.org/rfc/rfc2616.txt
2.8.6.2 Exceptions
SVC0004: No valid address

	HTTP/1.1 400  Bad Request

Content-Type: application/json

Content-Length: 1234

Date: Thu, 01 Jul 2014 13:51:59 GMT

{"requestError": {

    "serviceException": {

        "messageId": "SVC0004",

        "text": "No valid addresses provided in message part %1",

        "variables": "%1 - request URI"

    }

}}
	400 indicates an error 

A serviceException describes the reason why the service cannot accept the request; for example if the request URI was incorrect.

A policyException object means that the request syntax is valid, however an operator policy has been broken: in this example because the operator cannot support the batch size requested.

serviceException and policyException share the same body: an identifier pair for the exception (messageId), a text pair to describe it consistently (text), and a variables pair to indicate any specific cause of the error (variables). The variables relate to the %1 placeholder(s) in the text. 


SVC2000: Service Error

The following exception will be received in case the subscriber is not registered in the ARP systems, and such will not be served by the ARP:

	HTTP/1.1 400  Bad Request

Content-Type: application/json

Content-Length: 1234

Date: Thu, 01 Jul 2014 13:51:59 GMT

{"requestError": {

    "serviceException": {

        "messageId": "SVC2000",

        "text": "The following service error occurred: %1. Error code is %2.",

        "variables": [

        "%1 – Not a subscriber",

        "%2 – ARP001",
        ]

    }

}}
	400 indicates an error 

A serviceException describes the reason why the service cannot accept the request; for example if the subscriber was incorrect (not an APR subscriber).




The following exception will be received in case the subscriber is not roaming under the ARP coverage, and such will not be served by the ARP:

	HTTP/1.1 400  Bad Request

Content-Type: application/json

Content-Length: 1234

Date: Thu, 01 Jul 2014 13:51:59 GMT

{"requestError": {

    "serviceException": {

        "messageId": "SVC2000",

        "text": "The following service error occurred: %1. Error code is %2.",

        "variables": [

        "%1 – Not under coverage",

        "%2 – ARP002",
        ]

    }

}}
	400 indicates an error 

A serviceException describes the reason why the service cannot accept the request; for example if the location was incorrect (not under APR coverage).
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