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1 Reason for Change

This contribution proposes input for chapter 7.5 “Issuing an Access Token””.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed text in Autho4API ER Document.
6 Detailed Change Proposal

Change 1:  Content for chapter 7.5
7.5 Issuing an Access Token
Editor’s note: this sub-section could cover the following:

∙How it relates to section 5 of [draft-ietf-oauth-v2]
If the access token request is valid and authorized, the Autho4API Authorization Server issues an access token. If the request failed or authentication is invalid, the Autho4API Authorization Server returns an error response.
7.5.1  Successful Response 
The Autho4API Authorization Server issues an access token in response The response at least contains following parameters in the entity body of the HTTP response with a 200 (OK) status code:
1) access_token：
The access token issued by the Autho4API Authorization Server.

2) token_type

The type of the token provides the information required to successfully utilize the access token to make a protected resource request
3) expires_in

The expire time describes the lifetime in seconds of the access token. 
7.5.2  Error Response
The Autho4API Authorization Server responds with an HTTP 400 (Bad Request) status code and includes the following parameters with the response：
1) Error： error code 
invalid_request:
The request is missing a required parameter, includes an unsupported parameter or parameter value, repeats a parameter, includes multiple credentials, utilizes more than one mechanism for authenticating the Autho4API client, or is otherwise malformed.

invalid_client:
Client authentication failed (e.g. unknown client, no Autho4API client authentication included, multiple client authentications included, or unsupported authentication method). 

invalid_grant:
The provided authorization grant is invalid, expired,revoked, does not match the redirection URI used in the authorization request, or was issued to another client.

unauthorized_client:
The authenticated Autho4API client is not authorized to use this authorization grant type.
unsupported_grant_type:
The authorization grant type is not supported by the Autho4API Authorization Server.
2) error_description：A human-readable UTF-8 encoded text providing additional information, used to assist the Autho4API Client developer in understanding the error that occurred. 
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