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Reason for Change

CAB supports in the PCC Application Usage authorization setting through the XDM Access Permissions document.

PCC Access permissions can be exposed through the Addressbook “authorization” structure.

Impact on Backward Compatibility

N/A
Impact on Other Specifications

N/A
Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

Recommendation

The ARC WG is recommended to agree on the changes proposed in this CR and implement it accordingly in the CAB APIs TS.

Detailed Change Proposal
Change 1:  Update resource structure color code
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Figure 1 Resource structure defined by this specification
Change 2:  Add operations after the tables in sect. 5.1
Purpose: Management of Access Permissions : To allow client access to authorization rules for shared contacts and to profile
	Resource
	Base URL: 
http://{serverRoot}/addressbook/{apiVersion}
	Data Structures
	HTTP verbs

	
	
	
	GET
	PUT
	POST
	DELETE

	Authorization Rules
	/{userId}/authorizationRules
	RuleList 
(Used for GET)

Rule 
(Used for POST) 

common:ResourceReference (optional alternative for POST response)
	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].

	Individual authorization rule
	/{userId}/authorizationRules/{ruleId}
	Rule (Used for PUT/GET)
	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].

	Individual authorization rule data
	/{userId}/authorizationRules/{ruleId}/[ResourceRelPath] 
	The data structure corresponds to the element pointed out by the request-URL. 
(Used for PUT/GET)


	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].
	As defined in [Addressbook TS 1.0].


	
	
	
	

	
	
	
	
	
	
	

	

	

	




	

	

	

	


	

	
	

	


	
	
	
	

	


Change 3:  Add data types

5.2.2 Structures
The subsections of this section define the data structures used in this RESTful CAB APIs. 

Some of the structures can be instantiated as so-called root elements.

The subsections of this section define the data structures used in this RESTful API. 

Some of the structures can be instantiated as so-called root elements, i.e. they define the type of a representation of a so-called heavy-weight resource.

The column [ResourceRelPath] in the tables below, if used, includes relative resource paths for light-weight resource URLs that are used to access individual elements in the data structure (so-called light-weight resources). A string from this column needs to be appended to the corresponding heavy-weight resource URL in order to create light-weight resource URL for that particular element in the data structure. “Not applicable” means that individual access to that element is not supported. The root element and data type of the resource associated with the [ResourceRelPath] are defined by the Element and Type columns in the row that defines the [ResourceRelPath]. 

5.2.2.x Type: RuleList

List of authorization rules
This data type is defined in the [Addressbook TS 1.0].sect. 5.2.2.14, and reused by CAB APIs.
5.2.2.1 Type: Rule

Individual authorization rule

This data type is defined in the [Addressbook TS 1.0].sect. 5.2.2.15, and reused by CAB APIs, with the following extensions:

	Element
	Type
	Optional
	Description

	applToProfile
	ApplicableToProfile
	Yes
	Defines for which Profile the rule applies for. 

	authorizedTo
	AuthorizedTo
	No
	Defines who have access to lists, or contacts or profile.


5.2.2.2 Type: ApplicableToProfile
Profiles the rule applies to

	Element
	Type
	Optional
	Description

	profileId
	xsd:anyURI [0..unbounded]
	Choice
	The rule applies to the specified list of ‘contactId’ that are part of the ‘ContactCollection’.

	allProfiles
	(empty)
	Choice
	The rule applies to all profiles.


XSD modelling uses an optional “choice” to select either profileId or allProfiles.
5.2.2.3 Type: AuthorizedTo

Authorized identities
This data type is defined in the [Addressbook TS 1.0].sect. 5.2.2.19, and it is used unchanged by CAB APIs
Change 4:  Add flows references 

5.3 Sequence Diagrams
5.3.2 Managing authorization rules

Refer to the flow described in [Addressbook TS 1.0] sect. 5.3.5.

Change 5:  Add resource sect. 6

6.16 Resource: Authorization rules

The resource used is: 

http://{serverRoot}/addressbook/{apiVersion}/{userId}/authorizationRules 
and it is specified within [Addressbook TS 1.0] sect.6.23.

This resource is used to retrieve rules for access to profile and contacts, as well as for the creation of new authorization rules.

6.17 Resource: Individual authorization rule

The resource used is: 

http://{serverRoot}/addressbook/{apiVersion}/{userId}/authorizationRules/{ruleId}
and it is specified within [Addressbook TS 1.0] sect.6.24.
This resource is used to retrieve an individual authorization rule for access to profile or contacts.
6.18 Resource: Individual authorization rule data

The resource used is: 

http://{serverRoot}/addressbook/{apiVersion}/{userId}/authorizationRules/{ruleId}/[ResourceRelPath]
and it is specified within [Addressbook TS 1.0] sect.6.25.
This resource is used to retrieve an individual authorization rule for access to profile or contacts.
This light-weight resource is used to manage authorized identities in an existing authorization rule, which include creation, update, retrieval, and delete operations.
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