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1 Reason for Contribution

Although the current draft CBCS Architecture Document makes no specific assumptions on Pre-Categorized Content, the CBCS Requirements Document OMA-RD-CBCS-V1_0-20060711-C does state explicitly that the CBCS Enabler must be able to handle Pre-Categorized Content which it defines as: "Categorized Content which includes its Content Category and the Content Provider's identity".
This document identifies issues to be decided on for the specification of a Pre-Categorized Content format for the Categorization Based Content Screening (CBCS) Enabler version 1.0.  The objective is to reach consensus on a series of critical design choices, prior to the actual specification of the format.
2 Summary of Contribution

According to the definition in the CBCS Requirements Document, Pre-Categorized Content is essentially content with metadata.  We can therefore use existing metadata techniques, but in doing so there are two issues to settle:
· Which metadata technique to use out of a wide choice of standards and proprietary technologies?

· Which existing categorization schemes (if any) to include in the Pre Categorized Content format.

· How to trust the Content Categories provided with the content.

· What extension mechanism to use, for metadata bindings and/or categorization schemes.

The next section considers these issues in more detail.  We propose to resolve these issues first in ARC before submitting detailed specifications.

3 Detailed Proposal

3.1 Metadata standards
There are many metadata schemes in existence today, for example:  

· ANSI/NISO Dublin Core
· ISO MPEG-7

· ISO MPEG-21

· W3C SMIL

· TV Anytime

· SMPTE Metadata Dictionary

· EBU P/Meta
· I3A DIG35 Metadata Specification

Some are specific to a particular type of media and others more generic.  Some are international standards, others are industry initiatives or proprietary technologies.  Industry analysts do not foresee convergence to a single standard in the foreseeable future, and believe different technologies will continue to serve niche applications and markets.  Though some technologies, like MPEG and Dublin Core, appear to have broader acceptance than others, it is recommendable to make the CBCS Pre-Categorized Content format independent from particular metadata schemes.  

The most scalable approach is to allow the CBCS Enabler to accept any metadata scheme, and to define bindings in the Technical Specifications for the most commonly used metadata schemes.  A binding for a particular metadata scheme will have to define where the metadata scheme stores the Content Categories for CBCS.
We propose to define at least an MPEG-7 binding within the scope of the CBCS 1.0 TS. MPEG-7 allows for content classification descriptors which can be used to carry Content Categories for the CBCS Enabler.

3.2 Categorization schemes

There are a myriad of categorization schemes for different types of content.  The following table provides a mere idea of the categorization schemes used today, there are many more.  Moreover each country has its own categorization authority which defines its own categorization schemes.
	Rating System
	Country
	Content type

	Minimum Recommended Age
	International
	General

	Office of Film and Literary Classification (OFLC)
	Australia
	Motion pictures, literature

	Motion Picture Association of America (MPAA)
	U.S.
	Motion pictures

	Classification And Rating 
	U.S.
	Motion pictures

	Kids-In-Mind
	U.S.
	Motion pictures

	ScreenIt
	U.S.
	Motion pictures

	Recording Industry Association of America (RIAA)
	U.S.
	Recorded music

	Platform for Internet Content Selection (PICS)
	U.S.
	Internet content

	Internet Content Rating Association (ICRA)
	U.S.
	Internet content

	SafeSurf 
	U.S.
	Internet content

	SafeForKids 
	U.S.
	Internet content

	Entertainment Software Rating Board (ESRB)
	U.S.
	computer and video games

	Pan European Game Information (PEGI)
	Europe
	computer and video games

	TV Parental Guidelines
	U.S.
	television

	Marvel Rating System
	U.S.
	comics


The majority of categorization schemes apply to motion pictures, Internet content or videogames.  Most have a simple, linear scheme with 3 to 10 categories. There are, however, some exceptions: ScreenIt for example uses a matrix that rates 15 different aspects of a movie, while Kids-In-Mind uses a 3 dimensional scheme that rates nudity, violence and profanity separately on a scale of 0-10.  The ESRB and PEGI use a combined recommended age rating and content description system for video games.  On the other end of the scale, RIAA defines only one category: Parental Advisory for explicit content.  
If there is one conclusion to draw from this, it is that the CBCS Enabler will have to work with many different categorization schemes.  
We propose to use the same approach described as in section 3.1 above: the CBCS Enabler must be able to accept any categorization scheme, and the TS will specify bindings for commonly used categorization schemes.  Each binding will specify two aspects:
· a categorization scheme identifier, in standard text encoding

· an XML encoding of the category scheme
Example of a possible binding for Kids-In-Mind*:

	categorization scheme identifier
	kids-in-mind

	example Content Category
	<category>
  <nudity>3</nudity>
  <violence>4</violence>
  <profanity>5</profanity>
</category>


We propose to define bindings for at least Minimum Recommended Age, MPAA, PEGI, ESRB and ICRA, and possibly also for all known national schemes.  The ScreenIt format is also interesting even though it is more proprietary, because it provides very detailed information about content.

3.3. Trust model
Independently of which metadata model or which categorization scheme is used, the Content Screening Component must be able to verify the source and integrity of the Pre-Categorized Content.  

Pre-Categorized Content must contain the identity of the Categorization Entity (see the CBCS RD for the definition of this term) that categorized the content, in other words, the source of the Content Categories.  It must be possible to verify the authenticity and trustworthiness of the Categorization Entity through the use of digital certificates.  It must also be possible use digital signatures to verify that the Pre-Categorized content was not tampered with.

This means that, whatever the metadata model used, Pre-Categorized Content must contain the following information:

	Element
	Type
	Description

	ContentCategories
	AVP
	< categorization scheme , category > pairs, as explained in section 3.2

	CategorizationEntity
	string
	identification of the Categorization Entity that categorized the content

	CategorizationEntitySignature
	string
	digital signature of the Content and Content Categories


Some metadata models like MPEG-7 already contain such mechanisms for trust management.  In addition, the CBCS TS may specify how trust management for Pre-Categorized Content is handled in metadata models that don’t have “native” trust models.
3.4 Extension mechanism
At any time, a vendor or service provider must have the possibility to use (possibly proprietary) metadata formats and/or categorization schemes for which no bindings are specified in the CBCS TS.

In case of using a categorization scheme for which no binding exists, the requestor could provide an XML schema to allow the CBCS Enabler to parse the Content Categories.

In addition, it must be possible for OMA members to propose new bindings to be added to the CBCS TS in a modular way.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the ARC group to discuss the proposals made in section 3 of this document and, wherever possible, reach a consensus on how to proceed with the specification of a Pre-Categorized Content format for the CBCS Enabler.









* Disclaimer: this is a mere example of what a binding could look like, NOT a proposal for a specific categorization scheme binding
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