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1 Reason for Contribution

Try to advance the contribution OMA-ARC-2006-0400-INP_GPM_Proposal_for_some_Reqmts which has been discussed on 9 Jan CC. Two comments are made (Please see OMA-ARC-2007-0008-MINUTES_09Jan2007_CC for details):
1/ Consider moving section from Normative to Informative 2/ Mention a/charging b/presence c/location as examples.
2 Summary of Contribution

Add a short paragraph about re-using other enablers into GPM AD introduction section. 
3 Detailed Proposal

4. Introduction
(Informative)

Editor’s note: reconsider the use of capitals for defined terms.  Ensure the references to requirements remain valid.

Mobile service providers will continue to seek new and flexible ways to offer customised services to its subscribers. This may typically involve for example combining the resources of its existing enablers, or it could involve partnering with third-party application providers such as those who may traditionally provide services from different trust domains (e.g. the Internet). So, as services become richer and more diverse, subscribers will make increasing amounts of user-related data available to those services and, have increasingly intricate permissions concerning when and how the data can be used.

In the current service environment framework, some service enablers (e.g. Presence [SIMPLE] and Location [MLS]) already have their own well-defined mechanism for private information protection; user permissions and their permission checking mechanisms are potentially distributed across multiple sources to address the service-specific solutions required by each enabler. For example, functionality to perform location privacy checking is being specified in [MLS] and includes an optional privacy checking protocol (PCP) defined over an interface between the mobile location server and a separate privacy checking entity. GPM enabler requirements recognize the need to coexist with existing enabler-specific mechanisms for protecting end-user information, and provide in a generic manner at least equivalent functionality with such mechanisms.

The main objective of the Global Permissions Management (GPM) Enabler is to protect the release of information considered private by end-users.  In order to enable end-users to effectively control such release, GPM specifies how to define and manage the rules that determine the conditions in which privacy-controlled end-user attributes can be released to a resource that requests them (the Permissions Rules), and how a requester may inquire and obtain a response related to the releasability of the requested information. In addition, the GPM enabler also has to support the definition of roles and responsibilities related to managing permission rules, as well as ways to notify authorized principals of changes in the permission rules as well as of actions related to the decision rendered as the result of the permission rules evaluation process.

The permissions rules may be associated with specific permissions targets and specific attributes, and multiple permissions rules may apply in a particular case. A permission rule is comprised of conditions that have to be evaluated, and actions (including a decision) related to the releasability of a target attribute. A requester will pass information such as the target attribute requested to be released, identity of the requester and identity of the permissions target whose target attribute is needed, and any other arguments needed in the evaluation of the permissions rules.  The permissions rules are managed by authorized principals [GPM-RD].

In the service deployment, GPM enabler may re-use other enablers in order to meet GPM requirements in [GPM-RD] (e.g. re-using Presence enabler for accessing to the presence information of the Ask Target(s) that indicates their willingness or unwillingness to receive an ASK Request, re-using Charging enabler for charging).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that ARC to discuss and agree this contribution.
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