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1 Reason for Contribution

To help the way forward, we believe to classify each requirement with different interfaces which are currently defined by GSSM AD may help us to identify the functionality of each item.
2 Summary of Contribution

See Section 3.
3 Detailed Proposal

The GSSM AD shows three interfaces:
· GSSM-1 (Subscription Management Interface): Interface that provides subscription management functions (e.g. subscribing to a service, un-subscribing a service, changing an existing subscription, etc.) to the Subscription Management Requestor;

· GSSM-2 (subscription validation interface): Interface that provides the subscription validation function for the Subscription Validation Requestor;
· GSSM-3: Data access interface for subscription profile management, (i.e. read, FFS for write).

To analysis each of the requirements which may relate with these interfaces, we provide a table to show that:
(The line which marked with red colour may need to be discussed)

7. Requirements
(Normative)

7.1 High-Level Functional Requirements

	Label
	Description
	Related Interface

	HLF-1
	The GSSM Enabler SHALL provide mechanism(s) for principals to manage service subscriptions.
	GSSM-1

	HLF-2
	The GSSM Enabler SHALL provide a mechanism for principals to create, query, update, delete Subscription Profiles.
	GSSM-1 or GSSM-3
HLF-1 for manage service subscriptions, this req for create/query/….So, if both belongs GSSM-1, so what’s the different? 

	HLF-3
	The GSSM Enabler SHALL provide a mechanism for Subscription Validation.
	GSSM-2

	HLF-4
	The GSSM Enabler SHALL be capable of ensuring that Service Subscription Provisioning is done (either doing so itself or by delegating to other Resources) upon request for service subscription management operation(s).
	GSSM-1

	HLF-5
	The GSSM enabler MAY support registration and management of the service request for a network initiated service where the content can only be delivered if requested by an authorized principal.
	GSSM-1

	HLF-6
	When the GSSM Enabler manipulates data shared with an external sytem (e.g. OSS/BSS), the data changes SHALL be consistent with data integrity rules and processes imposed by the external system.
	Not related with interface issue.
Note: any of the interfaces with modification capability shall support this.

	HLF-7
	If the GSSM Enabler manipulates data owned by external systems (e.g. OSS/BSS), the data changes SHALL intitiate the same flows in the external system as if the changes were performed by the external system itself.
	Not related with interface issue.
Note: any of the interfaces with modification capability shall support this.


Table 1: High-Level Functional Requirements

7.1.1 Service Subscription Operations

	Label
	Description
	Related Interface

	SSO-1
	The GSSM Enabler SHALL provide the principal with a mechanism to subscribe principals(s) to a service.
	GSSM-1

	SSO-2
	The GSSM Enabler SHALL provide the authorized principal with a mechanism to change the Subscription Profile (e.g., contents, channels, valid term).
	GSSM-1 or GSSM-3
Again, if we choose GSSM-1, what’s the different between Management and the req. here.

	SSO-3
	The GSSM Enabler SHALL provide the subscriber with the mechanism to suspend/resume the service subscription.
	GSSM-1

	SSO-4
	The GSSM Enabler SHALL provide the authorised principal with a mechanism to unsubscribe from a service.
	GSSM-1

	SSO-5
	The GSSM Enabler SHALL provide the authorised principal with a mechanism for querying the service subscriptions.
	GSSM-3
Or, GSSM-1?

	SSO-6
	The GSSM Enabler SHALL support the selective retrieval of Subscription Profiles based on the criteria in the Subscription Profile (e.g. subscription creation time, subscriber, user, service, subscription specific parameters).
	GSSM-3

	SSO-7
	The GSSM Enabler SHALL be capable of delegating to related resources (such as business support systems, backend systems) using existing interfaces, part of the validation process for the new service subscription requests. Part of such validation processes to be taken by those business support systems, under a new service subscription request, could be:

· Check if the user is not in a black list

· Check if current pricing plans or product offerings for the user allows for subscribing to this service

· Check compatibility of requested service with other services the user has already subscribed
	GSSM-2


Table 2: High-Level Functional Requirements – Service Subscription Operations

7.1.2 Subscription Validation Operations
	Label
	Description
	Related Interface

	SV-1
	The GSSM Enabler SHALL be capable of validating a subscription based on the following criteria:

a. the service being requested,

b. the principal for whom the service is being requested,

c. the time when the service is being requested,

d. the frequency with which the service is requested, e.g. how many times per day.

e. preferred service delivery method(s), e.g. MMS, WAP.
	GSSM-2

	SV-2
	The GSSM Enabler SHALL be capable of delegating to related Resources using existing interfaces, part of the evaluation process for the validation of the Subscription.
	GSSM-2

	SV-3
	The GSSM Enabler SHALL be capable of querying and retrieving from related Resources using existing interfaces, the necessary information to validate a subscription.
	GSSM-2

	SV-4
	The GSSM Enabler SHALL be capable of providing in the Subscription Validation result the information necessary for the operation and execution of the service provided to the user. 
	GSSM-2

	SV-5
	Upon completion of the Subscription Validation, the GSSM Enabler SHALL be capable of delegating to related Resources part of the Service Subscription Provisioning process required for the delivery of the service to the user in accordance with the Subscription Profile.
	GSSM-2

	SV-6
	The GSSM Enabler SHALL support selecting and requesting either subscription validation or retrieval of the Subscription Profile data, for example in order for the requestor to perform itself the validation operations.
	GSSM-2

	SV-7
	The GSSM Enabler SHALL be capable of providing necessary group information (e.g. ID of group members) upon response to a validation request for a group subscription.
	GSSM-2


Table 3: High-Level Functional Requirements – Subscription Validation Operations
7.1.3 Provisioning Related Operations

	Label
	Description
	Related Interface

	PRO-1
	The GSSM Enabler SHALL provide related resources with a notification mechanism for any subscription change (new subscription, modification, unsubscription).
	GSSM-1 need to define a notification interface

	PRO-2
	The GSSM Enabler SHALL provide the authorised principals with a notification mechanism for any subscription change.
	As Pro-1

	PRO-3
	The GSSM Enabler SHALL provide the authorised principals with a confirmation mechanism for any subscription change.
	As Pro-1

	PRO-4
	The GSSM Enabler SHALL be capable of notifying the authorised principal when the subscription is close to expiry.
	As Pro-1


Table 4: High-Level Functional Requirements – Provisioning Related Operations
7.1.4 Security
	Label
	Description
	Related Interface

	SEC-1
	Mechanisms SHOULD be provided to protect data managed by the GSSM Enabler from corruption
	N/A

	SEC-2
	The GSSM Enabler SHOULD support mechanisms to log all subscription management operations
	N/A

	SEC-3
	The GSSM Enabler SHALL protect against potential security threats, including denial-of-service attacks and exposure of data to unauthorized principals.
	N/A


Table 5: High-Level Functional Requirements – Security Items

5.2.1.1 Authentication

	Label
	Description
	Related Interface

	GSSM-AUTHNT-1
	The GSSM Enabler SHALL be compatible with mechanisms to authenticate principals who wish to perform subscription management functions
	GSSM-1

	GSSM-AUTHNT-2
	The GSSM Enabler SHALL be compatible with mechanisms  to authenticate principals wishing to perform a validation request to the GSSM enabler
	GSSM-2

	GSSM-AUTHNT-3
	The GSSM Enabler MAY be capable of delegating the authentication to a related Resource.
	N/A


Table 6: High-Level Functional Requirements – Authentication Items

5.2.1.2 Authorization

	Label
	Description
	E Related Interface

	GSSM-AUTHOR-1
	The GSSM Enabler SHALL be compatible with mechanisms to authorize principals wishing to subscribe to a service using the GSSM Enabler 
	GSSM-1

	GSSM-AUTHOR-2
	The GSSM Enabler SHALL be compatible with mechanisms to authorize principals wishing to un-subscribe from a service using the GSSM Enabler
	GSSM-1

	GSSM-AUTHOR-3
	The GSSM Enabler SHALL be compatible with mechanisms to authorize principals wishing to perform data management functions (create, update, delete etc) to subscription profile(s) 
	GSSM-1/3?

	GSSM-AUTHOR-4
	The GSSM Enabler SHALL be compatible with mechanisms to authorize principals wishing to perform a validation request to the GSSM Enabler
	GSSM-2

	GSSM-AUTHOR-5
	The GSSM Enabler SHALL be capable of delegating the authorization to a related Resource.
	N/A


Table 7: High-Level Functional Requirements – Authorization Items

5.2.1.3 Data Integrity

	Label
	Description
	Related Interface

	GSSM-INTEG-1
	The GSSM Enabler SHALL support the data integrity of subscription management operations 
	GSSM-1

	GSSM-INTEG-2
	The GSSM Enabler SHALL support the data integrity of subscription validation requests and responses
	GSSM-2


Table 8: High-Level Functional Requirements – Data Integrity Items

5.2.1.4 Confidentiality

	Label
	Description
	Related Interface

	GSSM-CONFID-1
	The GSSM Enabler SHOULD support the confidentiality of data exchanges between principals requesting subscription management and GSSM
	All

	GSSM-CONFID-2
	The GSSM Enabler SHALL support the confidentiality of all validation requests and responses to and from the GSSM Enabler
	All

	GSSM-CONFID-3
	The GSSM Enabler SHALL support the data confidentiality of Subscription Profiles
	All


Table 9: High-Level Functional Requirements – Confidentiality Items

7.1.5 Charging
There are no charging specific requirements. However, the charging entity could be included as a 'related Resource' as mentioned in other requirements.

7.1.6 Administration and Configuration 

	Label
	Description
	Related Interface

	AC-1
	The GSSM Enabler SHALL provide the service provider with a mechanism to configure whether to perform the notification and/or confirmation for any subscription change.
	GSSM-1

	AC-2
	The GSSM Enabler SHALL provide the service provider with a mechanism to configure which principals are required to confirm subscription changes.
	GSSM-1

	AC-3
	The GSSM Enabler SHALL provide the service provider with a mechanism to configure the decision policy for resolving conflicting responses when multiple principals are required to confirm subscription changes.
	GSSM-1

	AC-4
	The GSSM Enabler SHALL provide the service provider with mechanism to configure which Resources need to be notified of subscription changes.
	GSSM-1


Table 10: High-Level Functional Requirements – Administration and Configuration Items

7.1.7 Privacy

	Label
	Description
	Related Interface

	GSSM-PRV-1
	The GSSM Enabler SHALL be compatible with mechanisms to protect the user identity from exposure to unauthorized principals.
	All


Table 11: High-Level Functional Requirements – Privacy Items

7.2 Overall System Requirements

	Label
	Description
	Related Interface

	OSR-1
	The GSSM Enabler SHALL NOT restrict deployment options.
	N/A

	OSR-2
	The GSSM Enabler SHALL be defined in an execution environment neutral manner.
	N/A

	OSR-3
	The GSSM Enabler SHALL specify interfaces that are access technology neutral.
	N/A

	OSR-4
	The GSSM Enabler SHALL be able to support services applicable to any kind of users or segments.
	N/A

	OSR-5
	The GSSM Enabler SHALL be able to use existing enablers where applicable.
	N/A


Table 12: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend the ARC discussing this and generally agree with the analysis.
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