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1 Reason for Contribution

As a follow-up to the action point that the contributor was given in the MCC London Meeting, this contribution includes a diagram and a description of the Online Feeding Offline scenario as well as the charging gateway scenario where several CTFs are chained.

2 Summary of Contribution

The text below is intended to be added to the AD in the chapter that deals with the architectural model and under the section “Online Charging”. For the actual contribution, see Section 3 below.

3 Detailed Proposal

The Online Feeding Offline Scenario

In this deployment scenario of the charging architecture, the application, enabler implementation or policy enforcer that includes the charging-initiating CTF interacts with the underlying charging infrastructure with the assumption that it always acts like an Online Charging System. In this scenario, there is an Online Charging System (OCS) with which the CTF interacts and this OCS may either process the charging events itself of feed them to an offline charging domain. It should be noted that the OCS does not necessarily work as just a simple router that chooses the right charging infrastructure and converts between different interfaces. It may also perform more sophisticated functions, such as act as a wallet server. It is possible, for example, that between the initiating CTF and the OCS, the user is identified with an MSISDN whereas between the OCS and the chosen offline charging infrastructure an account or card number is used.
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The Charging Gateway Scenario

In this deployment scenario of the charging architecture, the application, enabler implementation or policy enforcer that includes the charging initiating CTF (CTF1 in the picture) has delegated parts of the charging functionality to a charging gateway (CGW). Instead of interacting directly with a specific charging infrastructure, the application forwards charging events to a gateway that deals with such issues as determining from which network the user is and whether he is using offline or online charging. From the perspective of the actual charging infrastructures (e.g. different 3GPP networks or other charging infrastructures), the charging event originates from a Charging Trigger Function that resides in the gateway (CTF2). From an architectural point of view, important in this scenario is that a CTF in an OMA entity (for example in an application) does not necessarily have to know the actual charging infrastructure where revenue is drawn from and support the particular protocol to that charging infrastructure (for example to a 3GPP OCS or a credit card network or a stored-value account system). Nor does it necessarily need to be capable of choosing between various possible charging infrastructures (e.g. several 3GPP networks) even though they would be supporting technically the same protocol. This logic could be separated from the individual applications to a centralised gateway.

This kind of a deployment scenario is seen to be particularly relevant when the application resides outside the network operator’s trusted domain and does not know enough about the user to be able to make the needed charging choices, or, for policy reasons, is not allowed to interact directly with the online charging system or the offline billing mediator of a particular network. It should be noted that the CGW is not necessarily just a simple router that chooses the right charging infrastructure and converts between different interfaces. It may also perform more sophisticated functions, such as act as a wallet server that chooses the method of payment to be used. It is possible, for example, that between the initiating CTF1 and the CGW, the user is identified with an MSISDN whereas between the CGW and the chosen charging infrastructure an account or card number is used.

The figure below illustrates an example case where the gateway scenario would realise.
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In this example there is an application server for downloading games to a mobile terminal. This application server is run by an independent content provider and therefore the server resides outside of any operator’s trusted domain. The content provider has an agreement with one network operator who also acts an aggregator towards other network operators. The application server can receive download requests from subscribers of different networks. It identifies the subscriber with the MSISDN. To obtain an authorisation for the transaction, the application server sends an authorisation request to the 3rd party charging gateway of the operator with which the content provider has an agreement. Public key mechanisms are used to authenticate parties in this interaction. In the authorisation request, the application server identifies the user (with MSISDN) and the service requested, as well as the needed parameters to determine the price of the requested transaction, in this case a rate category code that reflects the price of the game requested. However, the application server has no knowledge of which network the subscriber is from or whether he is using online of offline charging. This logic is delegated to the operator that acts as the content provider’s aggregator.

The 3rd party charging gateway first resolves the subscriber’s home network. Because of mobile number portability this might not be a trivial task although the MSISDN is known. If the subscriber is not the aggregating operator’s subscriber the authorisation request is routed to another network. If the subscriber is local, the gateway next resolves whether the subscriber is pre-paid or post-paid. In case of a pre-paid subscriber, the authorisation request is forwarded to a pre-paid platform (an online charging system) using the relevant interface. In case of a post-paid (billing) subscriber, there is typically no need to obtain an authorisation for the actual sum of the transaction. However, a service barring system may be consulted to check if the subscriber has set up a barring for entertainment services. Therefore, also in the post-paid (offline) case, the application server may receive a negative authorisation response. In this example case, the content provider has also delegated the actual pricing and tax code determination to the aggregating operator. The gateway determines these parameters from the rate category code and service identifier received from the application server.

As the application server receives the positive authorisation response, it can deliver the service requested. After the delivery, it returns status information to the gateway. Based on this status report, the gateway either performs a capture request towards the pre-paid platform or generates a CDR and forwards it to the billing mediator.

4 Intellectual Property Rights
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5 Recommendation

It is recommended that the description and the diagram of the Online Feeding Offline Scenario is included in the Charging AD.
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