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1 Reason for Contribution

This contribution intends to track/checkmark UC and REQ coverage by the work on a charging enabler version 1.0. The document also makes assumptions, on what reference points, as identified in the charging AD can be mapped to the requirements inOMA-RD-Charging-V1_0-20041118-C.

2 Summary of Contribution

<text describing the scope and nature of the proposed text or actions to be taken>

3 Detailed Proposal

· to existing text, please use change tracking to capture changes being performed.

>

Table 1 Charging Use Cases Tracking
	UC ID
	Ch.
	Category/
Description.
	Affects
	Involved
	Covered
[X]
	Comment

	UC ID1
	5.1
	TPSP, WAP Push service.
	Device, Connectivity, Content
	End user, MNO, TPSP, Charging infrastructure
	[X]
	

	UC ID2
	5.2
	TPSP, Request Check and User Interaction
	Application, Content
	End user, MNO, TPSP, Charging infrastructure
	
	To be covered in later phase

	UC ID3
	5.3
	TPSP, Mobile Betting Payment
	Connectivity,
Enabling services, Content
	End user, MNO, TPSP, Charging infrastructure
	REACHED HERE
14 April 2005
	REACHED HERE
14 April 2005

	UC ID4
	5.4
	TPSP, Content Purchase
	Enabling services
	End user, MNO, TPSP, Charging infrastructure
	
	

	UC ID5
	5.5
	Messaging while Roaming
	Device,

Connectivity,
Applications
	Multiple End users, Multiple MNO, TPSP, Charging infrastructure
	
	

	UC ID6
	5.6
	I&E, Credit Check
	Connectivity, Enabling services
	End user, TPSP, Charging infrastructure
	
	

	UC ID7
	5.7
	TPSP Location service
	Enabling services, Content
	End user, MNO, Multiple TPSP, Charging infrastructure 
	
	

	UC ID8
	5.8
	P2P Multimedia call
	Device, Applications
	Multiple end users, MNO, Charging infrastructure
	
	

	UC ID9
	5.9
	I&E, Combined Business and Private Subscription
	Enabling services, Content
	End user, MNO, TPSP, Charging infrastructure
	
	

	UC ID10
	5.10
	TPSP Rating
	Enabling services, Applications, Content
	End user, TPSP, Charging infrastructure
	
	

	UC ID11
	5.11

	I&E, Terminal Application Initiated Charging
	Device, Connectivity, Applications, Content
	End user, Application, TPSP, Charging infrastructure
	
	

	UC ID12
	5.12
	I&E, Charging of a Streaming Service
	Connectivity, Content
	End user, TPSP or SP, Charging infrastructure
	
	


Table 2: General Reqbuirements Tracking
	Req – identifier
	Descrription
	Ref point
	Comment
	Release

	HLFR 1, Credit Check, Charging of a Streaming Service, Mobile Betting Payment
	The charging enabler MUST provide methods for credit control:

· Credit check

· Reservations

· Commitments of reservations

· Rollback

· Debit (either over reservations, or directly to the account)

· Refund

· Cumulative charges (Several reservations, and a “commit charge” afterwards)

· Reverse Rating (i.e. ask for the price of an event)

· Modification of charging parameters in an ongoing charging session

· Cancellations of unused portions of previous reservations
	CH-2
CH-3
CH-5
	All are online
	

	HLFR 2, Mobile Betting Payment
	The charging enabler SHALL support the refund of charges to be initiated by the merchant, the acquirer, or the issuer
	CH-2
CH-3
CH-5
	All are online
	

	HLFR 3
	The charging enabler SHALL support credit control for both prepaid and post-paid customers
	CH-2
CH-3
CH-5
	Credit control is for online
	

	HLFR 4
	The charging enabler SHOULD support charging where multiple consecutive reservations and commits requests are done, when the total amount to be charged for a service is not known in advance
	CH-2
CH-3
CH-5
	Online 
	

	HLFR 5
	If a service requires reservation before granting service access the service SHOULD use at least one more interrogation to complete the transaction
The charging enabler MUST have an alternative mechanism to release one reservation if the service does not complete the transaction
	CH-2
CH-3
CH-5
	Online
	

	HLFR 6
	A charging enabler MUST have the possibility to grant different kind of quota for a service, including  time, bytes, events and monetary,  or equivalent, units
	CH-2
CH-3
CH-5
	Online
	

	HLFR 7
	There MAY be more than one type of quota granted; if so the service MUST report when one of the quotas is depleted
	CH-2
CH-3
CH-5
	Online
	

	HLFR 8
	The service MAY be rated before quotas are granted
	CH-2
CH-3
CH-5
	Online
	

	HLFR 9
	The charging enabler SHALL support monetary and non-monetary units (e.g. loyalty points)
	CH-1
CH-2
CH-3
CH-4
CH-5
	Both Online and Offline may be affected
	

	HLFR 10
	The service SHOULD support success and failure notifications of the provided service
	CH-1
CH-2
CH-3
CH-4
CH-5
	For Charging purposes, applies to all 
	

	HLFR 11, Credit Check, Charging of a Streaming Service, 3rd Party location service
	When the OMA service layer is controlling the credit, it MUST be able to:

· Accept an expiration time period for the credit acquired. Additional causes for credit expiration could be also provided

· Accept credit that is shared among the several Service Providers that are involved in providing a service, so the OMA service layer provides credit control coordination for all the parties involved

· To acquire certain units of time/volume/events as the credit unit.

· The credit acquired may be referred to service units in this way (i.e. credit for 10 events)

· Or the credit acquired may be monetary units with a relationship between service units and credit (i.e. 10 monetary-units, the service is 1 monetary-unit/event). The relationship between service units and credit does not imply that monetary units can be converted into money

· It SHOULD be possible to acquire units of different measurements (i.e. volume and time, whichever ends first). This will allow a credit of the type (10 Megs or 5 minutes)
	CH-2
CH-3
CH-5
	Some bullets (e.g. bullet 2 ) is functionality of a charging system, and out of scope for the OMA C-Enabler

Check in detail…

Others, online
	

	HLFR 12
	The charging enabler SHOULD provide a means to use transactional control. That is to say, each service delivery process is included in a credit transaction, and charges applied depend on the outcome of the service transaction. Transactional control SHOULD be the preferred way to perform credit control.

· When possible, each service should realize charges within a transaction.

· Transactions will consist on

· An event at the init of the transaction. Initial steps should imply AAA for authorization of the operation. This authorization and authentication phase should allow for additional capabilities like policy enforcement and the application of security policies/preferences of the user. It is not decided how and where this polices and preferences will be enforced.

· Zero or more transaction interim events

· An event for the end of the transaction.

· The outcome of the transaction MUST be known. It SHOULD be, at least, one of the following ones, and will include additional information:

· The service has been correctly provided

· The service has been cancelled

· The has been an error while providing the service

· Only part of the service has been provided
	CH-2
CH-3
CH-5
	Some parts of AAA is outside of scope for Ref-pts.

SEC need to cover.

Others - online
	

	HLFR 13, Multimedia Call, Combined Business and Private Subscription
	The charging enabler MUST NOT use a defined structure for the user’s accounts. The account structure can change depending of business requirements from the ACE
	-
	The account structure in the charging infrastructuse is outside – if determined to influence Ref pts - Decide later.
	

	HLFR 14, Charging of a Streaming Service, Combined Business and Private Subscription
	The charging enabler MUST support service provider initiated modification of charging parameters in an ongoing charging session, e.g. when the end-user enters a bonus level that is free of charge in an on-line gaming session or service related parameters change
	CH-1
CH-2
CH-3
CH-4
CH-5
	Both online and offline
	

	HLFR 15, Combined Business and Private Subscription
	The charging enabler MUST support multiple charging accounts per subscriber
	-
	The account structure in the charging infrastructuse is outside – if determined to influence Ref pts - Decide later.


	

	HLFR 16
	The charging enabler MUST provide enough information to allow the ACE to perform some rating for specific needs:

· It MUST support that the service provides pre-rating information

· It SHOULD accept charging information to adjust its behaviour (i.e. the ACE asking for offline or online charging)

The charging enabler SHOULD use information provided by the ACE about the service. Some of that information could be identifiers that will be used in the communications with the ACE. When credit control is performed, it MUST be possible to set up expiration dates for the credit acquired or a predefined number of events. It MUST be possible to receive credit for one service in the following situations:

· The credit is shared between different services

· When asking for some amount of credit, the result is a combination of credits, for instance, the streaming service asks for 10 mins. credit and he’s returned 5 mins. free credit and 5 mins. rate x credit
	CH-1
CH-2
CH-3
CH-4
CH-5


CH-2
CH-3
CH-5
	Will potentially need splitting of this req. First part is for both online, offline, and second part only online.
	

	HLFR 17
	The charging enabler MUST generate enough information in order to allow the ACE to perform the identification or correlation of all charging events coming from different domains/elements/actors (bearer charges, content charges, 3rd party charges, etc.) in order to generate the final rate for the service
	CH-1
CH-2
CH-3
CH-4
CH-5
	
	

	HLFR 18
	Rating of a service MUST consider:

· All the elements involved in the delivery of the service, including bearer charges, session charges and event/content charges

· Specific prices for that event due to bundling, promotions, protected content, rights objects, etc.

· The difference between requested capabilities and those provided (i.e. the user asks for a premium service and he is granted a normal one)

· Account used for the charges
	CH-1
CH-2
CH-3
CH-4
CH-5
	Potentially implementation – check internal to agent / charging infra – and how it impacts.
	

	HLFR 19, Rating
	It SHOULD be possible for the merchant to delegate the determination of the price for the purchased good (aka “rating”) to the ACE
	CH-1
CH-2
CH-3
CH-4
CH-5
	Need information  to get price – sent through ref pts.
	

	HLFR 20
	It SHOULD be possible for the merchant to determine the price locally and request the ACE to charge exactly that price
	CH-1
CH-2
CH-3
CH-4
CH-5
	Ref points – need to allow send price.
	

	HLFR 21, Rating
	The charging enabler MUST support charging input parameters related to the service provided, which affect user/subscriber charges
	CH-1
CH-2
CH-3
CH-4
CH-5
	General 
	

	HLFR 22, Content Purchase,  Multimedia Call, Terminal Application Initiated Charging
	The charging enabler MUST consider three levels for charging:

· Bearer

· Session 

· Application/Content

It MAY be possible to have several bearers, sessions or applications as part of the same service
	CH-1
CH-2
CH-3
CH-4
CH-5
	We will consider…
	

	HLFR 23, Multimedia call, WAP Push Service
	The charging enabler SHOULD consider that charging can be done based on:

· Volume (upload, download, a combination of those), time and event

· Separated charges for each type of medium or service used

· Each leg of a service independently

· Technology used to deliver the service, including the QoS requested/used to deliver the service

· Additional information (location, presence, push services), etc
	REACHED HERE
14 April 2005
	REACHED HERE
14 April 2005
	

	HLFR 24
	 The charging enabler MUST be independent of the payment method used to provide it
	
	
	

	HLFR 25
	It MUST be possible to deliver the service in the same way irrespective of the user charging information (prepaid or post-paid user, etc)
	
	
	

	HLFR 26
	The charging enabler SHALL allow charging customers for obtaining services or purchasing goods, no matter what the nature of the services or goods are. In particular, charging for content or digital goods (e.g.weather forecasts or ringtones, protected content or rights objects) and charging for services (e.g. WLAN access time, receiving the “goal of the day as a streamed video, or using a conference bridge) SHALL be supported
	
	
	

	HLFR 27, Charging of a Streaming Service
	It SHALL be possible for the end-user to set limits for accumulated charges, volume of transferred data, number of events, etc. per time interval
	
	
	

	HLFR 28, Charging of a Streaming Service
	The charging enabler MUST support service charging metered by the service provider
	
	
	

	HLFR 29
	It SHALL be possible for any party to add another media to the current service delivery in progress and any of the parties (not necessarily the one(s) being charged for the current session) can be charged for the additional media
	
	
	

	HLFR 30
	During an active session, media types can change (e.g. audio changed to data) and SHALL be charged for appropriately.  It is thus necessary for the implementation to detect a change of media during a service delivery so that the charging enabler may apply different rating
	
	
	

	HLFR 31
	It SHALL be possible to charge the end-user according to the service used irrespective of the technology used to deliver it
	
	
	

	HLFR 32
	It SHALL be possible to charge the end-user according to the technology used to deliver a service
	
	
	

	HLFR 33
	It SHALL be possible to suppress charging for certain types of services (e.g. when a customer receives tones or announcements during sessions such as automated pre-pay top-up)
	
	
	

	HLFR 34
	The merchant interactions MUST NOT depend on which payment instrument is used by the customer
	
	
	

	HLFR 35
	There SHOULD be a means for a merchant to discover which payment instrument a customer is using
	
	
	

	HLFR 36
	The charging enabler MAY support offline charging to be used as a backup for the online charging
	
	
	

	HLFR 37
	The charging enabler MUST provide information that allows the service provider to stop or grant a user’s access, based on the charging account status (e.g. expired or barred)
	
	
	

	HLFR 38, Credit Check, Charging of a Streaming Service
	The charging enabler MUST support resolving the account type of the end-user. E.g. if the end-user has a prepaid or a post-paid agreement (to determine e.g. whether on-line or off-line charging should be used)
	
	
	

	HLFR 39
	The charging enabler SHALL support widely used identification mechanisms to identify the customer to the ACE. In particular, the charging enabler SHOULD support the following:

· MSISDN: The merchant may automatically determine the customer’s MSISDN (if the underlying communication protocol allows so, e.g. if the service being charged for is based on a voice call), or they may ask the customer explicitly to convey the MSISDN as an identity (e.g., in a WLAN scenario)

· Username/PIN[/TAN]: The customer may be requested to manually enter this information.

· IP address: Typically, the IP address is assigned by the ISP to user agent devices. When the ISP also acts as the ACE, the IP address could be used for identifying the customer

· Account numbers
	
	
	

	HLFR 40
	The ACE MUST make sure that the customer has given his consent prior to be charged for the service or good purchased, and in particular to the price, before charging the customer.

· The ACE MAY request customer consent by interacting directly and in real time with the customer

· The ACE may rely on pre-configured rules to determine customer consent for a charging request

· If there is an interaction, it SHOULD be presented to the user a description of the goods or services that he is about to buy, the fact that there will be a charge, and the actual amount he’s going to be charged, along with other information
	
	
	

	HLFR 41
	Services MUST be authorized prior to the delivery

· The service should be authorized in the Service Provider and the ACE (provisioning)

· The user should consent on the service delivery and the payment method (user preferences).

· The user must be authorized to use the service (not blacklisted)

· The authorization can be provided at the same time that the service itself (self-provisioning)
	
	
	

	HLFR 42, Request Check and User Interaction
	The charging enabler MUST allow for the notification to the User of the charges that are going to be applied for the service (i.e. Advice of Charge)

· The notification SHOULD be configurable by the ACE

· The notification SHOULD be configurable by the User

· It MUST be allowed notifications of changes of tariff (i.e. “You are accessing a service that has a premium tariff”)

· It MUST be allowed notifications where user’s authorization for the charges is needed (“You are going to be charged 3€ in your account, accept/deny”)

· Charges notified SHOULD include the final price, including all charging levels to be considered.
	
	
	

	HLFR 43, Charging of a Streaming Service, Terminal Application Initiated Charging
	The Advice of Charge (AoC) SHOULD indicate to the end-user an estimation of the service costs before the service is delivered, during the service delivery and after the service delivery

The estimation could be presented, for instance, as a final price, a rate, a tariff, or an indication that the service is not free of charge
	
	
	

	HLFR 44, Charging of a Streaming Service
	The charging enabler SHOULD support informing the end-user about the balance of his pre-paid or post-paid accounts
	
	
	

	HLFR 45, Content Purchase
	The charging enabler SHALL support the roles according to the reference model: customer, issuer, acquirer, merchant
	
	
	

	HLFR 46, Content Purchase
	The charging enabler SHALL allow an actor to assume multiple roles at a time. The charging enabler SHALL allow a role to be split across multiple actors at a time

The merchant interactions MUST NOT make assumptions whether issuer and acquirer roles are taken by different actors or by a single actor
	
	
	

	HLFR 47, Content Purchase
	The charging enabler MUST specify a means by which a merchant can delegate the charging of the customer to an acquirer
	
	
	

	HLFR 48, Content Purchase
	The charging enabler SHOULD allow the merchant to take the charges for the bearer which is used by the customer to access the merchant’s service

	
	
	

	HLFR 49, Content Purchase
	The charging enabler SHALL NOT assume a permanent contractual relationship (subscription) between the customer and the merchant
	
	
	

	HLFR 50
	The charging enabler SHALL support payment with the device
	
	
	

	HLFR 51
	The charging enabler SHOULD support multiple currencies
	
	
	

	HLFR 52
	The charging enabler SHOULD allow the same service for a roaming subscriber that is provided to the subscriber when not roaming
	
	
	

	HLFR 53
	It SHALL be possible to charge the end-users when they are roaming in the same ways to when they are not roaming.  For example, if duration based charging is used for charging for streaming music when not roaming, then it shall be possible to apply the same principle when the user is roaming

It SHALL be possible to charge the end users specific charges when they are roaming 

It SHALL be possible to charge the end-users when they are roaming in different ways (i.e. different types of charges) to when they are not roaming

It SHALL be possible to charge the end-users additional charges when they are roaming
	
	
	

	HLFR 54, 3rd Party Location Service, Charging Requirements for Mobile Services
	There MUST exist a method to identify uniquely one instance of a service. That method SHOULD allow an external party to know, at least:

· Service Provider’s identifier (i.e. Network Identifier, 3rd Party identifier, etc)

· Service Identifier

· User identifier

· Time and date

The method will allow a spectator to differentiate between service instances. It would allow to differentiate, for instance, the same service sent to the same users in different times (i.e. differentiate the download of the same ring-tone twice)
	
	
	

	HLFR 55, Content Purchase
	The charging enabler MUST provide interfaces for third party charging
	
	
	

	HLFR 56
	It SHALL be possible to split the charges between any of the parties, including 3rd parties
	
	
	

	HLFR 57
	The information provided by the charging enabler SHOULD be configurable and extensible, depending on the needs of the ACE and the availability of new parameters
	
	
	

	HLFR 58
	The charging enabler MUST provide enough information for mechanisms based on Fraud Avoidance and Revenue Assurance to work.
The charging enabler MUST provide a mechanism to ensure that the service can be provided to the user for the charging perspective prior to the delivery of it:

· It MUST be possible to assure that the User has given its permission to be delivered the service

· It SHOULD be possible to revocate the permission to deliver a service for charging reasons

· It MUST provide Non-repudiation mechanisms to all the interfaces
	
	
	

	HLFR 59, Terminal Application Initiated Charging
	The charging enabler MUST be able to handle terminal application initiated charging requests
	
	
	

	HLFR 60, Terminal Application Initiated Charging
	The charging enabler MUST provide mechanisms to initialize and update the charging related configuration data for a particular application
	
	
	

	HLFR 61, Terminal Application Initiated Charging
	The trigger initiating a charging procedure MUST be charging enabler implementation agnostic
	
	
	

	HLFR 62, Terminal Application Initiated Charging
	The charging enabler MUST be capable of notifying the application of the outcome of the charging procedure triggered by that particular application (e.g. successful completion). This information MAY also be displayed to the user
	
	
	

	HLFR 63
	The charging enabler SHALL support subscription based charging
	
	
	

	HLFR 64
	The charging enabler SHOULD support charging of different session types. E.g. 1-1 video session, many – many PoC session, 1 – many broadcast session
	
	
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Use this document for tracking purposes









� Does not follow rest of UC, in i.e. the use of roles.


� For instance, this is applicable if an MNO provides the bearer and at the same time acts as the merchant’s acquirer for charging. It allows offering the end user a fixed price for a service that already includes all related bearer charges. The MNO (being the acquirer at the same time) applies the bearer charges to the merchant.
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