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1 Reason for Contribution

This input contribution intends to present a first, starting text for OMA CH-1 specification (OMA-TS-Offline_Charging_Interface-V1_0-20050nnn.doc)
2 Summary of Contribution

This contribution contains a first baseline text to be included in the OMA-TS-Offline_Charging_Interface-V1_0-20050823 doc. Contents of this input contribution follows the proposed structure by Support_document_OMA-MCC-2005-0205-3GPP_OMA_AVP_Identification.doc
1. Message Description:  

a. Request

b. Response 
2. Parameter descriptions 

3. Flows: Provide a flow description for message exchange

4. Mapping (Binding): 

Parameters in the detailed proposal below are non-exclusive – Additional input is encouraged!
3 Detailed Proposal

7. Messages in CH-1, Offline Charging 
The offline charging interface supports two main charging models, an event triggered charging model and a session based charging model. In the event triggered model, each service usage is reported with a single charging record. In the session based charging, the Charging Enabler user sends several charging records that relate to the same service usage to the Charging Enabler, which constitutes a session of related requests. To support these two charging models, four different charging messages are supported.
The messages in the offline charging interface are either of the type request or response. A request message may report either a one-time event, or a step in a series of events that correspond to a session, i.e. start, interim, or stop request. Both types of request messages are defined in this specification. The type of the offline charging request is indicated by record type identifier. 
Each request is followed by a response message that uses the same record type as the corresponding request. Different outcomes in responses are indicated with a result code. The resulting hierarchy of messages in the CH-1 interface is illustrated in the chart below.
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The request and response messages are further described in the chapter Message description. Data elements used in the messages are described in detail in chapter Data Element descriptions.

The two main offline charging models are described more in detail in the chapter flows of this specification. One set of flows will describe event based offline charging, and another one will describe session based offline charging.

8. Message descriptions
8.1 Offline Charging Request
The offline charging request can be of two main types, either of event-type (i.e. made to pass data elements describing a single event), or as a series of requests within a session. The difference and the contents of these messages will be described under the message names below.

In the following table the possible data elements for each request are described. Under each message, the specific values are given in the column for value(s).

Editors Note:
The lists of parameters in the following tables are obviously not complete  - this is a first draft, and comments etc. are encouraged. 

Editors Note:
The greyed out names “diameter base, 3GPPAVPs “etc… above the table will be removed, they are present now, to identify where the information is fetched. 

Editors Note:
The name Accounting-Record-Type, and Accounting-Record-Number in the table below have been changed to Charging-*  -- The corresponding term in Diameter can be seen in the mapping table (bindings) last part of this IC. 

	OMA- Data-Element
	Values
	Description
	Mandatory/Optional

	MessageType
	Request or Response
	Specific for OMA
	M


Diameter Base

	Charging-Record-Type
	EVENT_RECORD, START_RECORD, INTERIM_RECORD, STOP_RECORD
	Enumerated
	M

	Charging-Record-Number 
	0-n
	Unsigned 32
	M

	User-Name
	[text]
	UTF8String
	M

	Event-Timestamp
	January 1, 1900 00:00 UTC
	Time
	M


From 3GPP AVP extensions
	User Session Id
	
	UTF8String
	O

	Authorized-QoS
	
	UTF8String
	O

	Service-Id
	
	UTF8String
	M


Editors Note:
the following Data element(s) – Subscription-Idand Used-Service-Unit comes from Diameter Credit Control AVP – RFC4006, When we were working on the offline event message structure, we determined that the information contained in the 3GPP specification 32299-630 on offline was very focused on SIP. The parameters did not contain any information on used service, which is identified as important in the Charging RD. 

Diameter Credit Control
	*[Subscription-Id]
	
	Grouped
	M

	
{Subscription-Id-Type}
	
	Enumerated
	

	
{Subscription-Id-Data}
	
	UTF8String
	

	*[Used-Service-Unit]
	
	Grouped
	O

	 
[Tariff-Change-Usage]
	
	Enumerated
	

	 
[CC-Time]
	[Seconds]
	Unsigned32
	

	
[CC-Money]
	
	Grouped
	

	

{Unit-Value}
	
	
	

	

{Value-Digits}
	
	
	

	 
[Exponent]
	
	Integer32
	

	 
[Currency-Code]
	ISO 4217
	Unsigned32
	

	 
[CC-Total-Octets]
	
	Unsigned64
	

	 
[CC-Input-Octets]
	
	Unsigned64
	

	 
[CC-Output-Octets]
	
	Unsigned64
	

	 
[CC-Service-Specific-
Units]
	
	Unsigned64
	

	[CC-Correlation-Id]
	
	Octet-String
	O


8.1.1 Event, and Session

Describe when Event, and Session offline charging are used
Editor’s note: Also, describe what constitutes, events and sessions. Whaddya think?
8.1.2 EventRecord
The EventRecord is used to describe a single, disctinct event. 

The message structure for the event record is inherited from the Offline-Charging-Request description. For data elements, where specific values exist, these are listed in the table x.y.z below.


The table below lists the specific element values that identify this message as an event record.

OMA Specific
	OMA- Data-Element
	Values
	Description

	MessageType
	Request
	This element describes the message as being a request


Diameter Base

	Charging-Record-Type
	EVENT_RECORD
	Identifies the record as being an event

	Charging-Record-Number 
	0
	A zero value identifies the record as being an event

	Termination-Cause
	
	Enumerated


8.1.3 StartRecord
The StartRecord is used to describe the start of an offline charging session.  

The message structure for the start record is inherited from the Offline-Charging-Request description. For data elements, where specific values exist, these are listed in the table x.y.z below.


The table below lists the specific element values that identify this message as the first record in an offline charging session.

	OMA- Data-Element
	Values
	Description

	MessageType
	Request
	This element describes the message as being a request


Diameter Base

	Charging-Record-Type
	2
	Two indicates the record as being the first event, in a session of events.

	Charging-Record-Number 
	0
	Zero indicates that this is the first record in a charging session


8.1.4 InterimRecord
The InterimRecord is used to indicate an event that is not the first or last event in an offline charging session and are sent on regular intervals or based on other triggers defined for the service.  There may be multiple interim records for the same ongoing session.
The message structure for the interim record is inherited from the Offline-Charging-Request description. For data elements, where specific values exist, these are listed in the table x.y.z below.


The table below lists the specific element values that identify this message as an interim record in a charging session.

	OMA- Data-Element
	Values
	Description

	MessageType
	Request
	This element describes the message as being a request


Diameter Base

	Charging-Record-Type
	3
	Three indicates the record as being an interim event during a session

	Charging-Record-Number 
	n>0
	A sequential number starting with one -  indicates the order in a set of records in a charging session


8.1.5 StopRecord
The StopRecord is used to indicate the end on an ongoing session, i.e. an event that indicates that it is the last event in an offline charging session.  

The message structure for the event record is inherited from the Offline-Charging-Request description. For data elements, where specific values exist, these are listed in the table x.y.z below.


The table below lists the specific element values that identify this message as the last record in an Offline Charging session.

	OMA- Data-Element
	Values
	Description

	MessageType
	Request
	This element describes the message as being a request


Diameter Base

	Charging-Record-Type
	4
	Four indicates the record as being the last event in a session. 

	Charging-Record-Number 
	Interimn+1
	Interimn+1 indicates that the Stop record is one greater than the previous interim record registered

	Termination-Cause
	
	Enumerated


8.2 Offline Charging Response
The Offline Charging Response is the response message to one of the Request messages described above.
8.2.1 OfflineChgResponse

The following table illustrates the basic structure of a Offline Charging-Response message. This message is always used as specified below, regardless of the charging infrastructure being called it is received from and the Charging Record Type that is being replied to.

	OMA- Data-Element
	Values
	Description

	Charging-Record-Type
	
	Enumerated

	Charging-Record-Number
	
	Unsigned 32

	User-Name
	
	UTF8String

	*[Subscription-Id]
	
	Grouped

	
{Subscription-Id-Type}
	
	Enumerated

	
{Subscription-Id-Data}
	
	UTF8String

	Acct-Interim-Interval
	
	Unsigned32


Used in response when request type was for session based offline charging

	Event-Timestamp
	
	Time


Editors Note:
Section below has not been modified in any way – It is copy pasted from the RFC(s), and 3GPP source document(s) being referenced – The texts require to be modified to fit the OMA.

9. Data-Element descriptions (Parameter descriptions)

Message-type

The Message-Type is of type text and contains the type of offline charging message that is being used. The following values are currently defined for the Message-Type

Request

[Description missing]

Response

[Description missing]

Diameter Base (RFC 3588)
9.8.1. Accounting-Record-Type AVP

The Accounting-Record-Type AVP (AVP Code 480) is of type Enumerated
and contains the type of accounting record being sent.  The following
values are currently defined for the Accounting-Record-Type AVP:

EVENT_RECORD                    1

An Accounting Event Record is used to indicate that a one-time
event has occurred (meaning that the start and end of the event
are simultaneous).  This record contains all information relevant
to the service, and is the only record of the service.

START_RECORD                    2

An Accounting Start, Interim, and Stop Records are used to
indicate that a service of a measurable length has been given.  An
Accounting Start Record is used to initiate an accounting session,
and contains accounting information that is relevant to the
initiation of the session.

INTERIM_RECORD                  3

An Interim Accounting Record contains cumulative accounting
information for an existing accounting session.  Interim

Accounting Records SHOULD be sent every time a re-authentication
or re-authorization occurs.  Further, additional interim record
triggers MAY be defined by application-specific Diameter
applications.  The selection of whether to use INTERIM_RECORD
records is done by the Acct-Interim-Interval AVP.

STOP_RECORD                     4

An Accounting Stop Record is sent to terminate an accounting
session and contains cumulative accounting information relevant to
the existing session.

9.8.3.  Accounting-Record-Number AVP

The Accounting-Record-Number AVP (AVP Code 485) is of type Unsigned32
and identifies this record within one session.  As Session-Id AVPs
are globally unique, the combination of Session-Id and Accounting-
Record-Number AVPs is also globally unique, and can be used in
matching accounting records with confirmations.  An easy way to
produce unique numbers is to set the value to 0 for records of type
EVENT_RECORD and START_RECORD, and set the value to 1 for the first
INTERIM_RECORD, 2 for the second, and so on until the value for
STOP_RECORD is one more than for the last INTERIM_RECORD.
8.14.  User-Name AVP

The User-Name AVP (AVP Code 1) [RADIUS] is of type UTF8String, which
contains the User-Name, in a format consistent with the NAI
specification [NAI].

NEXT APPEARS WRONG PLACE – comes from charging infrastructure to “charging enabler user” - Is this not an answer, and not an 

9.8.2.  Acct-Interim-Interval
9.8.2 The Acct-Interim-Interval AVP (AVP Code 85) is of type Unsigned32 and
is sent from the Diameter home authorization server to the Diameter
client.  The client uses information in this AVP to decide how and
when to produce accounting records.  With different values in this
AVP, service sessions can result in one, two, or two+N accounting
records, based on the needs of the home-organization.  The following
accounting record production behavior is directed by the inclusion of
this AVP:

1. The omission of the Acct-Interim-Interval AVP or its inclusion

with Value field set to 0 means that EVENT_RECORD, START_RECORD,

and STOP_RECORD are produced, as appropriate for the service.

2. The inclusion of the AVP with Value field set to a non-zero value means
that INTERIM_RECORD records MUST be produced between the
START_RECORD and STOP_RECORD records.  The Value field of this AVP
is the nominal interval between these records in seconds.  The
Diameter node that originates the accounting information, known as
the client, MUST produce the first INTERIM_RECORD record roughly
at the time when this nominal interval has elapsed from the
START_RECORD, the next one again as the interval has elapsed once
more, and so on until the session ends and a STOP_RECORD record is
produced.

The client MUST ensure that the interim record production times
are randomized so that large accounting message storms are not
created either among records or around a common service start
time.

8.21.  Event-Timestamp AVP

The Event-Timestamp (AVP Code 55) is of type Time, and MAY be 
included in an Accounting-Request and Accounting-Answer messages to
record the time that the reported event occurred, in seconds since
January 1, 1900 00:00 UTC.

8.15.  Termination-Cause AVP

   The Termination-Cause AVP (AVP Code 295) is of type Enumerated, and

   is used to indicate the reason why a session was terminated on the

   access device.  The following values are defined:

   DIAMETER_LOGOUT                   1

      The user initiated a disconnect

   DIAMETER_SERVICE_NOT_PROVIDED     2

      This value is used when the user disconnected prior to the receipt

      of the authorization answer message.

   DIAMETER_BAD_ANSWER               3

      This value indicates that the authorization answer received by the

      access device was not processed successfully.

   DIAMETER_ADMINISTRATIVE           4

      The user was not granted access, or was disconnected, due to

      administrative reasons, such as the receipt of a Abort-Session-

      Request message.

   DIAMETER_LINK_BROKEN              5

      The communication to the user was abruptly disconnected.

   DIAMETER_AUTH_EXPIRED             6

      The user's access was terminated since its authorized session time

      has expired.

   DIAMETER_USER_MOVED               7

      The user is receiving services from another access device.

   DIAMETER_SESSION_TIMEOUT          8

      The user's session has timed out, and service has been terminated.

From 32299-630
7.1.2.39
User-Session-ID AVP

The User-Session-Id AVP (AVP code 830) is of type UTF8String and holds the session identifier. For a SIP session the Session-ID contains the SIP Call ID, as defined in [405].

7.1.2.4
Authorised-QoS AVP

The Authorised-QoS AVP (AVP code 849) is of type UTF8String and holds the Authorised QoS as defined in TS 23.207 [200] / TS 29.207 [203] and applied via the Go interface.
7.1.2.31
Service-ID AVP
The Service-ID AVP (AVP code 855) is of type UTF8String and identifies the service the MRFC is hosting. For conferences the conference ID is used as the value of this parameter.

AVPs identified to be SIP Specific are not included in this “first draft”
From Diameter Credit Control (RFC 4006)

8.46.  Subscription-Id AVP


The Subscription-Id AVP (AVP Code 443) is used to identify the end
user's subscription and is of type Grouped.  The Subscription-Id AVP
includes a Subscription-Id-Data AVP that holds the identifier and a
Subscription-Id-Type AVP that defines the identifier type.

It is defined as follows (per the grouped-avp-def of RFC 3588

[DIAMBASE]):

Subscription-Id ::= < AVP Header: 443 >

                          { Subscription-Id-Type }

                          { Subscription-Id-Data }

8.47.  Subscription-Id-Type AVP

The Subscription-Id-Type AVP (AVP Code 450) is of type Enumerated,
and it is used to determine which type of identifier is carried by
the Subscription-Id AVP.

This specification defines the following subscription identifiers.
However, new Subscription-Id-Type values can be assigned by an IANA
designated expert, as defined in section 12.  A server MUST implement
all the Subscription-Id-Types required to perform credit
authorization for the services it supports, including possible future
values.  Unknown or unsupported Subscription-Id-Types MUST be treated
according to the 'M' flag rule, as defined in [DIAMBASE].

END_USER_E164                   0

The identifier is in international E.164 format (e.g., MSISDN),
according to the ITU-T E.164 numbering plan defined in [E164] and
[CE164].

END_USER_IMSI                   1

The identifier is in international IMSI format, according to the
ITU-T E.212 numbering plan as defined in [E212] and [CE212].

END_USER_SIP_URI                2

The identifier is in the form of a SIP URI, as defined in [SIP].

END_USER_NAI                    3

The identifier is in the form of a Network Access Identifier, as
defined in [NAI].

END_USER_PRIVATE                4

The Identifier is a credit-control server private identifier.

8.48.  Subscription-Id-Data AVP

The Subscription-Id-Data AVP (AVP Code 444) is used to identify the
end user and is of type UTF8String.  The Subscription-Id-Type AVP
defines which type of identifier is used.

8.19.  Used-Service-Unit AVP

The Used-Service-Unit AVP is of type Grouped (AVP Code 446) and
contains the amount of used units measured from the point when the
service became active or, if interim interrogations are used during
the session, from the point when the previous measurement ended.

The Used-Service-Unit AVP is defined as follows (per the grouped-avp-def of RFC 3588 [DIAMBASE]):

Used-Service-Unit ::= < AVP Header: 446 >


[ Tariff-Change-Usage ]


[ CC-Time ]


[ CC-Money ]


[ CC-Total-Octets ]


[ CC-Input-Octets ]


[ CC-Output-Octets ]


[ CC-Service-Specific-Units ]


*[ AVP ]

8.27.  Tariff-Change-Usage AVP

The Tariff-Change-Usage AVP (AVP Code 452) is of type Enumerated and
defines whether units are used before or after a tariff change, or
whether the units straddled a tariff change during the reporting
period.  Omission of this AVP means that no tariff change has
occurred.

In addition, when present in answer messages as part of the
Multiple-Services-Credit-Control AVP, this AVP defines whether units
are allocated to be used before or after a tariff change event.

When the Tariff-Time-Change AVP is present, omission of this AVP in
answer messages means that the single quota mechanism applies.


Tariff-Change-Usage can be one of the following:

UNIT_BEFORE_TARIFF_CHANGE       0

When present in the Multiple-Services-Credit-Control AVP, this
value indicates the amount of the units allocated for use before a
tariff change occurs.

UNIT_AFTER_TARIFF_CHANGE        1

When present in the Multiple-Services-Credit-Control AVP, this
value indicates the amount of the units allocated for use after a
tariff change occurs.

When present in the Used-Service-Unit AVP, this value indicates
the amount of resource units used after tariff change had
occurred.

UNIT_INDETERMINATE

2

The used unit contains the amount of units that straddle the
tariff change (e.g., the metering process reports to the credit-
control client in blocks of n octets, and one block straddled the
tariff change).  This value is to be used only in the Used-
Service-Unit AVP.

8.21.  CC-Time AVP

The CC-Time AVP (AVP Code 420) is of type Unsigned32 and indicates
the length of the requested, granted, or used time in seconds.

8.22.  CC-Money AVP

The CC-Money AVP (AVP Code 413) is of type Grouped and specifies the
monetary amount in the given currency.  The Currency-Code AVP SHOULD
be included.  It is defined as follows (per the grouped-avp-def of
RFC 3588 [DIAMBASE]):

CC-Money ::= < AVP Header: 413 >


{ Unit-Value }


[ Currency-Code ]

8.9.  Exponent AVP

Exponent AVP is of type Integer32 (AVP Code 429) and contains the
exponent value to be applied for the Value-Digit AVP within the
Unit-Value AVP.
8.11.  Currency-Code AVP

The Currency-Code AVP (AVP Code 425) is of type Unsigned32 and
contains a currency code that specifies in which currency the values
of AVPs containing monetary units were given.  It is specified by
using the numeric values defined in the ISO 4217 standard [ISO4217].

8.23.  CC-Total-Octets AVP

The CC-Total-Octets AVP (AVP Code 421) is of type Unsigned64 and
contains the total number of requested, granted, or used octets
regardless of the direction (sent or received).

8.24.  CC-Input-Octets AVP

The CC-Input-Octets AVP (AVP Code 412) is of type Unsigned64 and
contains the number of requested, granted, or used octets that can
be/have been received from the end user.

8.25.  CC-Output-Octets AVP

The CC-Output-Octets AVP (AVP Code 414) is of type Unsigned64 and
contains the number of requested, granted, or used octets that can
be/have been sent to the end user.

8.26.  CC-Service-Specific-Units AVP

The CC-Service-Specific-Units AVP (AVP Code 417) is of type
Unsigned64 and specifies the number of service-specific units (e.g.,
number of events, points) given in a selected service.  The service-
specific units always refer to the service identified in the
Service-Identifier AVP (or Rating-Group AVP when the Multiple-
Services-Credit-Control AVP is used).
8.1.  CC-Correlation-Id AVP

   The CC-Correlation-Id AVP (AVP Code 411) is of type OctetString and

   contains information to correlate credit-control requests generated

   for different components of the service; e.g., transport and service

   level.  The one who allocates the Service-Context-Id (i.e., unique

   identifier of a service specific document) is also responsible for

   defining the content and encoding of the CC-Correlation-Id AVP.

10. Flows
Offline Event based Charging

Offline (Simple)
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Flow 1: offline charging request event-record generation

This is a flow for offline charging request event-record generation for a subscriber who uses offline charging. Here, each message sent by the charging client towards offline charging is self contained, meaning that it contains enough information for the offline charging to record a charge. Multiple such messages may occur during a service interaction, but the offline charging does not aggregate them.

1. “Charging Data generation”: The subscriber invokes a service that is supported by the charging enabler user, and charging data is generated. 

2. “Send Charging Data”: As a result of the service usage, the charging enabler user invokes the CH-1 interface and calls the offline charging system. This message may occur zero or more times.

3. “Process request”: The charging system processes, and records the event

4. “Response”: The charging system answers the charging enabler user with a generated offline charging response and terminates the connection.

Offline Session based Charging

Offline (Session)
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This is a possible flow for offline, session based charging. In addition to the offline event based charging in section (n.n.n), in this flow the charging enabler user may send a sequence of partial information which is then aggregated by the offline charging system into a final charge.

5. “Init Chg data generation”: the subscriber invokes a service that is supported by the charging enabler user.

6.  “StartRecord”: The charging enabler user invokes CH-1, and sends in the initial StartRecord a request indicating to start a logical session that is associated with a service interaction. The StartRecord charging data request message may also convey information describing the service and identifying the service user.

7. “Response”: The Offline Charging system responds with received and recorded – or information about failure. 

8. “Service Interaction”: The service user is using the service.

9. “InterimRecord”: As the service usage proceeds, the charging enabler user sends the charging information it has collected so far using the CH-1 interface due to intermediate timer expiry. The periodicity is conveyed in a data element (Chg-Interim-interval) to the offline charging system. This message may occur zero or more times.

10. “Response”: The Offline Charging system responds with received and recorded – or information about failure.

11. “Service Termination”: The Service user decides to terminate the service. 

12. “StopRecord”: The charging enabler user sends final charging information to the charging system. This message implies that the session opened by the Initial Charging Data shall be closed. 
13. “Response”: The Offline Charging system responds with received and recorded – or information about failure
11. Bindings
Editors Note:

Just a first wiff at the binding tables… Not ready, as you can clearly see…
11.1 OMA CH-1 binding to Diameter

11.1.1 Messages

	OMA- Message type
	Diameter Mesage type
	
	

	Offline-Charging-Request
	Accounting-Request
	
	

	Event
	
	
	

	Start
	
	
	

	Interim
	
	
	

	Stop
	
	
	

	Offline-Charging-Response
	
	
	


11.1.2 Parameters

	OMA- Data-Element
	Diameter base protocol AVP

RFC 3588
	3GPP AVP extension

TS 32299-630
	Diameter CC

RFC 4006

	1-n  Diameter required parameters-(
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	MessageType
	
	
	

	Charging-Record-Type
	Accounting-Record-Type
	
	

	Charging-Record-Number
	Accounting-Record-Number
	
	

	User-Name
	User-Name
	
	

	Chg-Interim-Interval
	Acct-Interim-Interval
	
	

	Event-Timestamp
	Event-Timestamp
	
	

	User Session Id
	
	User Session Id
	

	Calling-Party-Address
	
	Calling-Party-Address
	

	Called-Party-Address
	
	Called-Party-Address
	

	Application-server
	
	Application-server
	

	Authorized-QoS
	
	Authorized-QoS
	

	Service-Id
	
	Service-Id
	

	Cause
	
	Cause
	

	Cause-Code
	
	Cause-Code
	

	Node-Functionality
	
	Node-Functionality
	

	Service-Specific-Data
	
	Service-Specific-Data
	

	*[Used-Service-Unit]
	
	
	*[Used-Service-Unit]

	 
[Tariff-Change-Usage]
	
	
	 
[Tariff-Change-Usage]

	 
[CC-Time]
	
	
	 
[CC-Time]

	
[CC-Money]
	
	
	
[CC-Money]

	
{Unit-Value}
	
	
	
{Unit-Value}

	
{Value-Digits}
	
	
	
{Value-Digits}

	 
[Exponent]
	
	
	 
[Exponent]

	 
[Currency-Code]
	
	
	 
[Currency-Code]

	 
[CC-Total-Octets]
	
	
	 
[CC-Total-Octets]

	 
[CC-Input-Octets]
	
	
	 
[CC-Input-Octets]

	 
[CC-Output-Octets]
	
	
	 
[CC-Output-Octets]

	 
[CC-Service-Specific-
Units]
	
	
	 
[CC-Service-Specific-
Units]


Appendix A

Diameter Base protocol parameters for offline charging 

RFC3588
	Diameter base protocol AVPs
	OMA

	AVP
	

	<Diameter-Header:271,REQ,PXY>
	YES-PROT

	<Session-Id> -- Diameter Session Id
	YES-PROT

	{Origin-Host}
	YES-PROT

	{Origin-Realm}
	YES-PROT

	{Destination-Realm}
	YES-PROT


	{Accounting-Record-Type}
	YES

	{Accounting-Record-Number}
	YES

	[Acct-Application-Id]
	NO

	[Vendor-Specific-Application-Id]
	NO

	
[ Vendor-Id ]
	NO

	
{ Auth-Application-Id }
	NO

	
{ Acct-Application-Id }
	NO

	[User-Name]
	YES

	[Accounting-Sub-Session-Id]
	NO

	[Accounting-RADIUS-Session-Id]
	NO

	[Acct-Multi-Session-Id]
	NO

	[Acct-Interim-Interval]
	YES

	[Accounting-Realtime-Required]
	NO

	[Origin-State-Id]
	YES-PROT

	[Event-Timestamp]
	YES

	*[Proxy-Info]
	NO

	
{ Proxy-Host }
	NO

	
{ Proxy-State }
	NO

	*[Route-Record]
	NO

	*[AVP]
	NO


Editors note: This specification also included the used service unit AVP for online charging RFC4006 in the “request message” section –  This is not included here (yet) – should the entire talble from RFC 4006 be included here?

3GPP extension parameters for Offline Charging

	3GPP Diameter Accounting AVPs
	OMA

	[Event-Type]
	NO


	
[SIP-Method]
	NO

	
[Event]
	NO

	
[Content-Type]
	NO

	
[Content-Length]
	NO

	
[Content-Disposition]
	NO

	[Role-of-Node]
	NO


	[User Session Id]
	YES

	[Calling-Party-Address]
	YES


	[Called-Party-Address]
	YES


	[Time-stamps]
	YES


	
[SIP-Request-Timestamp]
	NO

	
[SIP-Response-Timestamp]
	NO

	[Application-server]
	YES

	[Application-provided-called-party-address]
	YES

	[Inter-Operator-Identifier]
	YES

	
[Originating-IOI]
	YES

	
[Terminating-IOI]
	YES

	[IMS-Charging-Identifier]
	YES


	*[SDP-Session-Description]
	NO

	*[SDP-Media-component]
	YES

	
[SDP-Media-Name]
	YES

	
*[SDP-Media-Description]
	YES

	
[GPRS-Charging-Id]
	YES


	[GGSN-Address]
	NO

	[Served-Party-IP-Address]
	YES


	[Authorized-QoS]
	YES

	[Server-Capabilities
]
	NO

	[Trunk-Group-Id]
	NO

	
[Incoming-Trunk-Group-Id]
	NO

	
[Outgoing-Trunk-Group-Id]
	NO

	[Bearer-Service]
	NO

	[Service-Id]
	YES

	[UUS-Data]
	NO

	
[Amount-of-UUS-data]
	NO

	
[Mime-type]
	NO

	
[Direction]
	NO

	[Cause]
	YES

	
{Cause-Code}
	YES

	
{Node-Functionality}
	YES

	[Service-Specific-Data]
	YES


Answer Parameters for Offline Charging
RFC
	Diameter base protocol AVPs

	AVP
	OMA

	<Diameter-Header:271,PXY>
	YES-PROT

	<Session-Id>

	YES-PROT

	{Result-Code}
	YES-PROT

	{Origin-Host}
	YES-PROT

	{Origin-Realm}
	YES-PROT


	{Accounting-Record-Type}
	YES

	{Accounting-Record-Number}
	YES

	[Acct-Application-Id]
	NO

	[Vendor-Specific-Application-Id]
	NO

	
[ Vendor-Id ]
	NO

	
{ Auth-Application-Id }
	NO

	
{ Acct-Application-Id }
	NO

	[User-Name]
	YES

	[Accounting-Sub-Session-Id]
	NO

	[Accounting-RADIUS-Session-Id]
	NO

	[Acct-Multi-Session-Id]
	NO

	[Error-Reporting-Host]
	NO

	[Acct-Interim-Interval]
	YES

	[Accounting-Realtime-Required]
	NO


	[Origin-State-Id]
	YES-PROT


	[Event-Timestamp]
	YES

	*[Proxy-Info]
	NO

	
{ Proxy-Host }
	NO

	
{ Proxy-State }
	NO

	*[AVP]
	NO


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is clearly understood at the time of submission that the text and contents in this proposal requires further processing of, and additions/removal to/from the content. 
This input contribution is NOT asking the MCC to agree to the contents in this document under detailed proposal as a finished specification text!

The request is simply to accept the text in section “Detailed proposal” as an initial text on which it will be able to work on, and make changes to.










�Used by the protocol


�Will need timestamps, nested AVPs cCurrently only used for SIP


�May not need it - could identify OMA enabler? like PoC


�Service initiator, who establised the session


�Who is the "initiated" party


�Used for SIP Specific purposes


�Need a Charging identifier, but not for only for IMS  however, this is applicable where IMS is the bearer for the OMA Service Environment.


�Same comment as about IMS charging identifier: Need an identifier for charging 


�currently GPRS specific.


�Mandatory - capability, servername


�For the protocol itself, and are needed - but we do not need it.... To be able to transfer data correctly we will use it ... Will be used in "mapping"


�Used by the protocol.


�will use diameter credit control RFC 4006


�Protocol specific (used for e.g. rollbacks)
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