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1. Scope

The charging architecture document [CHG-AD] identifies three different interfaces between the charging enabler user and the charging enabler: Offline charging inteface (CH-1), online charging interface (CH-2) and online-offline determination interface (CH-3). 

The scope of this document is to provide the technical specification of the CH-2 interface. 

This document defines:

· Messages and messages types of the CH-2 interface. 

· Parameters (data elements) used in the messages with their descriptions and possible values.

· It also illustrates the flows of information exchanged between the user agent, the charging enabler user and charging enabler through time in different scenarios.
· Bindings of OMA CH-2 interface to a specific protocol (e.g. Diameter protocol), and a description of the layered protocol architecture.
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	[OMA-DICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™, OMA-Dictionary-V2_1-20040914-A, URL:http://www.openmobilealliance.org/

	[CHG-WRKSPLT]
	“White Paper on Charging Worksplit”, Open Mobile AllianceTM, OMA-WP-Charging-Worksplit-V1_0-20050315-A, URL:http: //www.openmobilealliance.org/

	[TS32.240]
	“Telecommunication management; Charging management; Charging architecture and principles”, 3GPP Technical Specification TS32.240, URL: http://www.3gpp.org

	[TS32.272]
	“Telecommunication management; Charging Management; Push-to-Talk over Cellular (PoC) charging”, 3GPP Technical Specification TS32.272, URL: http://www.3gpp.org

	[TS32.270]
	"Telecommunication management; Charging management; Multimedia Messaging Service (MMS) charging", 3GPP Technical Specification TS32.270, URL: http://www.3gpp.org

	[TS32.299]
	“Telecommunication management; Charging management; Diameter Charging Applications”, 3GPP Technical Specification TS32.299, URL: http://www.3gpp.org

	[X.S0013-007-A]
	3GPP2 X.S0013-007-A, All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Charging Architecture

	[X.S0013-008-A]
	X.S0013-008-A, All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Accounting Information Flows and Protocol

	[X.S0013-015-B]
	X.S0013-015-B, All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Online Charging System

	[RFC3588]
	“Diameter Base Protocol”, P. Calhoun, J. Loughney, E. Guttman, G. Zorn, J. Arkko. September 2003, URL:http://www.ietf.org/rfc/rfc3588.txt

	[RFC4005]
	“Diameter Network Access Server Application”, P. Calhoun, G. Zorn, D. Spence, D. Mitton. August 2005, URL:http://www.ietf.org/rfc/rfc4005.txt


	[RFC4006]
	“Diameter Credit-Control Application”, H. Hakala, L. Mattila, J-P. Koskinen, M. Stura, J. Loughney. August 2005, URL:http://www.ietf.org/rfc/rfc4006.txt


3. Terminology and Conventions

3.1 Conventions

<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< OR if doc is informative just keep the next line.  DELETE THIS COMMENT>>

This is an informative document, which is not intended to provide testable requirements to implementations.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

	Account Management
	Maintaining accounts, where an account is a record of debit and credit transactions. See also Charging Account

	Aggregation
	Combining charging information for the same session, typically over a time period.

	Application
	See [OMA-DICT]

	Authorization
	The act of determining whether something or someone will be granted access to a resource.

	CH-1
	Offline Charging Interface

	CH-2
	Online Charging Interface

	CH-3
	Online-Offline Determination Interface

	Charging
	See [OMA-DICT]

	Charging Enabler
	A set of functions that enable other OMA enablers, applications, or other resources to charge service users. 

	Charging Enabler Implementation
	A physical implementation of the functions defined by the Charging Enabler in order to enable other OMA enablers, or applications, to charge service users. The implementation may consist of one or more physical entities, each implementing one ore more of the functions. Some of the implementation entities may be defined by organisations other than OMA, e.g. 3GPP/2, depending on the particular deployment.

	Chargeable Event
	See [OMA-DICT]

	Charging Account
	See [OMA-DICT]

	Charging Aggregation
	See Aggregation.

	Charging Correlation
	See Correlation.

	Charging enabler user
	A charging enabler user invokes and interacts with the charging enabler

	Charging Event
	A set of charging information sent by the charging enabler user for further processing. 

	Charging Infrastructure
	This term denotes any infrastructure that maintains the charging accounts.

	Correlation
	Making a connection or relationship between charging events that belong to the same service, but may not be in the same session.

	Interface
	See [OMA-DICT].

	Offline Charging
	See [OMA-DICT].

	Online Charging
	See [OMA-DICT].

	Quota
	A prescribed number or share of service units generally associted with service usage. (E.g. a maximum amount of credits, time or volume for use of a service.)

	Quota Management
	Determining and allocation of a quota granted to a charging enabler user prior to providing a service based on the quota.

	Rating
	The function of determining the price or value of individual charging events.

	Resource
	Any component, enabler, function or application that can receive and process requests.


3.3 Abbreviations

For the purposes of this document, the abbreviations given in [OMA-DICT] apply and the following also apply:

	3G
	3rd Generation

	3GPP
	3rd Generation Partnership Project

	3GPP/2
	3GPP and 3GPP2

	3GPP2
	3rd Generation Partnership Project 2

	AD
	Architecture Document

	AVP
	Attribute Value Pair

	BCAST
	Broadcast

	CC
	Credit Control

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IMS
	IP Multimedia System

	IMSI
	International Mobile Subscriber Identity

	IP
	Internet Protocol

	ISDN
	Integrated Services Digital Network

	MSISDN
	Mobile Subscriber ISDN Number

	NAI
	Network Access Identifier

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	PoC
	Push-to-Talk over Cellular

	PRV
	Privacy

	QoS
	Quality of Service

	RD
	Requirements Document

	RFC
	Request for Comments

	SEC
	Security

	SIP
	Session Initiation Protocol

	SMS
	Short Message Service

	TS
	Technical Specification

	URI
	Uniform Resource Identifier

	WAP
	Wireless Application Protocol

	Wi-Fi(

	Wireless Fidelity

	WLAN
	Wireless Local Area Network


4. Introduction

Online charging is a charging process where charging information can affect, in real time, the service rendered and therefore directly interacts with the session/service control.

This document describes the technical specification of the OMA CH-2 Online Charging interface. The CH-2 interface lies between the charging enabler user and the charging enabler. 

The charging enabler user utilizes this interface to communicate charging information to the underlying charging infrastructure using the charging enabler. But at the same time, the charging enabler user needs a kind of feedback to perform a control of the service being rendered. For this reason, the interface defines a request-response messages structure, that is used for the charging enabler user to perform the needed control.

This document is a guide for developers of a charging enabler user that needs an online charging process in order to provide the desired service features to subscribers.
5. Sections As Needed

<<Sections for the normative specification text.  Fill in as needed.  The following validates the styles used for the headers.  DELETE THIS COMMENT >>

5.1 Example Level 2

<text>

5.1.1 Example Level 3

<text>

5.1.1.1 Example Level 4

<text>
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7. Messages

7.1 Overview to Message Types

The OMA CH-2 Online Charging Interface supports several different types of messages which are described in this chapter. These messages can be used to realize different online charging flows between the Charging Enabler User and the Charging Enabler. The flows are described later in this document in Chapter X.

The different online charging message types can be grouped into three main categories based on similar structure and purpose of use. This hierarchy of message types is illustrated in the figure below.

[image: image4]
First of all, there are requests and responses. Requests are sent by the Charging Enabler User to the Charging Enabler. Responses are sent by the Charging Enabler to the Charging Enabler User.

Online Charging interactions are always initiated by the Charging Enabler User. Online Charging Event Requests are requests that are, on the interface and protocol level, independent of each other. In other words, each Event Request starts a new interaction and is followed by a single response which ends this interaction. From the interface and protocol perspective, all following Event Requests are unrelated to the previously completed interactions.

Online Session Requests relate to interactions between the Charging Enabler User and the Charging Enabler where several related consecutive requests constitute a session, i.e. a chain of request-response pairs. 
7.2 Online Charging Requests


All Online charging messages of type one-time event and session requests share the same basic data element structure which is described below. The specific parameter values, as they are used in specific messages, are explained in the subsections following the table.

	OMA Data Element
	Category
	Description

	Session Id
	Mandatory
	This field is used to identify a specific session.  All messages pertaining to a specific session MUST include only one Session-Id field and the same value MUST be used throughout the life of a session.



	Origin Host
	Mandatory
	The Origin-Host field MUST be present in all messages.  This field identifies the endpoint that originated the message.

	Origin Realm
	Mandatory
	This field contains the Realm of the originator of any message and MUST be present in all messages.

	Destination Realm 

                                   
	Mandatory
	This field contains the realm the message is to be routed to

	 Auth Application Id 


	Mandatory
	This field is used in order to advertise support of the Authentication and

   Authorization portion of an application

	Service Context Id
	Mandatory
	This field contains a unique identifier of the binding version.

   

	Request Type
	Mandatory
	This field contains the reason for sending the online charging request message

	Request Number
	Mandatory
	This field identifies this request within one session.

	Destination Host


	Optional
	This field contains the adresse of the charging enabler.

	Requested Action
	Optional
	This field contains the requested action being sent by charging enabler user where Request Type is set to EVENT_REQUEST.

	Correlation Id
	Optional
	This field contains information to correlate charging requests generated for different components of the service; e.g., presence and MMS enablers.

	Subscription Id
	Optional
	This field is used to identify the end user's subscription

	   Subscription Id Type
	Mandatory
	This is used to determine which type of identifier is carried by the subscription-Id e.g : email, MSISDN,  IMSI, SIP URI ..

	   Subscription Id Data
	Mandatory
	This filed is used to identify the end user. 

	Event Timestamp
	Optional
	This Data Element records the time at which the reported event occurred.

	Termination Cause
	Optional
	This field is used to indicate the reason why a session was terminated on the access device.



	Multiple service indicator
	Optional
	This field indicates the usage of the MSCC. It’s capable of handling multiple services independently within an online charging

Session

	Multiple Services Credit Control
	Optional
	This field contains a list of informations related to the independent online charging requests of multiple services feature

	      Granted Service Unit
	Optional
	This field contains the amount of units that the Diameter credit-control client

can provide to the end user until the service must be released or the   new Request must be sent. 

	           Tariff Time Change
	Optional
	It is sent from the server to the client and includes the time in seconds since January 1, 1900, 00:00 UTC, when the tariff of the service will be changed.



	           Time
	Optional
	This field indicates the length of the requested, granted, or used time in seconds.

	           Money
	Optional
	This field specifies the  monetary amount in the given currency.  The Currency-Code field SHOULD be included. 

	               Unit Value
	Mandatory
	This field is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.



	                       Value Digits
	
	This field contains the significant digits of a Unit-Value without any decimal point.



	                       Exponent
	Optional
	This field is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

	               Currency Code
	Optional
	This filed is used to specify which currency is used in a monetary value described by another parameter.

	            Total Octets
	Optional
	This field contains the total number of requested, granted, or used octets regardless of the direction (sent or received).



	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier  field 

	   [Used-Service-Unit]
	Optional
	This field contains the amount of used units measured from the point when the service became active or, if interim interrogations are used during the session, from the point when the previous measurement ended.

	           Tariff Time Change
	Optional
	It is sent from the server to the client and includes the time in seconds since January 1, 1900, 00:00 UTC, when the tariff of the service will be changed.



	           Time
	Optional
	This field indicates the length of the requested, granted, or used time in seconds.

	           Money
	Optional
	This field specifies the  monetary amount in the given currency.  The Currency-Code field SHOULD be included. 

	               Unit Value
	Mandatory
	This field is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.



	                       Value Digits
	
	This field contains the significant digits of a Unit-Value without any decimal point.



	                       Exponent
	Optional
	This field is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

	               Currency Code
	Optional
	This filed is used to specify which currency is used in a monetary value described by another parameter.

	            Total Octets
	Optional
	This field  contains the total number of requested, granted, or used octets

regardless of the direction (sent or received).



	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field eld contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	   [Requested-Service-Unit]
	Optional
	This field contains the amount of used units measured from the point when the service became active or, if interim interrogations are used during the session, from the point when the previous measurement ended.

	           Time
	Optional
	This field indicates the length of the requested, granted, or used time in seconds.

	           Money
	Optional
	This field specifies the  monetary amount in the given currency.  The Currency-Code field SHOULD be included. 

	               Unit Value
	Mandatory
	This field is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.



	                       Value Digits
	
	This field contains the significant digits of a Unit-Value without any decimal point.



	                       Exponent
	Optional
	This field is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

	               Currency Code
	Optional
	This filed is used to specify which currency is used in a monetary value described by another parameter.

	            Total Octets
	Optional
	This field contains the total number of requested, granted, or used octets

regardless of the direction (sent or received).



	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	   [Used-Service-Unit]
	Optional
	This field contains the amount of used units measured from the point when the service became active or, if interim interrogations are used during the session, from the point when the previous measurement ended.

	           Time
	Optional
	This field indicates the length of the requested, granted, or used time in seconds.

	           Money
	Optional
	This field specifies the  monetary amount in the given currency.  The Currency-Code field SHOULD be included. 

	               Unit Value
	Mandatory
	This field is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.



	                       Value Digits
	
	This field contains the significant digits of a Unit-Value without any decimal point.



	                       Exponent
	Optional
	This field is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

	               Currency Code
	Optional
	This filed is used to specify which currency is used in a monetary value described by another parameter.

	            Total Octets
	Optional
	This field  contains the total number of requested, granted, or used octets

regardless of the direction (sent or received).

	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	       Service Identifier
	Optional
	This field contains the identifier of a service. The specific service the request relates to is uniquely identified by the combination of   Service-Context-Id and Service-Identifier.

	Proxy info
	Optional
	

	   Proxy host
	Mandatory
	This   field contains the identity of the host that added the Proxy-Info field.

	   Proxy state
	Mandatory
	This field contains state local information

	Route record
	Optional
	This field contains an identifier inserted by relying or proxying node to identify the node it recived the message from 

	Service information
	Optional
	This field contains all the charging enabler user specific information for the Online charging.


7.2.1 Online Charging event requests
7.2.1.1 Debit Request

The debit request can be used to combine the operations of checking sufficient account balance before service delivery and committing the debiting the account to the same request. In case the account balance is sufficient for the requested service usage, the account is also immediately debited and there is no need to perform a separate request to commit the credit reservation. Debit request could be used, for example, for the following reasons:

· There are certain service events for which service execution is always successful in the service environment. 

· The delay between the service invocation and the actual service delivery to the end user can be sufficiently long that the use of the session-based charging would lead to unreasonably long charging sessions.

In these cases, the Charging Enabler User SHOULD be sure that the requested service event execution will be successful when this request is used.

	OMA Data Element
	Values

	[Requested-Action]
	DIRECT DEBITING


7.2.1.2 Balance Check Request

The balance check request can be used to check if the subscriber’s account balance is sufficient to allow the requested service usage without actually making a credit reservation. The response is of type yes/no. 

	OMA Data Element
	Values

	[Requested-Action]
	BALANCE_CHECK


7.2.1.3 Refund Request

Some services may refund service units to the end user's account, for example gaming services.
	OMA Data Element
	Values

	[Requested-Action]
	REFUND ACCOUNT


7.2.1.4 Price Enquiry Request

The Charging Enabler User may need to know the cost of the service usage.  Services offered by application service providers whose costs are not known by the Charging Enabler User might exist.  The end user might also want to get an estimation of the cost of a service event before requesting it.

	OMA Data Element
	Values

	[Requested-Action]
	PRICE_ENQUIRY


7.2.2 Online Charging Session Requests

All messages of type charging session request share the same basic data element structure which is described below. The specific parameter values and their meaning, as well as any additional data elements in the different session request types are explained in the subsections following the table.

7.2.2.1 Initial Request

Initial request is used to initiate a charging session and perform the first credit reservation by including the Requested-Service-Unit structure if nescessary. In the initial request, CC-Request-Type is set to INITIAL_REQUEST as indicated in the table below.

	OMA Data Element
	Values

	Request Type
	INITIAL_REQUEST

	Request Number
	0


7.2.3 Update Request

Update requests can be used during a charging session between the initial request and termination request to report used quota and/or request additional quota. To report usage, the Charging Enabler User may include the Used-Service-Unit structure, and to request quota, the Requested-Service-Unit structure can be used.

	OMA Data Element
	Values

	Request Type
	UPDATE_REQUEST

	Request Number
	1…N


7.2.4 Termination Request

Termination request is used to close a charging session and to report all service usage that has not been reported in preceding update requests.

	OMA Data Element
	Values

	Request Type
	TERMINATION _REQUEST



	Request Number
	N+1

	Termination Cause
	LOGOUT 

SERVICE_NOT_PROVIDED    
BAD_ANSWER
ADMINISTRATIVE

LINK_BROKEN       

AUTH_EXPIRED

USER_MOVED
SESSION_TIMEOUT

      


Additional data elements in the termination request:

7.3 Online Charging Responses

	OMA Data Element
	Category
	Description

	Session Id
	Mandatory
	This field is used to identify a specific session.  All messages pertaining to a specific session MUST include only one Session-Id field and the same value MUST be used throughout the life of a session.



	Result-Code
	Mandatory
	This field indicates whether a particular request was completed successfully or whether an error occurred.  



	Origin Host
	Mandatory
	The Origin-Host field MUST be present in all messages.  This field identifies the endpoint that originated the message.

	Origin Realm
	Mandatory
	This field contains the Realm of the originator of any message

 and MUST be present in all messages.

	 Auth Application Id 


	Mandatory
	This field is used in order to advertise support of the Authentication and

   Authorization portion of an application

	Request Type
	Mandatory
	This field contains the reason for sending the online charging request message

	Request Number
	Mandatory
	This field identifies this request within one session.

	Requested Action
	Optional
	This field contains the requested action being sent by charging enabler user where Request Type is set to EVENT_REQUEST.

	Event Timestamp
	Optional
	This Data Element records the time at which the reported event occurred.

	Multiple Services Credit Control
	Optional
	This field contains a list of informations related to the independent online charging requests of multiple services feature

	      Granted Service Unit
	Optional
	This field contains the amount of units that the Diameter credit-control client can provide to the end user until the service must be released or the   new Request must be sent. 

	           Tariff Time Change
	Optional
	It is sent from the server to the client and includes the time in seconds since January 1, 1900, 00:00 UTC, when the tariff of the service will be changed.



	           Time
	Optional
	This field indicates the length of the requested, granted, or used time in seconds.

	           Money
	Optional
	This field specifies the  monetary amount in the given currency.  The Currency-Code field SHOULD be included. 

	               Unit Value
	Mandatory
	This field is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.



	                       Value Digits
	
	This field contains the significant digits of a Unit-Value without any decimal point.



	                       Exponent
	Optional
	This field is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

	               Currency Code
	Optional
	This filed is used to specify which currency is used in a monetary value described by another parameter.

	            Total Octets
	Optional
	This field  contains the total number of requested, granted, or used octets

regardless of the direction (sent or received).



	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This Field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	   [Used-Service-Unit]
	Optional
	This field contains the amount of used units measured from the point when the service became active or, if interim interrogations are used during the session, from the point when the previous measurement ended.

	           Tariff Time Change
	Optional
	It is sent from the server to the client and includes the time in seconds since January 1, 1900, 00:00 UTC, when the tariff of the service will be changed.



	           Time
	Optional
	This field indicates the length of the requested, granted, or used time in seconds.

	           Money
	Optional
	This field specifies the  monetary amount in the given currency.  The Currency-Code field SHOULD be included. 

	               Unit Value
	Mandatory
	This field is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.



	                       Value Digits
	
	This field contains the significant digits of a Unit-Value without any decimal point.



	                       Exponent
	Optional
	This field is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

	               Currency Code
	Optional
	This filed is used to specify which currency is used in a monetary value described by another parameter.

	            Total Octets
	Optional
	This field  contains the total number of requested, granted, or used octets regardless of the direction (sent or received).

	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	   [Requested-Service-Unit]
	Optional
	This field contains the amount of used units measured from the point when the service became active or, if interim interrogations are used during the session, from the point when the previous measurement ended.

	           Time
	Optional
	This field indicates the length of the requested, granted, or used time in seconds.

	           Money
	Optional
	This field specifies the  monetary amount in the given currency.  The Currency-Code field SHOULD be included. 

	               Unit Value
	Mandatory
	This field is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.



	                       Value Digits
	
	This field contains the significant digits of a Unit-Value without any decimal point.



	                       Exponent
	Optional
	This field is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

	               Currency Code
	Optional
	This filed is used to specify which currency is used in a monetary value described by another parameter.

	            Total Octets
	Optional
	This field  contains the total number of requested, granted, or used octets

regardless of the direction (sent or received).



	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	   [Used-Service-Unit]
	Optional
	This field contains the amount of used units measured from the point when the service became active or, if interim interrogations are used during the session, from the point when the previous measurement ended.

	           Time
	Optional
	This field indicates the length of the requested, granted, or used time in seconds.

	           Money
	Optional
	This field specifies the  monetary amount in the given currency.  The Currency-Code field SHOULD be included. 

	               Unit Value
	Mandatory
	This field is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.



	                       Value Digits
	
	This field contains the significant digits of a Unit-Value without any decimal point.



	                       Exponent
	Optional
	This field is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

	               Currency Code
	Optional
	This filed is used to specify which currency is used in a monetary value described by another parameter.

	            Total Octets
	Optional
	This Field  contains the total number of requested, granted, or used octets

regardless of the direction (sent or received).



	            Input Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been received from the end user.

	            Output Octets
	Optional
	This field contains the number of requested, granted, or used octets that can be/have been sent to the end user.

	             Service Specific Units
	Optional
	This field specifies the number of service-specific units (e.g.,  number of events, points) given in a selected service.  The service-

   specific units always refer to the service identified in the

   Service-Identifier field

	       Service Identifier
	Optional
	This field contains the identifier of a service. The specific service the request relates to is uniquely identified by the combination of   Service-Context-Id and Service-Identifier.

	Cost Information
	Optional
	This field is used to return the cost information of a service, which the Charging enabler user can transfer transparently to the end user.  The

included Unit-Value field contains the cost estimate (always type of money) of the service, in the case of price enquiry, or the  accumulated cost estimation, in the case of credit-control session.

	Final Unit Indication
	Optional
	This field indicates that the Granted-Service-Unit in the Online chaging response, contains the final units for the

   service.

	Check Balance Result
	Optional
	This field contains the result of the balance check.

	Credit Control Failure Handling
	Optional
	The Charging enabler  user uses information in this field 

   to decide what to do.

	Validity Time
	Optional
	This field is sent from the Charging enabler to the Charging enabler user.

The field contains the validity time of the granted service units.  The value field of the Validity-Time field is given in seconds.

	Proxy info
	Optional
	

	   Proxy host
	Mandatory
	This   field contains the identity of the host that added the Proxy-Info field.

	   Proxy state
	Mandatory
	This field contains state local information

	Route record
	Optional
	This field contains an identifier inserted by relying or proxying node to identify the node it recived the message from 


8. Parameter Descriptions

This section aims to describe the parameter used in CH-2 online charging interface. Based on the origin of the AVP, the parameters are classified into three groups: derived from IETF, derived from 3GPP, derived from OMA.Message-Type

8.1 Session-Id

The Session-Id is used to identify a specific online charging session and MUST stay the same throughout the session, this COULD be the linked to a specific charged session. The Session-Id MUST be globally and eternally unique.

(IETF RFC 3588)

8.2 Origin-Host

The Origin-Host is the identity of the charging enabler user and MAY be resolved in multiple addresses.

(IETF RFC 3588)

8.3 Origin-Realm

The Origin-Realm contains the realm to which the charging enabler user belongs.

(IETF RFC 3588)

8.4 Result-Code

The Result-Code indicates if the request was successfully or non-successfully completed, and some information on why.

(IETF RFC 3588, IETF RFC 4006, 3GPP TS 32.299)

8.5 Request-Type

The Request-Type contains the reason for sending the request to the charging enabler, the different types are Initial, Update, Termination or Event.

· An Initial is sent to indicate that a new session is initiated between a charging enabler user and the charging enabler.

· An Update is sent to update information about the session, and it MUST be sent when requested quota or validity time expires.

· A Termination is sent to indicate that the session between the charging enabler user and the charging enabler is terminated.

· An Event is sent when there is no need to send both an Initial and a Termination; this is when there is no need to have a session between the charging enabler and the charging enabler user.

(CC-Request-Type IETF RFC 4006)

8.6 Request-Number

The Request-Number is used together with the Session-Id to uniquely identify a request.

(CC-Request-Request IETF RFC 4006)

8.7 Requested-Action

The Requested-Action contains the action the charging enabler user wants the charging enabler to perform when the Request-Type is of type Event; the different actions are Debit, Refund, Balance Check or Price Inquiry.

· A Debit is sent to indicate that an amount is to be deduced from an account.

· A Refund is sent to indicate that an amount is to be credited to an account.

· A Balance Check is sent to check is the account has enough funds to cover a requested service, without reserving any funds.

· A Price Inquiry is sent to get the price for a specific service.

(IETF RFC 4006)

8.8 CC-Correlation-Id

The CC-Correlation-Id can be used to correlate requests generated for different parts of a service, and by different entities.

(IETF RFC 4006)

8.9 Subscription-Id

The Subscription-Id is used to identify the subscriber that has a subscription of the service provided. It consists of Subscription-Id-Type and Subscription-Id-Data.

(IETF RFC 4006)

8.10 Subscription-Id-Type

The Subscription-Id-Type describes the format of the Subscription-Id carried in the Subscription-Id-Data; this is either E.164, IMSI, SIP URI, NAI or User defined.

(IETF RFC 4006)

8.11 Subscription-Id-Data

The Subscription-Id-Data contains the subscriber identity, the format is determined by the Subscription-Id-Type.

(IETF RFC 4006)

8.12 Event-Timestamp

The Event-Timestamp is the time when a chargeable event occurred.

(IETF RFC 3588)

8.13 Requested-Service-Unit

The Requested-Service-Unit contains the units or quota requested by the charging enabler user, this is Time, Money or Octets (input, output or total). If the requested action is debit the Requested-Service-Units will contain the units to be used when debiting an account.  A charging enabler MAY only implement some of the different types of units or quota.

(IETF RFC 4006)

8.14 Used-Service-Unit

The Used-Service-Unit contains the units or quota used since last reported units used, if this is the first it SHALL contain the units used since the service was provided to the subscriber.

(IETF RFC 4006)

8.15 Granted-Service-Unit

The Granted-Service-Unit contains the units or quota granted to the charging enabler user by the charging enabler, this is Time, Money or Octets (input, output or total). If the requested action is debit the Granted-Service-Units will contain the units to that was debited to the account. A charging enabler user MAY only implement some of the different types of units or quota.

(IETF RFC 4006)

8.16 Tariff-Time-Change

The Tariff-Time-Change indicates the absolute time when the tariff for the service will be changed; the mechanism for tariff change is optional for both charging enabler and charging enabler user.

(IETF RFC 4006)

8.17 CC-Time

The CC-Time indicates the requested, granted or used time in seconds.

(IETF RFC 4006)

8.18 CC-Money

The CC-Money contains the amount of monetary units in a given currency. It consists of Unit-Value and Currency-Code.

(IETF RFC 4006)

8.19 Unit-Value

The Unit-Value is used to describe a value for instance a monetary value. It consists of Value-Digits and Exponent.

(IETF RFC 4006)

8.20 Value-Digits

The Value-Digits contains the significant digits of a Unit-Value without any decimal point.

(IETF RFC 4006)

8.21 Exponent

The Exponent is used together with the Value-Digit to express the 10-x exponent that should be applied to the Value-Digits.

(IETF RFC 4006)

8.22 Currency-Code

The Currency-Code is used to specify which currency is used in a monetary value described by another parameter.

(IETF RFC 4006)

8.23 CC-Total-Octets

The CC-Total-Octets contains the total number of octets (sent and received by the service user) that is requested, granted or used.

(IETF RFC 4006)

8.24 CC-Input-Octets

The CC-Input-Octets contains the number of input octets (received by the service user) that is requested, granted or used.

(IETF RFC 4006)

8.25 CC-Output-Octets

The CC-Output-Octets contains the number of output octets (sent by the service user) that is requested, granted or used.

(IETF RFC 4006)

8.26 CC-Service-Specific-Units

The CC-Output-Octets contains the number of service specific units that is requested, granted or used. To determine the meaning of the units it is used together with the Service-Identifier.

(IETF RFC 4006)

8.27 Cost-Unit

The Cost-Unit is used to give the units used (e.g. per minute, octet etc.) for the cost of the service in a, for a human, readable form.

(IETF RFC 4006)

8.28 Time-Quota-Threshold

(3GPP TS 32.299)

8.29 Volume-Quota-Threshold

(3GPP TS 32.299)

8.30 Cost-Information

The Cost-Information is used to carry information about the cost of service with the rate (e.g. units per minute) in a given currency. It consists of Unit-Value, Currency-Code and Cost-Unit.

(IETF RFC 4006)

8.31 Final-Unit-Indication

The Final-Unit-Indication is used to indicate that the last units for this service have been provided to the charging enabler user. It consists of Final-Unit-Action, Restriction-Filter-Rule, Filter-Id and Redirect-Server.

(IETF RFC 4006)

8.32 Final-Unit-Action

The Final-Unit-Action is used to provide the charging enabler user on how to treat the providing of service when the quota has been used up.

· Terminate indicates that the providing of service must end.

· Redirect indicates that the service user shall be redirected to what the Redirect-Server indicates.

· Restrict shall restrict the access according to Restriction-Filter-Rule or Filter-Id.

 (IETF RFC 4006)
8.33 Restriction-Filter-Rule

The Restriction-Filter-Rule indicates which services that should be accessible.

(IETF RFC 4006)
8.34 Filter-Id

(IETF RFC 4005)
8.35 Redirect-Server

The Redirect-Server indicates the address to where the service user should be redirected.

(IETF RFC 4006)
8.36 Check-Balance-Result

The Check-Balance-Result gives the result of a Balance Check.

· Enough Credit indicates that the service user has enough credit for the service.

· Not Enough Credit indicates that the service user has not enough credit for the service.

 (IETF RFC 4006)
8.37 Credit-Control-Failure-Handling

The Credit-Control-Failure-Handling is used to tell the charging enabler user how to treat the providing of service when there is a failure in the credit-control interaction with the charging user.

(IETF RFC 4006)
8.38 Validity-Time

The Validity-Time contains the how long time the granted units are valid.

(IETF RFC 4006)
8.39 Trigger-Type

The Trigger-Type indicates when or why there was an update of the rating contions.

(3GPP TS 32.299)

8.40 Direct-Debiting-Failure-Handling

The Direct-Debiting-Failure-Handling is used to tell the charging enabler user how to treat the providing of service when there is a failure in the debiting interaction with the charging user.

(IETF RFC 4006)
8.41 Service-Identifier

The Service-Identifier is used to identify the type of service.

(IETF RFC 4006)
8.42 Termination-Cause

The Termination-Cause is used indicate the reason for the termination of the session.

(IETF RFC 3588)

8.43 Authorised-QoS

(3GPP TS 32.299)
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10. Flows

In this section, event charging flow, session based charging flows  which compose the event charging and session based charging flow are depicted.  
10.1 Event Charging
Editor’s Note: unit determination to explain in somewhere of CH-2 TS,

Event charging flow is used for only one times event charging request, otherwise, session charging will be used.

Editor’s note: charging enabler user is defined in the charging enabler AD. The specific terminology is defined in OMA related documents.

10.1.1 Immediate Event Charging

[image: image28.wmf] 

1.

 

Service Request

 

User Agent

 

Charging Enabler User

 

Charging 

Enabler

 

3.

 Service Delivery

 

2

.

 

Direct Debit

 Operation

 


8. Service Request: The user agent request for resource usage from charging enabler user.
9. Direct Debit Operation: The operation is used to debit the subscriber’s account. The detailed direct debit operation flow can be referred to Section 8.3.1.
10. Service Delivery: Service is being delivered. 
10.1.2 Event Charging with Balance Check
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8. Service Request: The user agent request for resource usage from charging enabler user .
9. Balance Check Operation: In some cases, before the service is provided, the content provider only need balance check to define if the user can access the content without reservation. The operation is used to check if the subscriber’s account balance is sufficient to allow the requested service usage. The detailed balance check operation flow is depicted in section 8.3.2
10. Service Delivery: Service is being delivered. 
11. Direct Debit Operation: The operation is used to debit the subscriber’s account. The detailed direct debit operation is referred to Section 8.3.1
10.2 Session based Charging 

Editor notes: in this chapter, flow should be classified based on the message or service attribute?

10.2.1 Event Charging with Reservation
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17. Service Request: The user agent request for resource usage from charging enabler user.
18. Reserve Units Operation:  The operation is used to reserve service units from the subscriber’s account. The detailed reserve units operation flow can be referred to Section 8.3.5
19. Reserved Units Supervision:  Simultaneously with the service delivery, the charging enabler user monitors the consumption of the reserved units.

20. Service Delivery: Service is being delivered.
21. Reserve Units and Debit Units Operations: The operations are used to debit the subscriber’s account and reserve service units from the subscriber’s account. The detailed reserve units and debit units operations flow can be referred to Section 8.3.6
22. Reserved Units Supervision:  Simultaneously with the service delivery, the charging enabler user monitors the consumption of the reserved units.

23. Service Delivery: Service is being delivered. Step 5 to 7 may be repeated zero or several times.
24. Debit Units Operation: The operation is used to debit the subscriber’s account.  The detailed debit units operation flow can be referred to Section 8.3.7
10.2.2 Session Charging with Reservation
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15. Session Request: The user agent request for resource usage from charging enabler user.
16. Reserve Units Operation: The operation is used to reserve service units from the subscriber’s account. The detailed reserve units operation flow can be referred to Section 8.3.5.
17. Reserved Units Supervision: Simultaneously with the service delivery, the charging enabler user monitors the consumption of the reserved units.
18. Session Delivery: Service delivery starts and the reserved units are concurrently controlled.
19. Reserve Units and Debit Units Operations: The operations are used to debit the subscriber’s account and reserve service units from the subscriber’s account. The detailed reserve units and debit units operations flow can be referred to Section 8.3.6
20. Reserved Units Supervision:  Simultaneously with the service delivery, the charging enabler user monitors the consumption of the reserved units.

21. Session Delivery: Service delivery continues and the reserved units are concurrently controlled. Step 5 to 7 may be repeated zero or several times. The charging enabler user delivers the service at once, in fractions or in individually chargeable items, corresponding to the number of granted units.
12. Session Termination: The session is terminated at the charging enabler user.
13. Debit Units Operation: The operation is used to debit the subscriber’s account. The detailed debit units operation flow can be referred to Section 8.3.7
10.3 Primary Action Flow

The completely online charging flow is composed of kinds of primary action flows. This section describes the primary flow to use in online charging.
10.3.1 Direct Debit Operation
In deployment, unit determination and rating control function are realized at charging enabler user and charging enabler respectively, the operation flow of direct debit is depicted as following:
10.3.1.1 Decentralized Unit Determination and Centralized Rating
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6. Units Determination: The charging enabler user determines the number of units associating with requested service.
7. Debit Request: The charging enabler user sends Debit Request with Requested-Action AVP set to DIRECT_DEBITING to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (non-monetary units) indicating the number of units determined.
8. Rating Control: Assisted by the rating entity the charging enabler calculates the number of monetary units that represents the price for the number of units requested.
9. Account Control: Provided that the user's credit balance is sufficient, the charging enabler triggers the deduction of the calculated amount from the subscriber's account.
10. Response: The charging enabler returns Response message with CC-Request-Type AVP set to EVENT_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.1.2 Centralized Unit Determination and Centralized Rating
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6. Debit Request: The charging enabler user sends Debit Request with Requested-Action AVP set to DIRECT_DEBITING to indicate service specific information to the charging enabler. The request message includes Service-Identifier AVP (SI) indicating the requested service. 
7. Units Determination: The charging enabler determines the number of units associating with requested service.
8. Rating Control: Assisted by the rating entity the charging enabler calculates the number of monetary units that represents the price for the number of units determined.
9. Account Control: Provided that the user's credit balance is sufficient, the charging enabler triggers the deduction of the calculated amount from the subscriber's account.
10. Response: The charging enabler returns Response message with CC-Request-Type AVP set to EVENT_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.1.3 Decentralized Unit Determination and Decentralized Rating
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7. Units Determination: The charging enabler user determines the number of units associating with requested service.
8. Price Enquiry Operation:  The charging enabler user gets the price of the service usage from charging enabler. The operation is optional. The detailed price query operation flow can be referred to Seciton 8.3.3
9. Rating Control: Assisted by the rating entity and the price got from charging enabler the charging enabler user calculates the number of monetary units that represents the price for the number of units determined.
10. Debit Request: The charging enabler user sends Debit Request with Requested-Action AVP set to DIRECT_DEBITING to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (monetary units) indicating the number of monetary units.
11. Account Control: If the user's credit balance is sufficient, the charging enabler triggers the deduction of the calculated amount from the subscriber's account.
12. Response: The charging enabler returns Response message with CC-Request-Type AVP set to EVENT_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.2 Balance Check Operation
Editor’s note: when using balance check,, centralized, or decentralized, or only one occasion? I
In deployment, unit determination are realized at charging enabler user and charging enabler respectively, the operation flows of balance check are depicted as following
10.3.2.1 Decentralized Unit Determination
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5. Units Determination: The charging enabler user determines the number of monetary units associating with requested service.
6. Balance Check Request: The ccharging enabler user sends Balance Check Request with Requested-Action AVP set to BALANCE_CHECK to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (monetary units) indicating the number of monetary units.
7. Account Control: The charging enabler checks whether the user's account balance is sufficient for the requested number of monetary units.
8. Response: The charging enabler returns Response message with CC-Request-Type AVP set to EVENT_REQUEST to the charging enabler user. The response message includes Check-Balance-Result AVP (CBR).
10.3.2.2 Centralized Unit Determination
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5. Balance Check Request: The ccharging enabler user sends Balance Check Request with Requested-Action AVP set to BALANCE_CHECK to indicate service specific information to the charging enabler. The request message includes Service-Identifier AVP (SI) indicating the requested service.
6. Units Determination: The charging enabler determines the number of monetary units associating with requested service.
7. Account Control: The charging enabler checks whether the user's account balance is sufficient for the determined number of monetary units.
8. Response: The charging enabler returns Response message with CC-Request-Type AVP set to EVENT_REQUEST to the charging enabler user. The response message includes Check-Balance-Result AVP (CBR).
10.3.3 Price Enquiry Operation
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4． Price Enquiry Request: The charging enabler user sends Price Enquiry Request with Requested-Action AVP set to PRICE_ENQUIRY to indicate service specific information to the charging enabler. The request message includes Service-Identifier AVP (SI) indicating the requested service.
5． Price Enquiry: The charging enabler queries the price of services offered by application service providers.

6． Response: The charging enabler returns Response message with CC-Request-Type AVP set to EVENT_REQUEST to the charging enabler user. The response message includes Cost-Information AVP (CI).

10.3.4 Refund Operation
In deployment, rating control function are performed at charging enabler user and charging enabler respectively, the operation flows of refund are depicted as following
10.3.4.1 Decentralized Rating
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7． Units Determination: The charging enabler user determines the number of units associating with requested service.
8． Price Enquiry Operation:  The charging enabler user gets the price of the service usage from charging enabler. The operation is optional. The detailed price query operation flow can be referred to Seciton 8.3.3
9． Rating Control: Assisted by the rating entity and the price got from charging enabler the charging enabler user calculates the number of monetary units that represents the price for the number of units determined.

10． Refund Request: The charging enabler user sends Refund Request with Requested-Action AVP set to REFUND_ACCOUNT to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (monetary units) indicating the number of monetary units.
11． Account Control: Provided that the user's credit balance is sufficient, the charging enabler triggers the deduction of the calculated amount from the subscriber's account.

12． Response: The charging enabler returns Response message with CC-Request-Type AVP set to EVENT_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.4.2 Centralized Rating
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6． Units Determination: The charging enabler user determines the number of units associating with requested service.
7． Refund Request: The charging enabler user sends Refund Request with Requested-Action AVP set to REFUND_ACCOUNT to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (non-monetary units) indicating the number of units determined.
8． Rating Control: Assisted by the rating entity the charging enabler calculates the number of monetary units that represents the price for the number of units requested.

9． Account Control: Provided that the user's credit balance is sufficient, the charging enabler triggers the deduction of the calculated amount from the subscriber's account.

10． Response: The charging enabler returns Response message with CC-Request-Type AVP set to EVENT_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).

10.3.5 Reserve Units Operation
In deployment, unit determination and rating control function are realized at charging enabler user and charging enabler respectively, the operation flows of reservation are depicted as following
10.3.5.1 Decentralized Unit Determination and Centralized Rating
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6. Units Determination: The charging enabler user determines the number of units associating with requested service.
7. Initial Request: The charging enabler user sends Initial Request with CC-Request-Type AVP set to INITIAL_REQUEST to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (non-monetary units) indicating the number of units determined.
8. Rating Control: Assisted by the rating entity the charging enabler calculates the number of monetary units that represents the price for the number of units requested.
9. Account Control: The charging enabler checks whether the user's account balance is sufficient for the requested reservation.

10. Reservation Control: If the user's account balance is sufficient then the corresponding reservation is made.

11. Response: The charging enabler returns Response message with CC-Request-Type AVP set to INITIAL_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.5.2 Centralized Unit Determination and Centralized Rating
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7. Initial Request: The charging enabler user sends Initial Request with CC-Request-Type AVP set to INITIAL_REQUEST to indicate service specific information to the charging enabler. The request message includes Service-Identifier AVP (SI) indicating the requested service. 
8. Units Determination: The charging enabler determines the number of units associating with requested service.
9. Rating Control: Assisted by the rating entity the charging enabler calculates the number of monetary units that represents the price for the number of units determined.
10. Account Control: The ccharging enabler checks whether the user's account balance is sufficient for the requested reservation.

11. Reservation Control: If the user's account balance is sufficient then the corresponding reservation is made.

12. Response: The charging enabler returns Response message with CC-Request-Type AVP set to INITIAL_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.5.3 Decentralized Unit Determination and Decentralized Rating
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8. Units Determination: The charging enabler user determines the number of units associating with requested service.
9. Price Enquiry Operation:  The charging enabler user gets the price of the service usage from charging enabler. The operation is optional. The detailed price query operation flow can be referred to Seciton 8.3.3
10. Rating Control: Assisted by the rating entity and the price got from charging enabler the charging enabler user calculates the number of monetary units that represents the price for the number of units determined.
11. Initial Request: The charging enabler user sends Initial Request with CC-Request-Type AVP set to INITIAL_REQUEST to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (monetary units) indicating the number of monetary units.
12. Account Control: The ccharging enabler checks whether the user's account balance is sufficient for the requested reservation.

13. Reservation Control: If the user's account balance is sufficient then the corresponding reservation is made.

14. Response: The charging enabler returns Response message with CC-Request-Type AVP set to INITIAL_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.6 Reserve Units and Debit Units Operations
In deployment, unit determination and rating control function are realized at charging enabler user and charging enabler respectively, the operation flows of reserve units and debit unit operation are depicted as following
10.3.6.1 Decentralized Unit Determination and Centralized Rating
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7. Units Determination: The charging enabler user determines the number of units associating with requested service.
8. Update Request: The charging enabler user sends Update Request with CC-Request-Type AVP set to UPDATE_REQUEST to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (non-monetary units) indicating the number of units determined and Used-Service-Unit AVP (USU) (non-monetary units) indicating the number of units used. 
9. Rating Control: Assisted by the rating entity the charging enabler calculates the number of monetary units that represents the price for the number of units requested. 
10. Account Control:  The charging enabler triggers the deduction of the calculated amount from the subscriber's account and checks whether the user's account balance is sufficient for the requested reservation.
11. Reservation Control: If the user's account balance is sufficient then the corresponding reservation is made.

12. Response: The charging enabler returns Response message with CC-Request-Type AVP set to UPDATE_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.6.2 Centralized Unit Determination and Centralized Rating
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8. Update Request: The charging enabler user sends Update Request with CC-Request-Type AVP set to UPDATE_REQUEST to indicate service specific information to the charging enabler. The request message includes Service-Identifier AVP (SI) indicating the requested service and Used-Service-Unit AVP (USU) (non-monetary units) indicating the number of units used  
9. Units Determination: The charging enabler determines the number of units associating with requested service.
10. Rating Control: Assisted by the rating entity the charging enabler calculates the number of monetary units that represents the price for the number of units determined and used.
11. Account Control: The charging enabler triggers the deduction of the calculated amount from the subscriber's account and checks whether the user's account balance is sufficient for the requested reservation.
12. If the user's credit balance is sufficient, the Charging Enabler triggers the deduction of the calculated amount from the subscriber's account.
13. Reservation Control: If the user's account balance is sufficient then the corresponding reservation is made.
14. Response: The charging enabler returns Response message with CC-Request-Type AVP set to UPDATE_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.6.3 Decentralized Unit Determination and Decentralized Rating

[image: image45.wmf] 

7

. 

Response

 (

GSU

)

 

4

. 

Update Request

 (

RSU, 

USU

)

 

1

. Units

 

Determination

 

Charging Enabler User

 

Charging 

Enabler

 

3

. Rating 

 

Control

 

5

. Account 

 

Control

 

2.

 

Price Enquiry 

Operation

 

6

. 

Reservation

 

 

Control

 


8. Units Determination: The charging enabler user determines the number of units associating with requested service.
9. Price Enquiry Operation:  The charging enabler user gets the price of the service usage from charging enabler. The operation is optional. The detailed price query operation flow can be referred to Seciton 8.3.3
10. Rating Control: Assisted by the rating entity and the price got from charging enabler the charging enabler user calculates the number of monetary units that represents the price for the number of units determined and used. 
11. Update Request: The charging enabler user sends Update Request with CC-Request-Type AVP set to UPDATE_REQUEST to indicate service specific information to the charging enabler. The request message includes Requested-Service-Unit AVP (RSU) (monetary units) indicating the number of monetary units and Used-Service-Unit AVP (USU) (monetary units) indicating the number of monetary units used.  
12. Account Control: The charging enabler triggers the deduction of the calculated amount from the subscriber's account and checks whether the user's account balance is sufficient for the requested reservation.
13. Reservation Control: If the user's account balance is sufficient then the corresponding reservation is made.

14. Response: The charging enabler returns Response message with CC-Request-Type AVP set to UPDATE_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).
10.3.7 Debit Units Operation
In deployment, rating control function are realized at charging enabler user and charging enabler respectively, the operation flow of debit units operation is depicted as following
10.3.7.1 Centralized Rating
Editor’s note: to clarify rating control and rating function.
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5． Termination Request: The charging enabler user sends Termination Request with CC-Request-Type AVP set to TERMINATION_REQUEST to indicate service specific information to the charging enabler. The request message includes Used-Service-Unit AVP (USU) (non-monetary units) indicating the number of units used.
6． Rating Control: Assisted by the rating entity the charging enabler calculates the number of monetary units that represents the price for the number of units requested.

7． Account Control: The charging enabler triggers the refunding of the calculated amount to the subscriber's account.

8． Response: The charging enabler returns Response message with CC-Request-Type AVP set to TERMINATION_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU).

10.3.7.2 Decentralized Rating
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5． Price Enquiry Operation:  The charging enabler user gets the price of the service usage from charging enabler. The operation is optional. The detailed price query operation flow can be referred to Seciton 8.3.3
6． Rating Control: Assisted by the rating entity the charging enabler user calculates the number of monetary units that represents the price for the number of units used.

7． Account Control: The charging enabler triggers the refunding of the calculated amount to the subscriber's account.
8． Response: The charging enabler returns Response message with CC-Request-Type AVP set to TERMINATION_REQUEST to the charging enabler user. The response message includes Granted-Service-Unit AVP (GSU)
11. Bindings of OMA CH-2 Interface to Protocols

This section aims to describe the mapping between the general (protocol independent) messages and Information Elements described in section 7 with the actual protocol and data utilized on the CH-2 charging interface.

11.1 Basic Principles 

11.1.1 Binding to Diameter

The Online Charging Interface (CH-2) is based on Diameter Credit-Control Application as specified in IETF RFC 4006 [xy]. Any mandatory element of the RFC is supported.

The Diameter client implements the state machine described in IETF RFC 4006 [xy] for "CLIENT, EVENT BASED" and/or "CLIENT, SESSION BASED".

The Diameter server implements the state machine described in IETF RFC 4006 [xy] for the "SERVER, SESSION AND EVENT BASED" in order to support Event Charging and Session Charging.

With regard to the Diameter protocol the Charging Enabler User acts as the Diameter Client in the sense that it is the entity requesting resource allocation and credit control and the Charging Enabler acts as the Diameter Server in the sense that it is the entity authorizing and allocating credit for resource usage.

11.1.2 Service/Enabler Differentiation

The Online Charging specification is differentiated by a generic part that is applicable to any OMA Online Charging application/enabler and service/enabler specific parts, e.g. for BCAST, IM, etc. The following figure describes the protocol layering architecture.
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Each protocol layer refines the use of optional protocol elements of the underlying layer and extends it by procedural and specific Diameter protocol elements, the Attribute Value Pairs (AVP). Service/enabler specific documents contain additional protocol elements that may not overlap with each other.

Editor’s Note: Possible additional generic AVPs specifically defined for OMA purposes will be defined in the present document. It is for further study whether service/enabler specific AVP, e.g. for BCAST, IM will be described in the present document in separate sections or exclusively defined in service/enabler specific documents.

11.2 Diameter Messages used on CH-2

As stated in section 6.1, on the CH-2 interface requests are sent from the Charging Enabler User to the Charging Enabler and responses are sent from the Charging Enabler to the Charging Enabler User. The Diameter Credit-Control Request (CCR) messages are used to communicate Event and Session based requests. The Diameter Credit-Control Answer (CCA) messages are used to communicate Events and Session based responses.

The following additional Diameter Base messages as specified in RFC3588 [xy] and inherited by Diameter Credit-Control Application RFC 4006 [xy] and shall be supported by the Charging Enabler and Charging Enabler User:

· Re-Auth-Request (RAR) and Re-Auth-Answer (RAA);

· Capability-Exchange-Request (CER) and Capability-Exchange-Answer (CEA);

· Device-Watchdog-Request (DWR) and Device-Watchdog-Answer (DWA);

· Abort-Session-Request (ASR) and Abort-Session-Answer (ASA);

· Disconnect-Peer-Request (DPR) and Disconnect-Peer-Answer (DPA).

11.2.1 Credit-Control Request Command

The CCR message is sent from the Charging Enabler User to the Charging Enabler in order to request credit authorization for resource usage. This command is used for both Event Based and Session Based requests. The distinction is made accordingly to the value carried in the CC-Request-Type AVP: EVENT_REQUEST (value 4) for an Event Based request, INITIAL_REQUEST (value 1), UPDATE_REQUEST (value 2) and TERMINATE_REQUEST (value 3) for a Session Based request.

The message format is the following:

<Credit-Control-Request> ::= < Diameter Header: 272, REQ, PXY >

                                   < Session-Id >

                                   { Origin-Host }

                                   { Origin-Realm }

                                   { Destination-Realm }

                                   { Auth-Application-Id }

                                   { Service-Context-Id }

                                   { CC-Request-Type }

                                   { CC-Request-Number }

                                   [ Destination-Host ]

                                   [ User-Name ]

                                   [ CC-Sub-Session-Id ]

                                   [ Acct-Multi-Session-Id ]

                                   [ Origin-State-Id ]

                                   [ Event-Timestamp ]

                                  *[ Subscription-Id ]

                                   [ Service-Identifier ]

                                   [ Termination-Cause ]

                                   [ Requested-Service-Unit ]

                                   [ Requested-Action ]

                                  *[ Used-Service-Unit ]

                                   [ Multiple-Services-Indicator ]

                                  *[ Multiple-Services-Credit-Control ]

                                  *[ Service-Parameter-Info ]

                                   [ CC-Correlation-Id ]

                                   [ User-Equipment-Info ]

                                  *[ Proxy-Info ]

                                  *[ Route-Record ]
                                  [ Service-Information ]                                
                                  *[ AVP ]
11.2.2 Credit-Control Answer Command

The CCA message is sent from the Charging Enabler to the Charging Enabler User in response to a CCR message and is used in order to authorize and allocate credit for resource usage. This command is used for both Event Based and Session Based responses. The distinction is made accordingly to the value carried in the CC-Request-Type AVP. The value of this AVP will be the same one contained in the same AVP of the corresponding request.

The message format is the following:

<Credit-Control-Answer> ::= < Diameter Header: 272, PXY >

                                  < Session-Id >

                                  { Result-Code }

                                  { Origin-Host }

                                  { Origin-Realm }

                                  { Auth-Application-Id }

                                  { CC-Request-Type }

                                  { CC-Request-Number }

                                  [ User-Name ]

                                  [ CC-Session-Failover ]

                                  [ CC-Sub-Session-Id ]

                                  [ Acct-Multi-Session-Id ]

                                  [ Origin-State-Id ]

                                  [ Event-Timestamp ]

                                  [ Granted-Service-Unit ]

                                 *[ Multiple-Services-Credit-Control ]

                                  [ Cost-Information]

                                  [ Final-Unit-Indication ]

                                  [ Check-Balance-Result ]

                                  [ Credit-Control-Failure-Handling ]

                                  [ Direct-Debiting-Failure-Handling ]

                                  [ Validity-Time]

                                 *[ Redirect-Host]

                                  [ Redirect-Host-Usage ]

                                  [ Redirect-Max-Cache-Time ]

                                 *[ Proxy-Info ]

                                 *[ Route-Record ]

                                 *[ Failed-AVP ]                                 *[ AVP ]
Editor’s Note: The Requested-Service-Units AVP, Used-Service-Units AVP and Granted-Service-Units AVP will be used in the same way as supported in 3GPP. These AVPs not used at command level in CCR and CCA, and supported in the grouped Multiple-Services-Credit-Control AVP. This usage will be detailed in section 10.3.

11.3 Summary of AVPs used on CH-2

11.3.1 IETF defined AVPs

Editor’s Note: To be completed with the defined AVPs of the IETF Diameter Credit-Control AVPs specific used by OMA.

11.3.2 3GPP/2 defined AVPs

Editor’s Note: To be completed with the defined AVPs of the 3GPP/2 Service-Information AVP specific used by OMA.

11.3.3 OMA defined AVPs

This section defines OMA specific Attribute Value Pairs to cover service/enabler specific charging use cases.

10.3.3.1 Service-Information AVP

The Service-Information AVP (AVP code 873) is of type Grouped. Its purpose is to allow the transmission of additional OMA service/enabler specific information elements which are described in service/enabler specific documents.

Service-Information :: = 
< AVP Header: xy>

[ BCAST-Information ]

[ IM-Information ]

…

The format and content of the fields inside the OMA specific Service-Information AVP are specified in the documents which are applicable for the specific service/enabler. Note that the formats of the fields are service/enabler-specific, i.e. the format will be different for the various services/enablers.

Further fields may be included in the Enabler-Information AVP when new services/enablers

Editor’s note: The list of service/enabler specific AVPs has to be completed.

OMA MCC will identify common AVP which could be used by all OMA users. These AVPs could be a part of the grouped Service Information AVP or as an separate OMA grouped AVP.

The specific OMA service information AVPs are described in the corresponding document.
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B.2 SCR for XYZ Server
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