Doc# OMA-Template-InputContribution-20060101-I.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-Template-InputContribution-20060101-I.doc
Input Contribution




Input Contribution

	Title:
	Study_Paper_on_AVP_usage_
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	MCC

	Submission Date:
	09 Oct 2006

	Source:
	Nicolas Homo, Orange, nicolas.homo@orange-ft.com
Gerald Görmer, Siemens, gerald.goermer@siemens.com
Dieter Gludovacz (T-Mobile), dieter.gludovacz@t-mobile.at
Benni Alexander (Nokia), Benni.Alexander@nokia.com
Robert Tornkvist (Ericsson), robert.tornkvist@ericsson.com
Nico Gabriele (Vodafone), Nico.Gabriele@vodafone.com


	Attachments:
	RFC 3588 Diameter Base Protocol
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	
	RFC 4006 Diameter Credit-Control Application
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	
	TS 29.230 Diameter applications - 3GPP specific codes and identifiers
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	
	TS 32.299 3GPP Diameter charging application
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

The contribution is based on the action item for a study to find out how many charging related AVP numbers are expected to be needed in the future in OMA and provides some information on what impacts could be envisioned from using an OMA Vendor Id for extension of the OMA Diameter charging capabilities.
2 Summary of Contribution

The study clarifies the background for the Diameter AVP definition and specification in IETF and 3GPP. The contribution also covers the existence of already defined AVPs by 3GPP for most of the charging parameters and the wide ranges of existing service specific AVPs which could also reused. 
3 Detailed Proposal

1. Introduction
This document presents the result of a study conveyed by Siemens, Orange, T-Mobile, Nokia, Ericsson and Vodafone in order to find out how many charging related AVP numbers are expected to be needed in the future in OMA. As it is impossible to determine precisely this number of AVPs, the suggested method is to list the requirements of new AVPs for BCAST and IM enablers and then extrapolate considering all OMA enablers that will interface with the charging enabler.
Unfortunately, the IM charging is not mature enough to provide us with the needed information for this study. It would be therefore hazardous to make such an extrapolation …
After establishing the current status of OMA Diameter usage for charging, the study derives from the known outstanding unallocated AVPs a short term perspective on AVP allocation requirements for OMA enablers (OMA BCAST being the only one identified at the moment). It also glances over the impacts of an extension of the charging requirements of existing enablers already covered by the cooperation between OMA and 3GPP (i.e. PoC or MMS) from the perspective of the ongoing discussion around the creation of a new Diameter Vendor id for OMA purposes.
1.1 References

[1]
RFC 3588, “Diameter Base Protocol”, http://www.ietf.org/rfc/rfc3588.txt?number=3588
[2]
RFC 4006, “Diameter Credit-Control Application”, http://www.ietf.org/rfc/rfc4006.txt?number=4006
[3]
3GPP TS 29.230, “3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals Diameter applications; 3GPP specific codes and identifiers (Release 6)”, http://www.3gpp.org/ftp/Specs/archive/29_series/29.230/29230-680.zip
[4]
3GPP TS 32.299, “3rd Generation Partnership Project; Technical Specification Group Service and System Aspects; Telecommunication management; Charging management; Diameter charging applications (Release 6)”, http://www.3gpp.org/ftp/Specs/archive/32_series/32.299/32299-670.zip
[5]
OMA-AD-PoC-V1_0-20060609-A, http://www.openmobilealliance.org/ftp/Public_documents/poc/Permanent_documents/OMA-AD-PoC-V1_0-20060609-A.zip
1.2 Abbreviations

3GPP

3rd Generation Partnership Project

AVP

Attribute Value Pair
IANA

Internet Assigned Numbers Authority
IE

Information Element
IETF

Internet Engineering Task Force

MMS

Multimedia Messaging Service

OMA

Open Mobile Alliance

PoC

Push-to-talk Over Cellular

RFC

Request For Comment

TS

Technical Specifications
2. Current status on OMA Diameter usage for Charging

2.1 Recommendations from IETF

In [1], the IETF provides guidance to the Internet Assigned Numbers Authority (IANA) regarding registration of values related to the Diameter protocol by giving the criteria to be used by the IANA for assignment of numbers within namespaces as follows:

“For registration requests where a Designated Expert should be consulted, the responsible IESG area director should appoint the Designated Expert.  For Designated Expert with Specification Required, the request is posted to the AAA WG mailing list (or, if it has been disbanded, a successor designated by the Area Director) for comment and review, and MUST include a pointer to a public specification. Before a period of 30 days has passed, the Designated Expert will either approve or deny the registration request and publish a notice of the decision to the AAA WG mailing list or its successor.  A denial notice must be justified by an explanation and, in the cases where it is possible, concrete suggestions on how the request can be modified so as to become acceptable.”

The Diameter protocol is designed to be extensible, using several mechanisms including defining new AVP values and creating new AVPs. The IETF provides guidance as to how to handle extensibility of Diameter-based specifications, encouraging reuse:

“Reuse of existing AVP values, AVPs and Diameter applications are strongly recommended.  Reuse simplifies standardization and implementation and avoids potential interoperability issues.”

2.2 Diameter in 3GPP

The 3GPP Diameter specifications build on top of RFC 3588 [1] and RFC 4006 [2].
This specification work is already done by 3GPP for the Vendor-id in TS 29.230. The vendor identifier (also known as Enterprise number) indicates the vendor specific attributes, result codes and application identifiers in Diameter commands. The vendor identifier is used in the Vendor-ID field of the AVP header and in the Vendor-Id AVP. The IANA’s Enterprise-Numbers at http://www.iana.org/assignments/enterprise-numbers has allocated a vendor identifier value 10415 for 3GPP. This allows the definition and use of AVPs in the specific number range.
The 3GPP specific AVPs have the Vendor-Specific bit ('V' bit) set in the AVP header and they carry the 3GPP’s vendor identifier in the Vendor-ID field of the AVP header. The 3GPP specific Diameter protocol codes, including the AVP codes listed in TS 29.230. The specification contains also the application identifiers assigned to 3GPP specific Diameter applications by IANA and the Diameter command code range which is assigned to 3GPP by IANA.

For the Accounting application in RFC 3588 is reused: 35 AVPs from the Authentication and Authorization application and 4 new defined AVPs for a total of 39 AVPs.
For the Credit-Control application in RFC 4006 the values 411 - 461 from the AVP code namespace are defined for 51 AVPs in total.

The AVPs used for 3GPP charging based on the definition for the Accounting and for the Credit-Control Application are listed in TS 32.299. The corresponding extensions are specified in the same document.
The 3GPP Diameter charging solution is therefore using 132 additional AVPs for Offline and Online Charging defined in TS 32.299.

2.3 OMA extensions to 3GPP Diameter specification

The AVPs associated to the usage by OMA of Diameter for charging are currently included as part of the 3GPP TS 32.299 [4].

The cooperation around charging between OMA and 3GPP has been working well and a large number of OMA-related AVPs are present in the 3GPP Diameter specs. This is the case for MMS (currently being transferred to OMA by 3GPP / 3GPP2) which is using 20 AVPs in the MMS-Information AVP and also for PoC which is using 8 AVPs in the PoC-Information AVP.
The following extracts from 3GPP technical specifications illustrate this cooperation.
Extract from TS 32.299
7.2.65
MMS-Information AVP

The MMS-Information AVP (AVP code 877) is of type Grouped. Its purpose is to allow the transmission of additional MMS service specific information elements. 

It has the following ABNF grammar:

MMS-Information :: = 
< AVP Header: 877>

[ Originator-Address ]

                                                        * [ Recipient-Address ] 

[ Submission-Time ]

[ MM-Content-Type ]

[ Priority ]

[ Message-ID ]

[ Message-Type ]

[ Message-Size ]

[ Message-Class ]

[ Delivery-Report-Requested ]

[ Read-Reply-Report-Requested ]

[ MMBox-Storage-Information ]

[ Applic-ID ]

[ Reply-Applic-ID ]

[ Aux-Applic-Info ]

[ Content-Class ]

[ DRM-Content ]

[ Adaptations ]

[ VASP-Id ]

[ VAS-Id ]
7.2.66
MM-Content-Type AVP

The MM-Content-Type AVP (AVP code 1203) is of type Grouped and indicates the overall content type of the MM content and includes information about all the contents of an MM.

It has the following ABNF grammar:

MM-Content-Type :: = 
< AVP Header: 1203 >

[ Type-Number ]

[ Additional-Type-Information ]

[ Content-Size ]

                                                   * [ Additional-Content-Information ]

7.2.115
Type-Number AVP

The Type-Number AVP (AVP code1204) is of type Enumerated and identifies the well-known media types. The values are taken from OMNA WSP Content Type Codes database [210]
7.2.62
Message-Type AVP

The Message-Type AVP (AVP code 1211) is of type Enumerated and holds the type of the message according to the MMS transactions e.g. submission, delivery.

The following values are defined and are as specified in MMS Encapsulation [OMA "Multimedia Messaging Service; Encapsulation Protocol"]:

1
m-send-req

2 
m-send-conf

3
m-notification-ind 

4
…
7.2.22
Content-Class AVP

The Content-Class AVP (AVP code 1220) is of type Enumerated and classifies the content of the MM to the highest content class to which the MM belongs, as defined in MMS Encapsulation [OMA "Multimedia Messaging Service; Encapsulation Protocol"].

The classes can be one of the following:

0
text 

1
image-basic

2 …

Extract from TS 32.299

7.2.23
PoC-Information AVP

The PoC-Information AVP (AVP code 879) is of type Grouped. Its purpose is to allow the transmission of additional PoC service specific information elements. 

It has the following ABNF grammar:

PoC-Information :: = 
 < AVP Header: 879>

[ PoC-Server-Role ]
[ PoC-Session-Type ]
[ Number-Of-Participants ]

                                                        * [ Participants-Involved ]
                                                        * [ Talk-Burst-Exchange ]
                                                           [ PoC-Controlling-Address ] 
                                                           [ PoC-Group-Name ]
                                                           [ PoC-Session-Id ]

7.2.81
PoC-Session-Type AVP

The PoC-Session-Type AVP (AVP code 884) is of type Enumerated and specifies the type of the PoC session.

The identifier can be one of the following, refer Appendix C.5.1 in [OMA-CP-POC: "OMA PoC Control Plane"]:
0 1 to 1 PoC session

1 chat PoC group session

2 pre-arranged PoC group session

3 ad-hoc PoC group session

3. Short term vision

In the current status the 3GPP Charging is using 222 AVPs. In addition, 133 service-specific AVPs, defined in TS 29.230, could be used for charging purposes. The overall total of AVPs is 355.
For OMA BCAST Charging, the use of three additional AVPs is identified:

· the Service-Generic-Information AVP
· the Service-key AVP 
· the Correlation-Id AVP 
There are three possibilities to handle this new requirement:
· reuse of AVPs already defined in 3GPP TS

· allocation of AVPs under 3GPP Vendor Id

· allocation under OMA Vendor Id

Note that these 3 AVPs represent a small percentage of the overall total of AVPs (0,84%).

In addition to the OMA BCAST needs, it has been identified that the OMA Instant Messaging is also working on its charging requirements although at this time no estimation is possible due to the early state of those discussions.
As stated in the introduction, it is therefore impossible to deduce the need of AVPs for all the OMA enablers that will interface with the charging enabler.
4. Future Impacts

As seen from the preceding sections of this study, OMA enablers have been consistently using the 3GPP Vendor Id to define their Charging requirements with around 30 AVPs allocated by 3GPP for PoC and MMS services.

The allocation of an OMA Vendor Id for charging purposes raises the question as to how the OMA Membership would see future extensions to the charging Information Elements defined for the OMA enablers whose charging elements have been already incorporated into the 3GPP Diameter extensions [4].
New Charging Requirements to enable the solution for PoC V2.0 are being defined and requested from 3GPP SA5 in an about to be released Liaison Statement.

The additional Charging Requirements for PoC V2.0 are:
· Adding/removing a Media Type to/from the PoC Session
· Connecting/disconnecting a Media Type for the Participant.
These enhancements will be extending the defined PoC-Information AVP.

Taking that as an example, we reproduce for the sake of clarity, the PoC Information AVP currently allocated as part of [4]:
PoC-Information :: = 
< AVP Header: 879>

[ PoC-Server-Role ]
[ PoC-Session-Type ]
[ Number-Of-Participants ]

                                                   * [ Participants-Involved ]
                                                   * [ Talk-Burst-Exchange ]
                                                     [ PoC-Controlling-Address ] 
                                                     [ PoC-Group-Name ]
                                                     [ PoC-Session-Id ] 
                                                     [ Charged-Party ]

PoC specifications [4]:

PoC Charging architecture supports both subscription based charging and traffic based charging as specified in [3GPP TS 32.272]. 
Extending functionalities of enablers such as PoC would imply that new charging IEs need require either extension via 3GPP under the 3GPP vendor id or via OMA under the OMA Vendor Id.The latter would create further fragmentation in the specification of the PoC charging as implementers would require to support both 3GPP Diameter extensions and the newly created OMA AVPs using the OMA Vendor Id.

It is expected a similar conclusion could be drawn for MMS charging specifications extensions.
For new OMA enablers, as demonstrated in the previous section, it appears that due diligence can allow OMA to re-use some of the AVPs already defined as part of the 3GPP extensions to the Diameter protocol, in line with the recommendation made as part of [1]. It hence seems critical for the avoidance of fragmentation of charging specifications in the standardization world to conduct a due diligence of existing charging specifications before resorting to the creation of new AVPs, whether under a 3GPP or an OMA Vendor Id.
This conclusion could and shall be however reconsidered when new charging needs are identified.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Extending current or future charging specifications for OMA shall follow a similar due diligence before considering the creation of an OMA Vendor Id considering the potential specification fragmentation that could be introduced in the process.
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