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1 Reason for Change

The Current protocol independent Charging Data Elements are not really independent. The protocol specific aspects of the Diameter binding where already considered in the high-level data description. 
The relocation and completion of the OMA service specific parameters are needed for the Charging Request Message.

The removal of the protocol dependent parameter from the Charging Response Message considered.

The Error Reporting Host parameter used in 3GPP TS 32.299 must be added.
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

Similar changes to OMA-TS-Charging Online

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Implement proposed change to OMA-TS-Charging Offline
6 Detailed Change Proposal

Change 1:  Modify 2.1
Normative References
2.1 Normative References

	[CHRG_AD]
	“Charging Architecture”, Open Mobile Alliance™. OMA-AD-Charging-V1_1, 
URL: http://www.openmobilealliance.org/

	[CHRG_DDS]
	“Charging Data”, Open Mobile Alliance™. OMA-DDS-Charging_Data-V1_0,                       URL: http://www.openmobilealliance.org/

	[CHRG_ONLINE]
	“OMA Online Charging Interface”, Open Mobile Alliance™. OMA-TS-Charging_Online-V1_1, URL: http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, OMA-ORG-IOP_Process-V1_3-20050712, URL: http://www.openmobilealliance.org/ 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt 

	[RFC3588]
	“Diameter Base Protocol”, P. Calhoun, J. Loughney, E. Guttman, G. Zorn, J. Arkko. September 2003, URL: http://www.ietf.org/rfc/rfc3588.txt 

	[RFC4005]
	“Diameter Network Access Server Application”, P. Calhoun, G. Zorn, D. Spence, D. Mitton. August  2005, URL: http://www.ietf.org/rfc/rfc4005.txt 

	[RFC4006]
	“Diameter Credit-Control Application”, H. Hakala, L. Mattila, J-P. Koskinen, M. Stura, J. Loughney. August 2005, URL: http://www.ietf.org/rfc/rfc4006.txt 

	[TS29.140]
	“Multimedia Messaging Service (MMS); MM10 Interface based on Diameter Protocol”, 3GPP TS29.140, URL: http://www.3gpp.org

	[TS29.199-6]
	“Open Service Access (OSA); Parlay X Web Services; Part 6: Payment” , 3GPP TS29.199-6, URL: http://www.3gpp.org

	[TS29.214]
	“Policy and Charging Control over Rx Reference Point”, 3GPP TS29.214, URL: http://www.3gpp.org

	[TS32.299]
	“Telecommunication management; Charging management; Diameter Charging Applications”, 3GPP TS32.299, URL: http://www.3gpp.org


Change 2:  Modify 6.1
Charging Request Message
6.1 Charging Request Message

The following table describes the data elements for the charging request message. Different request messages MAY carry different specific values in certain data elements. These specific values are described for each request type in clauses 6.1.1-5.
The “Category” column indicates whether the element is mandatory or optional. 

The “Level” column allows the reader to clearly identify the hierarchy of data elements. Let’s take the example of a data element “A” (level n) followed by data elements “B” and “C” (both being on level n+1). This means that element A comprises of element B and element C.


	Level
	OMA Charging Data Element
	Category
	Description

	1
	Request Type
	Mandatory
	This data element indicates the type of the Charging Request message.

	
	
	
	

	1
	Event Timestamp
	Optional
	This data element records the time at which the reported event occurred.

	1
	Service Context Id
	Mandatory
	This data element contains a value to identify the service/enabler specification in the context of which the charging events are interpreted. Data elements such as Service Identifier, Service Specific Units, contain service specific values that are defined within a particular service context identified in this data element.

	Information related to OMA service usage

	1
	Application Server Id
	Optional
	This data element can be used to identify the application server providing the service and/or generating the charging information.

	1
	Application Session Id
	Optional
	This data element can be used to identify the application-level session to which the charging information relates. Note that the Session Id data element identifies the charging session between a charging enabler user and a charging enabler.

	1
	Delivery Status
	Optional
	This data element can be used to carry information related to the success status of service delivery.

	1
	Subscription Id
	Optional
	This data element identifies the end user’s subscription

	2
	     Subscription Type
	Mandatory
	This data element identifies which type of identifier is carried by the subscription-Id e.g.: email, MSISDN, IMSI, SIP URI...

	2
	     Subscription Data
	Mandatory
	This data element identifies the end user. 

	1
	Correlation Id
	Optional
	This data element contains information to correlate offline charging requests generated by different service components of the application.

	1
	Time
	Optional
	This data element indicates the length of the used time in seconds.

	1
	Money
	Optional
	This data element specifies the monetary amount in the given currency.  The Currency Code data element SHALL be included when this data element is included. 

	2
	     Unit Value
	Mandatory
	This data element describes a value for instance a monetary value. It consists of Value Digits and Exponent.

	3
	          Value Digits
	Mandatory
	This data element contains the significant digits of a Unit Value without any decimal point.

	3
	          Exponent
	Optional
	This data element contains the 10-x exponent that SHALL be applied to the Value Digits.

	2
	     Currency Code
	Optional
	This data element specifies which currency is used in a monetary value described by the Money data element.

	1
	Input Octets
	Optional
	This data element contains the number of used octets that can be/have been received from the end user.

	1
	Output Octets
	Optional
	This data element contains the number of used octets that can be/have been sent to the end user.

	1
	Service Specific Units
	Optional
	This data element specifies the number of service-specific units (e.g., number of events, points) in a selected service.  The service specific units always refer to the service identified in the Service Identifier data element

	1
	Service Identifier
	Optional
	This data element contains the identifier of a specific service within the given service context, e.g, operation type. 

	1
	Service Key
	Optional
	This data element can be used to identify the particular service item delivered. 

	1
	User Equipment Info                                   
	Optional
	This data element indicates the identity and capability of the terminal the end-user is using.

	2
	      User Equipment Info Type
	Mandatory
	User Equipment Info Type defines the type of user equipment information contained in User Equipment Info Value, e.g. IMEI or MAC.

	2
	     User Equipment Info Value
	Mandatory
	This data element contains the identity of the user equipment.

	1
	Message Body
	Optional
	This grouped data element contains information related to content exchanged in a message.

	  2
	     Content Type
	Mandatory
	This data element identifies the type of content, for example using MIME types.

	  2
	     Content Length
	Mandatory
	This data element identifies the length of content.

	1
	Participant Group
	Optional
	This grouped data element contains information on a participant to a service-level session.

	  2
	     Called Party Address
	Optional
	This data element identifies an individual participant to a service-level session.

	1
	Role of Node
	Optional
	This data element can be used to identify the role of the node generating the charging event in the service event, e.g. sending, receiving, controlling and participating.

	1
	Role of User
	Optional
	This data element can be used to identify the role of the user which the charging event relates to in the service event, e.g. session owner or participant.

	1
	Application Service Type
	Optional
	This data element can be used to differentiate between the different roles of a node within service events, e.g. the sending and receiving roles of participating and controlling functions.

	1
	Number Of Participants
	Optional
	This data element can be used to indicate the number of parties involved in the service event, e.g. participating a session.

	1
	Calling Party Address
	Optional
	This data element can be used to identify the party initiating the service event, e.g. the sender of a message. The initiating party is usually indicated in the Subscription Id data element in its role as the charged party. However, the charged party may also be some other party while the actual initiating party still needs to be identified.

	1
	Called Party Address
	Optional
	This data element can be used to identify the receiving party of a communication or the party that is the target of an operation (other than the initiator).

	1
	Group Name
	Optional
	This data element can be used to indicate the identifier of a group related to the event, e.g. a pre-defined distribution group in a messaging service.

	1
	Application Charging Identifier
	Optional
	This data element holds an identifier that enables the correlation of various records pertaining to the same session.

	1
	Inter-Operator Id
	Optional
	The IOI identifies both originating and terminating networks involved in a session/transaction.

	  2
	     Originating IOI
	Mandatory
	Identifies the originating network.

	  2
	     Terminating IOI
	Mandatory
	Identifies the terminating network.

	1
	Access Network Information
	Optional
	This data element can be used to carry information related to the access network used if available.

	1
	Total Number of Messages Sent
	Optional
	This data element can be used to indicate the number of individual messages sent by the user. However, the number does not necessarily correspond to the number of message actually delivered.

	1
	Total Number of Messages Exploded
	Optional
	This data element can be used to indicate the total number of messages exploded by the IM server.

	1
	Number of Messages Successfully Sent
	Optional
	This data element indicates the number of individual messages sent by the user that were successfully delivered to at least one recipient.

	1
	Number of Messages Successfully Exploded
	Optional
	This data element can be used to indicate the total number of messages exploded by the IM server that were successfully delivered.

	1
	SIP Method
	Optional
	This data element can be used to identify the SIP Method triggering the charging event.

	1
	Expires
	Optional
	The Expires data element indicates the relative time after which the SIP message expires.

	1
	Cause Code
	Optional
	This data element can be used to indicate the returned SIP status code for the service request.

	1
	SIP Request Timestamp
	Optional
	This data element can be used to carry a timestamp related to the start of a service delivery operation.

	1
	SIP Response Timestamp
	Optional
	This data element can be used to carry a timestamp related to the end of a service delivery operation.

	1
	Content ID
	Optional
	This data element will be used as identifier sets by the Content Provider, and unique within the DCD Service Provider’s domain.

	1
	Content provider ID
	Optional
	This data element will be used as the globally unique identity of the content provider within the DCD Server Domain.


Table 1: Charging Request message

Change 3:  Modify 6.2
Charging Response Message
6.2 Charging Response Message

The charging response message is the acknowledgement message to one of the Charging Request messages described above. The type of the corresponding charging request message is indicated by the value of the OMA Charging Data Element “Request Type”.
The following table defines the data elements for a Charging response message. 


	Level
	OMA Charging Data Element
	Category
	Description

	1
	Result Code
	Mandatory
	This data element indicates the result of a particular request.

	1
	Request Type
	Mandatory
	This data element indicates the type of the corresponding Charging request message.

	
	
	
	

	1
	Event Timestamp
	Optional
	This data element records the time at which the reported event occurred.


Table 6: Charging Response message

Change 4:  Modify 8.1.2.2
Accounting Answer Command
8.1.2.2 Accounting Answer Command

The ACA command is sent from the Charging Enabler to the Charging Enabler User in response to an ACR command and is used in order to acknowledge the reception of the charging data. This command is used for both Event-based and Session-based responses. The distinction is made accordingly to the value carried in the Accounting-Record-Type AVP. The value of this AVP will be the same one contained in the same AVP of the corresponding request.

The message format is the following:

      <ACA> ::= < Diameter Header: 271, PXY >

                < Session-Id >

                { Result-Code }

                { Origin-Host }

                { Origin-Realm }

                { Accounting-Record-Type }

                { Accounting-Record-Number }

                [ Acct-Application-Id ]

                [ Vendor-Specific-Application-Id ]

                [ User-Name ]

                [ Accounting-Sub-Session-Id ]

                [ Acct-Session-Id ]

                [ Acct-Multi-Session-Id ]

                [ Error-Reporting-Host ]

                [ Acct-Interim-Interval ]

                [ Accounting-Realtime-Required ]

                [ Origin-State-Id ]

                [ Event-Timestamp ]

              * [ Proxy-Info ]

              * [ AVP ]

Change 5:  Modify 8.1.3 Mapping of OMA Charging Data Elements to AVPs
8.1.3 Mapping of OMA Charging Data Elements to AVPs

The following table describes the mapping of the OMA Charging Data Elements to the Diameter AVPs, which are re-used from [RFC3588], [RFC4005], [RFC4006] or [TS32.299]. Mapping of OMA Charging Data Elements to AVPs defined by OMA can be found from [CHRG_DDS]. 

	OMA Charging Data Element
	Diameter AVP

	Access Network Information
	Access-Network-Charging-Identifier-Value

	Input Octets
	Accounting-Input-Octets

	Output Octets
	Accounting-Output-Octets

	Request Number
	Accounting-Record-Number

	Request Type
	Accounting-Record-Type

	Time
	Acct-Session-Time

	Application Server Id
	Application-Server-Id

	Application Service Type
	Application-Service-Type

	Application Session Id
	Application-Session-Id

	Correlation Id
	Billing-Information 

	Money
	CC-Money

	Service Specific Units
	CC-Service-Specific-Units

	Called Party Address
	Called-Party-Address

	Calling Party Address
	Calling-Party-Address

	Cause Code
	Cause-Code

	Content ID
	Content-ID

	Content Length
	Content-Length

	Content provider ID
	Content-provider-ID

	Content Type
	Content-Type

	Currency Code
	Currency-Code

	Delivery Status
	Delivery-Status

	Event Timestamp
	Event-Timestamp

	Expires
	Expires

	Exponent
	Exponent

	Application Charging Identifier
	IMS-Charging-Identifier

	Inter-Operator Identifier
	Inter-Operator-Identifier

	Message Body
	Message-Body

	Number of Messages Successfully Exploded
	Number-of-Messages-Successfully-Exploded

	Number of Messages Successfully Sent
	Number-of-Messages-Successfully-Sent

	Number of participants
	Number-of-Participants

	Originating IOI
	Originating-IOI

	Participant Group
	Participant-Group

	Group Name
	PoC-Group-Name

	Role of Node
	PoC-Server-Role

	Role of User
	PoC-User-Role

	Result code
	Result-Code

	Service Context Id
	Service-Context-Id

	Service Identifier
	Service-Identifier

	Service Key
	Service-Key 

	SIP Method
	SIP-Method

	SIP Request Timestamp
	SIP-Request-Timestamp

	SIP Response Timestamp
	SIP-Response-Timestamp

	Subscription Id
	Subscription-Id

	Subscription Data
	Subscription-Id-Data

	Subscription Type
	Subscription-Id-Type

	Terminating IOI
	Terminating-IOI

	Total Number of Messages Exploded
	Total-Number-of-Messages-Exploded

	Total Number of Messages Sent
	Total-Number-of-Messages-Sent

	Unit Value
	Unit-Value

	User Equipment Info
	User-Equipment-Info

	User Equipment Info Type
	User-Equipment-Info-Type

	User Equipment Info Value
	User-Equipment-Info-Value

	Value Digits
	Value-Digits


Table 7: Mapping to Diameter AVPs

Change 6:  Modify 8.1.4
Summary of AVPs used on CH-1
8.1.4 Summary of AVPs used on CH-1

The following table lists the Diameter AVPs specifically re-used by OMA for the Offline Charging interface (CH-1).

The table contains the following information:

· AVP Name: The name used in Diameter.

· AVP Code: The AVP Code used in the Diameter AVP Header.

· Used in ACR: Indicates if it is mandatory, optional or not used in the ACR command.

· Used in ACA: Indicates if it is mandatory, optional or not used in the ACA command.

· Used in SI: Indicates if it is mandatory, optional or not used in the Service Information parameter.

· AVP Defined: A reference to where this AVP is defined.

· Value Type: The Diameter format of the AVP data as defined in Basic or Derived AVP Data Format.

· AVP Flag Rules: The rules for how the AVP Flags in the AVP Header may be set.

· May Encr.: Indicates if the AVP may be encrypted or not.

	AVP Name
	AVP
Code
	Used in
	AVP
Defined
	Value
Type
	AVP Flag Rules
	May Encr.

	
	
	ACR
	ACA
	SI
	
	
	Must
	May
	Should
Not
	Must
Not
	

	Access–Network–Charging–Identifier–Value
	503
	-
	–
	O
	[TS29.214]
	OctetString
	V,M
	P
	-
	-
	Y

	Accounting-Input-Octets
	363
	-
	-
	O
	[RFC4005]
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Output-Octets
	364
	-
	-
	O
	[RFC4005]
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Record-Number
	485
	M
	M
	-
	[RFC3588]
	Unsigned32
	M
	P
	-
	V
	Y

	Accounting-Record-Type
	480
	M
	M
	-
	[RFC3588]
	Enumerated
	M
	P
	-
	V
	Y

	Acct-Application-Id
	259
	O
	O
	-
	[RFC3588]
	Unsigned32
	M
	P
	-
	V
	N

	Acct-Interim-Interval
	85
	 O
	O
	-
	[RFC3588]
	Unsigned32
	M
	P
	-
	V
	Y

	Acct-Session-Time
	46
	-
	-
	O
	[RFC4005]
	Unsigned32
	M
	P
	-
	V
	Y

	Application–Server–Id
	2101
	-
	-
	O
	[CHRG_DDS]
	UTF8String
	V,M
	P
	-
	-
	Y

	Application–Service–Type
	2102
	-
	-
	O
	[CHRG_DDS]
	Enumerated
	V,M
	P
	-
	-
	Y

	Application–Session–Id
	2103
	-
	-
	O
	[CHRG_DDS]
	Unsigned32
	V,M
	P
	-
	-
	Y

	Billing-Information
	1115
	-
	-
	O
	[TS29.140]
	UTF8String
	V,M
	P
	-
	-
	Y

	Called–Party–Address
	832
	-
	-
	O
	[TS32.299]
	UTF8String
	V,M
	P
	-
	-
	N

	Calling–Party–Address
	831
	-
	-
	O
	[TS32.299]
	UTF8String
	V,M
	P
	-
	-
	N

	Cause–Code
	861
	-
	-
	O
	[TS32.299]
	Integer32
	V,M
	P
	-
	-
	N

	CC-Money
	413
	-
	-
	O
	[RFC4006]
	Grouped
	M
	P
	-
	V
	Y

	CC-Service-Specific-Units
	417
	-
	-
	O
	[RFC4006]
	Unsigned64
	M
	P
	-
	V
	Y

	Content-ID
	2116
	-
	-
	O
	[CHRG_DDS]
	UTF8String
	V,M
	P
	-
	-
	Y

	Content–Length
	827
	-
	-
	O
	[TS32.299]
	Unsigned32
	V,M
	P
	-
	-
	N

	Content-provider-ID
	2117
	-
	-
	O
	[CHRG_DDS]
	UTF8String
	V,M
	P
	-
	-
	Y

	Content–Type
	826
	-
	-
	O
	[TS32.299]
	UTF8String
	V,M
	P
	-
	-
	N

	Currency-Code
	425
	-
	-
	O
	[RFC4006]
	Unsigned32
	M
	P
	-
	V
	Y

	Destination-Realm
	283
	M
	-
	-
	[RFC3588]
	DiamIdent
	M
	P
	-
	V
	N

	Delivery–Status
	2104
	-
	-
	O
	[CHRG_DDS]
	UTF8String
	V,M
	P
	-
	-
	Y

	Error-Reporting-Host
	294
	-
	O
	-
	[RFC3588]
	DiamIdent
	-
	P
	-
	V,M
	N

	Event-Timestamp
	55
	O
	O
	-
	[RFC3588]
	Time
	M
	P
	-
	V
	N

	Expires
	888
	-
	-
	O
	[TS32.299]
	Unsigned32
	V,M
	P
	-
	-
	N

	Exponent
	429
	-
	-
	O
	[RFC4006]
	Integer32
	M
	P
	-
	V
	Y

	IMS–Charging–Identifier
	841
	-
	-
	O
	[TS32.299]
	UTF8String
	V,M
	P
	-
	-
	N

	Inter–Operator–Identifier
	838
	-
	-
	O
	[TS32.299]
	Grouped
	V,M
	P
	-
	-
	N

	Message–Body
	889
	-
	-
	O
	[TS32.299]
	Grouped
	V,M
	P
	-
	-
	N

	Number-of-Messages-Successfully-Exploded
	2111
	-
	-
	O
	[CHRG_DDS]
	Unsigned32
	V,M
	P
	-
	-
	N

	Number-of-Messages-Successfully-Sent
	2112
	-
	-
	O
	[CHRG_DDS]
	Unsigned32
	V,M
	P
	-
	-
	N

	Number–of–Participants
	885
	-
	-
	O
	[TS32.299]
	Unsigned32
	V,M
	P
	-
	-
	N

	Originating IOI
	839
	-
	-
	O
	[TS32.299]
	UTF8String
	V,M
	P
	-
	-
	N

	Origin-Host
	264
	M
	M
	-
	[RFC3588]
	DiamIdent
	M
	P
	-
	V
	N

	Origin-Realm
	296
	M
	M
	-
	[RFC3588]
	DiamIdent
	M
	P
	-
	V
	N

	Origin-State-Id
	278
	O
	O
	-
	[RFC3588]
	Unsigned32
	M
	P
	-
	V
	N

	Participant–Group
	1260
	-
	-
	O
	[TS32.299]
	Grouped
	V,M
	P
	-
	-
	N

	PoC–Group–Name
	859
	-
	-
	O
	[TS32.299]
	UTF8String
	V,M
	P
	-
	-
	N

	PoC–Server–Role
	883
	-
	-
	O
	[TS32.299]
	Enumerated
	V,M
	P
	-
	-
	Y

	PoC–User–Role
	1252
	-
	-
	O
	[TS32.299]
	Grouped
	V,M
	P
	-
	-
	Y

	Proxy-Info
	284
	O
	O
	-
	[RFC3588]
	Grouped
	M
	-
	-
	P,V
	N

	Proxy-Host
	280
	M
	M
	-
	[RFC3588]
	DiamIdent
	M
	-
	-
	P,V
	N

	Proxy-State
	33
	M
	M
	-
	[RFC3588]
	OctetString
	M
	-
	-
	P,V
	N

	Result-Code
	268
	-
	M
	-
	[RFC3588]
	Unsigned32
	M
	P
	-
	V
	N

	Route-Record
	282
	O
	-
	-
	[RFC3588]
	DiamIdent
	M
	-
	-
	P,V
	N

	Service-Context-Id
	461
	O
	-
	-
	[RFC4006]
	UTF8String
	M
	P
	-
	V
	Y

	Service-Generic-Information
	1256
	-
	-
	O
	[TS32.299]
	Grouped
	V,M
	P
	-
	-
	Y

	Service-Identifier
	439
	-
	-
	O
	[RFC4006]
	UTF8String
	M
	P
	-
	V
	Y

	Service-Information
	873
	O
	-
	-
	[TS32.299]
	Grouped
	V,M
	P
	-
	-
	N

	Service-Key
	1114
	-
	-
	O
	[TS29.140]
	UTF8String
	V,M
	-
	-
	-
	Y

	Session-Id
	263
	M
	M
	-
	[RFC3588]
	UTF8String
	M
	P
	-
	V
	Y

	SIP–Method
	824
	-
	-
	O
	[TS32.299]
	UTF8String
	V,M
	P
	-
	-
	N

	SIP–Request–Timestamp
	834
	-
	-
	O
	[TS32.299]
	Time
	V,M
	P
	-
	-
	N

	SIP–Response–Timestamp
	835
	-
	-
	O
	[TS32.299]
	Time
	V,M
	P
	-
	-
	N

	Subscription-Id
	443
	-
	-
	O
	[RFC4006]
	Grouped
	M
	P
	-
	V
	Y

	Subscription-Id-Data
	444
	-
	-
	M
	[RFC4006]
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id-Type
	450
	-
	-
	M
	[RFC4006]
	Enumerated
	M
	P
	-
	V
	Y

	Terminating–IOI
	295
	-
	-
	O
	[RFC3588]
	Enumerated
	V,M
	P
	-
	-
	N

	Total–Number–Of–Messages–Exploded
	2113
	-
	-
	O
	[CHRG_DDS]
	Unsigned32
	V,M
	P
	-
	-
	Y

	Total–Number–Of–Messages–Sent
	2114
	-
	-
	O
	[CHRG_DDS]
	Unsigned32
	V,M
	P
	-
	-
	Y

	Unit-Value
	445
	-
	-
	M
	[RFC4006]
	Grouped
	M
	P
	-
	V
	Y

	User-Equipment-Info
	458
	-
	-
	O
	[RFC4006]
	Grouped
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Type
	459
	-
	-
	M
	[RFC4006]
	Enumerated
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Value
	460
	-
	-
	M
	[RFC4006]
	OctetString
	-
	P,M
	-
	V
	Y

	User-Name
	1
	O
	O
	-
	[RFC3588]
	UTF8String
	M
	P
	-
	V
	Y

	Value-Digits
	447
	-
	-
	M
	[RFC4006]
	Integer64
	M
	P
	-
	V
	Y


Table 8: Summary of Diameter AVPs used on CH-1
For the usage of Service-Context-ID AVP and Service-Information AVP please refer to the [CHRG_ONLINE]. Since the application uses Acct-Application-ID, the AVP SHALL contain the value of 3 as defined in [RFC3588].
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