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3. Terminology and Conventions

3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.




3.2 Definitions

For the purposes of the present document, the terms and definitions given in the following apply:
	Attribute Qualifier
	An optional annotation, which is understood by specific applications.  The annotation indicates specific usage or functional roles.

	Catalogue
	A logical collection of information associated with Service Packages, Service Models, Service Deployment Instances, and Service Instances.

	Component Life Cycle
	The set of steps a component go through from idea, to creation, to introduction in the service, to retirement (when a component is removed from the Service).

	Inherent Attribute
	An attribute independent of any specific service used in the management of Service Models.

	Life Cycle Management
	The sequence of steps of deployment (including download, installation, configuration, activation, and publishing), update (including download, installation, and activation), and removal/withdrawal of services and components.

	OMA Service Provider Environment
	A system that consists of  Resources that are used to construct end-user services. Examples of an OSPE may include an Enterprise network, Mobile network, or Third Party Service Provider.

	Provisioning
	The process of setting data (e.g. user data, service subscription data, installation and configuration data, etc.).

	Service Attribute
	Represents an atomic or compound data element associated with the service. A Service Attribute can have zero or more Attribute Qualifiers.

	Service Deployment Instance
	Representation of the aspects associated with the lifecycle (e.g. from the service installation to the final tests and service activation, and component upgrades) of a service in an OMA Service Provider Environment, according to its Service Model.

	Service Level Tracing
	Service Level Tracing is the ability to capture and log all relevant information at each Component particpating in the execution of a specic  service, that is initiated either by an end user or a Component. 

	Service Life Cycle
	The set of steps a service goes through from idea, to creation, to introduction in the Service Provider environment, to retirement (when a service is removed from the Service Provider environment). [OSPE-RD]

	Service Model
	A structured representation of services, , Resources, and their interrelations, Inherent Attributes and Service Attributes for a given service.

	Service Package
	A Service Package consists of services grouped under one commercial package or bundle and that is offered to customers (e.g. end-users). [OSPE-RD]

	Service Subscription Provisioning
	The process that includes all the steps needed in order to fulfill a service subscription request from a user/subscriber. The process may include the following steps: provisioning of information in the end user profile (e.g. traditional settings in the HLR), provisioning of some user information and preferences into a service system, settings in the charging rules for a user, setting for policies to allow request for the user/service, etc. [OSPE-RD]

	Tracing
	The mechanism to support capturing and recording the runtime information. This is achieved by specifying standard Component interfaces to handle aspects such as start tracing, stop tracing, and tracing result retrieval.


3.3 Abbreviations

For the purposes of the present document, the abbreviations given in the following apply:
	LCM
	Life Cycle Management

	OAM
	Operation and Maintenance

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	OSPE
	OMA Service Provider Environment

	SLT
	Service Level Tracing

	SMAC
	Service Model & Catalogue

	SP
	Service Provider


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

5. Life Cycle Management Process

5.1 Component life cycle management process

5.2 Service life cycle management process

6. Service Level Tracing Process
7. The Service Level Tracing (SLT) process enables the OSPE requesters to obtain real time tracing information from any deployed component within enablers and applications implementing the OSPE tracing Agent. The tracing can be initiated from either a device or from the tracing agent within the component by marking terminals to be traced.

8. The Tracing process is initiated by an OSPE user via the OSPE-2 interface to the OSPE Server. The OSPE Server verifies the service configuration/existence of the component and forwards the request to start the SLT to the Tarcing agent in the component via the OSPE-5 interface. 

9. Next step is that a Terminal or a set of terminals are marked to be traced either by communication to the terminal or by configuring the tracing agents. 

10. Based on service requests the tracing agents will store the tracing information locally with the correct level of details. When the traceing is done the will the tracing agents send the generated tracing data back to the OSPE Server via OSPE-5.
11. The Service requester can finally retrieve the recorded tracing data from the OSPE Server via OSPE-2.

12. 
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13. Figure x: Turn on Service Level Tracing
13.1 Start/Stop Service Level Tracing
13.2 As shown in the Figure x above SLTs are started and stopped by requests from a OSPE requester. The OSPE Server SHALL verify the request by matching the Service Model in the SMAC. Upon a successful validation the OSPE Server SHALL Start the tracing in the appropriate Tracing Agents.
13.3 The next step in the SLT process is to activate the terminals to be used for the tracing. There are two alternative ways for the OSPE Server to start the tracing as described below.
Figure y shows how the SLT is running between the terminal and OSPE components. 
Before starting a tracing session, the Service Provider should make sure that the tracing functions of related components are turned on.

13.3.1.1 Starting Tracing from Terminal
Figure y below shows how the SLT is running between terminal and OSPE components. 
The OSPE Server SHALL first mark the user’s terminal. Then, when the user starts the service from the terminal, a trace token will be added to the message sent from the terminal to the next component. The component receives the message (including the token) and checks if it needs to start the tracing session. If the message received has been marked with the token, the component SHALL start tracing and recording the service execution. During the tracing, the log data SHALL be collected. During the service execution, the related outgoing messages SHALL be marked by the token and thus the token SHALL be forwarded to other components. The following component will check the token and start tracing if needed. Tracing log data SHALL be transferred to the OSPE Server. After receiving tracing log data from the Tracing Agents, the OSPE Server MAY correlate the log data. The log data will be finally transported to the Requester through the interface OSPE-2.
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13.4 Figure y. StartingTracing from Terminal
13.4.1.1 Starting Tracing from Component
Figure z below shows how the SLT is running from any given component.
The OSPE Server SHALL be able to start the SLT at a given component no matter where the message comes from and no matter whether the terminal supports SLT function or not.  The OSPE Server SHALL issue a message to the Tracing Agent to mark that component. The user starts the service at the terminal. When the marked component has received a message from the terminal, a trace token SHALL be added to all outgoing messages related to that service sequence from that component. The component SHALL start tracing; the log data SHALL be collected. The following components SHALL check the token and start the tracing session if service level tracing is turned on. All of the log data SHALL finally be transported to OSPE Server through interface OSPE-5 and to the Requester through the OSPE-2 interface.


[image: image4.emf]OSPE Server

Terminal

Tracing

Agent

3.. Report tracing logs

1. Mark component A to trace 

the request from the terminal

2. Start a service request 

without tracing token


Figure z. StartingTracing from Component
13.5 Stopping the tracing

13.6 The OSPE Requester SHALL be able to stop any ongoing or activated tracing requests via the OSPE-2 interface. 
13.7 Get Tracing Data
The generated tracing data SHALL be able to be delivered to the OSPE Requester in the following two ways

Pull by the OSPE Requester
The OSPE Requester SHALL be able to retrieve (i.e. Pull) the generated logs from the OSPE Server via the OSPE-2 interface, when a tracing is finished/stopped or while tracing is ongoing,. The logs MAY have been correlated by the OSPE Server.
Push to the OSPE Requester
The OSPE Requestor SHALL be able to request the OSPE Server to deliver tracing logs continuously during the tracing or at the end of a tracing (i.e. Push) via the OPSE-2 interface.
14. Interfaces and Flows
14.1 Specification of the OSPE-2 Interface
The OSPE-2 interface is used to receive OSPE’s SLT functions from the requesters and report tracing data to the requesters. The OSPE-2 interface support following functions:

· Activate/Deactivate service tracing request

· Reporting tracing data to the requester

· Retrieving tracing data from the requester

14.1.1 Activate Service Level Tracing
14.1.1.1 Overview

When errors occur under the service provider’s domain, the service level tracing functions will help the service provider to quickly identify the problems from the component chain. The service provider sends an activation request to the OSPE server to activate the SLT function for the service through OSPE-2 interface. The OSPE server may request the service dependency to get the information of each related component.  If the related component is conflict with current activation request (e.g. already activated by other service) after check the status of component, the OSPE server may needs to process the activation command separately. When the entire related component has been activated, a response message will return back to the requester to indicate the result of this process.
A session is defined as the interval between the start and termination of the application.
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Figure 1: Activate Service Level Tracing
14.1.1.2 Message Structure

This following table shows the abstract message structure of each message.

	Activate Request

	Parameter Name
	Parameter Type

	Command
	STRING

	CommandID
	INTEGER

	ServiceID
	INTEGER

	Notification
	STRING


	Activate Response

	Parameter Name
	Parameter Type

	Command
	STRING

	CommandID
	INTEGER

	ServiceID
	INTEGER

	TraceID
	INTEGER

	Status
	INTEGER


Table 2: Message Structure
14.1.1.3 Messages Syntax

This is a basic design of Activation message:

	<Command>ACTIVATE REQ</Command>
<CommandID>43</CommandID>
<ServiceID>16</ServiceID>
<Notification>http://www.openmobilealliance.org/ospe/notification</Notification>


The response message could be:

	<Command>ACTIVATE RSP</Command>
<CommandID>43</CommandID>

<ServiceID>16</ServiceID>
<TraceID>1</TraceID>
<Status>0</Status>


The detailed explanation of each item could be described in the following section.
14.1.1.4 Input/Output Parameters

To activate service level tracing, the OSPE requester should indicate the target service which need to be traced. The input parameter includes:

· Command

The Command parameter indicates the command type of each request. For the request message, it is used to show the action which needs to be performed by OSPE Server.  To activate a service level tracing, the parameter MUST use ACTIVATE.
· CommandID

The numeric identity of command, this is used to uniquely identity each command. The CommandID is created by the requester and MUST be unique during the whole session between the OSPE requester and the OSPE server. 
· ServiceID (Service Identifier)

The Service Identifier indicates the target service which needs to be traced.

· Notification (Notification Address)

If the OSPE Requester wants to be notified once OSPE Server collected the tracing data, The OSPE requester MUST use Notification Address parameter to indicate the callback interface of requester to receive tracing data.

The output parameters contain the status code to indicate the result of last activation command. The output parameter includes:

· Command

The Command parameter indicates the command type of each request. To return a result to the OSPE requester, the Command parameter MUST use RESULT.

· CommandID

The CommandID is used to refer corresponding requesting command for the response message. When a response message was issued by the responder, the message MUST contain the CommandID and the CommandID MUST equal with the corresponding requesting CommandID. (e.g. If the requesting CommandID is “1”, the response message MUST contain CommandID which the same number – “1”)

· ServiceID (Service Identifier)

The Service Identifier indicates the target service which point out by OSPE requester.
· TraceID

The TraceID is generated by OSPE server to unique identify a tracing session. The TraceID MUST be unique for all of the tracing session in OSPE Server. The requester have to keep this TraceID for reference a tracing session.
· Status

The Status indicates the result of last activation request.

14.1.2 Reporting / Retrieving tracing data

OSPE server supports both reporting tracing data to the requester and retrieving tracing data by the requester. 

14.1.2.1 Retrieving tracing data

14.1.2.1.1 Overview

After the tracing has been started, the requester sends a retrieving requester to the OSPE server for the tracing data; then the OSPE server will return the tracing data through OSPE-2 interface.
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Figure 3: Retrieving tracing data

14.1.2.2 Message Structure

This following table shows the abstract message structure of each message.

	Retrieve Request

	Parameter Name
	Parameter Type

	Command
	STRING

	CommandID
	INTEGER

	ServiceID
	INTEGER

	TraceID
	INTEGER


	Retrieve Response

	Parameter Name
	Parameter Type

	Command
	STRING

	CommandID
	INTEGER

	ServiceID
	INTEGER

	TraceID
	INTEGER

	Status
	INTEGER

	Data
	STRING


Table 4: Message Structure
14.1.2.3 Messages Syntax

This is a basic design of retrieving message:

	<Command> RETRIEVE REQ</Command>
<CommandID>44</CommandID>
<ServiceID>16</ServiceID>
<TraceID>1</TraceID>


The response message could be:

	<Command>RETRIEVE RSP</Command>
<CommandID>44</CommandID>

<ServiceID>16</ServiceID>
<TraceID>1</TraceID>

<Status>0</Status>
<Data>Log data</Data>


The detailed explanation of each item could be described in the following section.
14.1.2.4 Input/Output Parameters

The OSPE requester can send a request to the OSPE Server for retrieving tracing data; the OSPE Server will return the tracing data to the OSPE requester through OSPE-2 interface. The input parameter includes:

· Command

The Command parameter indicates the command type of each request. For the request message, it is used to show the action which needs to be performed by OSPE Server.  To retrieve tracing data, the parameter MUST use RETIEVE REQ.
· CommandID

The numeric identity of command, this is used to uniquely identity each command. The CommandID is created by the requester and MUST be unique during the whole session between the requester and the server. 
· ServiceID (Service Identifier)

The Service Identifier indicates the tracing data of service which needs to be retrieved.

· TraceID

The unique identity of tracing session. This parameter was initially provided by OSPE server when the requester activate the service level tracing. While the requester wants to retrieve the tracing data, it MUST contain the corresponding TraceID to specify which tracing data it wants to get.

The output parameters contain the tracing data for the specify service. The output parameter includes:

· Command

The Command parameter indicates the command type of each request. To return a result to the OSPE requester, the Command parameter MUST use RETRIEVE RSP.

· CommandID

The CommandID is used to refer corresponding requesting command for the response message. When a response message was issued by the responder, the message MUST contain the CommandID and the CommandID MUST equal with the corresponding requesting CommandID. (e.g. If the requesting CommandID is “1”, the response message MUST contain CommandID which the same number – “1”)

· ServiceID (Service Identifier)

The Service Identifier indicates the target service which point out by OSPE requester.
· TraceID

The unique identity of tracing session. It used to refer the tracing session which is initiated by OSPE Requester.
· Status

The Status indicates the result of last retrieving request.

· Data

The Data parameter contains the tracing data in a predefined format.

14.1.2.5 Reporting tracing data

14.1.2.5.1 Overview

If the OSPE requester wants to be notified when tracing data is available, the OSPE requester will send the SLT Activation message with the service information and indicate the address of notification address.  When OSPE server received the message, the OSPE server will turn on the service level tracing and report the tracing data based on notification address once it get the tracing log.
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Figure 5: Reporting tracing data

14.1.2.6 Message Structure

This following table shows the abstract message structure of each message.

	Report Request

	Parameter Name
	Parameter Type

	Command
	STRING

	CommandID
	INTEGER

	ServiceID
	INTEGER

	TraceID
	INTEGER

	Data
	STRING


Table 6: Message Structure
14.1.2.7 Messages Syntax

This is a basic design of reporting message:

	<Command>REPORT REQ</Command>
<CommandID>97</CommandID>
<ServiceID>16</ServiceID>
<TraceID>1</TraceID>
<Data>Log data</Data>


The detailed explanation of each item could be described in the following section.
14.1.2.8 Input/Output Parameters

If the OSPE requester specifies the notification address for receiving tracing data in the activation request, the OSPE server will use this notification address to return the tracing data while tracing data available. The output parameters contain the tracing data for the specified service. The output parameter includes:

· Command

The Command parameter indicates the command type of each request. To return a result to the OSPE requester, the Command parameter MUST use REPORT REQ.

· CommandID

The numeric identity of command, this is used to uniquely identity each command. The CommandID is created by the requester and MUST be unique during the whole session between the requester and the server. 
· ServiceID (Service Identifier)

The Service Identifier indicates the target service which point out by OSPE requester.
· TraceID

The unique identity of tracing session. It used to refer the tracing session which is initiated by OSPE Requester.
· Data

The Data parameter contains the tracing data in a predefined format.

14.1.3 Deactivate Service Level Tracing
14.1.3.1 Overview

After the problems has been identified and solved. The service provider may want to stop the service level tracing for the service.  To deactivate a SLT from the service, the service provider first sends a deactivate request to the OSPE server, the OSPE server then check each related component and deactivate it properly. 
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Figure 7: Deactivate Service Level Tracing
14.1.3.2 Message Structure

This following table shows the abstract message structure of each message.

	Deactivate Request

	Parameter Name
	Parameter Type

	Command
	STRING

	CommandID
	INTEGER

	ServiceID
	INTEGER

	TraceID
	INTEGER


	Deactivate Response

	Parameter Name
	Parameter Type

	Command
	STRING

	CommandID
	INTEGER

	ServiceID
	INTEGER

	TraceID
	INTEGER

	Status
	INTEGER


Table 8: Message Structure
14.1.3.3 Messages Syntax

This is a basic design of deactivation message:

	<Command>DEACTIVATE REQ</Command>
<CommandID>45</CommandID>
<ServiceID>16</ServiceID>
<TraceID>1</TraceID>


The response message could be:

	<Command>DEACTIVATE RSP</Command>
<CommandID>45</CommandID>

<ServiceID>16</ServiceID>
<TraceD>1</TraceID>
<Status>0</Status>


The detailed explanation of each item could be described in the following section.
14.1.3.4 Input/Output Parameters

To deactivate a service level tracing, the OSPE requester should indicate the target service which need to be deactivated. The input parameter includes:

· Command

The Command parameter indicates the command type of each request. For the request message, it is used to show the action which needs to be performed by OSPE Server.  To activate a service level tracing, the parameter MUST use DEACTIVATE REQ.
· CommandID

The numeric identity of command, this is used to uniquely identity each command. The CommandID is created by the requester and MUST be unique during the whole session between the requester and the server. 
· ServiceID (Service Identifier)

The Service Identifier indicates the target service which needs to be deactivated.

· TraceID

The unique identity of tracing session. It used to refer the tracing session which is initiated by OSPE Requester.
The output parameters contain the status code to indicate the result of last deactivation command. The output parameter includes:

· Command

The Command parameter indicates the command type of each request. To return a result to the OSPE requester, the Command parameter MUST use DEACTIVATE RSP.

· CommandID

The CommandID is used to refer corresponding requesting command for the response message. When a response message was issued by the responder, the message MUST contain the CommandID and the CommandID MUST equal with the corresponding requesting CommandID. (e.g. If the requesting CommandID is “1”, the response message MUST contain CommandID which the same number – “1”)

· ServiceID (Service Identifier)

The Service Identifier indicates the target service which point out by OSPE requester.
· TraceID

The unique identity of tracing session. It used to refer the tracing session which is initiated by OSPE Requester.
· Status

The Status indicates the result of last deactivation request.
14.2 Specification of OSPE-3 Interface

14.2.1 Service/Component Registration
14.2.2 Service/Component Unregistration

14.2.3 Creating Catalogue Data

14.2.4 Updating Catalogue Data

14.2.5 Deleting Catalogue Data

14.2.6 Requesting Catalogue Data

14.3 Specification of OSPE-5 Interface

14.3.1 Activate/Deactivate Tracing
14.3.2 Reporting/Retrieving Tracing Data
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-C-001
	Something mandatory
	Section x.y
	M
	(XYZ-C-001 OR XYZ-C-003) AND
 XYZ-C-002

	XYZ-C-002
	Something optional
	Section x.y
	O
	

	XYZ-C-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MCF

	XYZ-C-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-S-001
	Something mandatory
	Section x.y
	M
	XYZ-S-001 OR XYZ-S-002 OR XYZ-S-003

	XYZ-S-002
	Something optional
	Section x.y
	O
	

	XYZ-S-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MSF

	XYZ-S-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OSF


Appendix C. Informational
The material in this appendix illustrates the type of information that might be maintained by an implementation of the OSPE server. It is not mandated by the specification.

15. Service Model


OSPE manages resource data, component data, service data, service packages, and partner service provider information. The OSPE managed data further includes relations with other resources (enablers, backend systems) that need to be configured or notified when OSPE managed data changes.
Figure 1 which is shown below describes the OSPE Service Model and its relations:
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Figure 9:  OSPE Service Model

The relations between each data are described in OSPE AD Appendix B. 

15.1 Service Provider Data

The service provider data contains the service provider’s reference identity, name, and its related information. This data is used to provide additional information for the service management process. 

Since the service provider data has no dependency with other data, the OSPE will not check the dependency for the registration of service provider data. 

The following table shows the content of service provider data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Service Provider ID
	Always
	This data element indicates the Service Provider’s reference ID

	Name
	Always
	This data element indicates the name of Service Provider

	Description
	Sometimes
	This data element indicates the description of Service Provider


Table 1: Service Provider Data Structure

Editor’s Notes: The additional attributes will be added by further contributions.
15.1.1 Service Provider ID

This element provides a unique identity for the Service Provider. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

15.1.2 Name

This element provides the name of Service Provider. It’s used to give a human friendly identity for the Service Provider. This element is not restricted to unique identity.

15.1.3 Description

This element provides an arbitrary text for the description of Service Provider.

15.2 Service Data

The service data contains service provider’s reference identity, service identity, service name, etc. This data is used to calculate the dependency of each service to fulfil LCM and SLT. The OSPE manages the relation between service data and other data (i.e. service provider data, service component data) by the identity of those data. Such as the service provider data and the service data is associated with the identity of service provider.

Since the service data is related with service provider’s data through service provider ID, the OSPE MUST check the dependency while the service data been added and/or updated. When a service is registered into OSPE, the OSPE will check if the service already exists or not. If the related data of service provider has not been registered, the OSPE will refuse to register the service data and return an error to indicate the reason. 

The following table shows the content of service data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Service ID
	Always
	This data element indicates the Service reference ID

	Related Service Provider ID
	Always
	This data element indicates the related Service Provider’s ID

	Related Service Component ID
	Always
	This data element indicates the related service component ID

	Related Service ID
	Sometimes
	This data element indicates the related service ID

	Name
	Always
	This data element indicates the name of Service

	Description
	Sometimes
	This data element indicates the description of Service

	Status
	Always
	This data element indicates the life cycle state of Service


Table 2: Service Data Structure

The service may use at least one component in owner service provider environment. To reduce the redundant data during the implement time, the service component data structure may use the same method as service package data structure.
15.2.1 Service ID

This element provides a unique identity for the Service. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

15.2.2 Related Service Provider ID

This element is used to refer a service provider’s data for the service. The OSPE MUST make sure the ID exists in OSPE.

15.2.3 Related Service Component ID

This element is used to refer a service component data which is used by service. The OSPE MUST make sure the identity referenced service component data exist in OSPE. The service data may contain more than one identity of related service component.

15.2.4 Related Service ID

This element is used to refer a service data which is used by service. The OSPE MUST make sure the ID exists in OSPE.

15.2.5 Name

This element provides the name of Service. It’s used to give a human friendly identity for the Service. This element is not restricted to unique identity.

15.2.6 Description

This element provides an arbitrary text for the description of Service.

15.2.7 Status

This element indicates the life-cycle status of Service. OSPE may use this data to check the service precondition for the LCM or SLT. 

The value of status is referred from the description of LCM in OSPE RD document which is list below:

	Values
	Description

	LCS_INITIAL
	Initial status

	LCS_TESTING
	Testing status

	LCS_ACTIVE
	Active status

	LCS_INACTIVE
	Inactive status

	LCS_WITHDRAW
	Withdraw status


Table 3: Status Value

15.2.8 Relations

The following figure shows the relations between Service Data and Service Provider Data.
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Figure 10: Relations between Service Data and Service Provider Data

The figure 3 shows relations between Service Data and Service Component Data.
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Figure 11: Relations between Service Data and Service Component Data

The figure 4 shows relations between Service Data and Service Package Data.
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Figure 12: Relations between Service Data and Service Package Data

15.3 Service Package Data

Service Package provides a way to put a service together and act as a new service with common properties. The service package data indicates which service belongs to service package and the properties of service package. 
The following table shows the suggested core data structure of service package data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Service Package ID
	Always
	This data element indicates the Service Package reference ID

	Related Service Provider ID
	Always
	This data element indicates the related Service Provider ID

	Related Service ID
	Always
	This data element indicates the identity of contained service.

	Name
	Always
	This data element indicates the name of Service Package

	Description
	Sometimes
	This data element indicates the description of Service Package


Table 4: Service Package Data Structure

The service package MUST contain at least one service, normally two or more services. Using table 4 to describe the service package may waste storage space (i.e. if the service package contain 5 services, the name and description may store 5 times in database). The following two tables show how to reduce the storage space without changing the data element.

	Data Element
	Present
	Description

	Service Package ID
	Always
	This data element indicates the Service Package reference ID

	Related Service Provider ID
	Always
	This data element indicates the related Service Provider ID

	Name
	Always
	This data element indicates the name of Service Package

	Description
	Sometimes
	This data element indicates the description of Service Package


Table 5: Service Package Data Structure

Table 5 is used to describe the basic properties of service Package while Table 6 is used to indicate the relations of service package and service.

	Data Element
	Present
	Description

	Service Package ID
	Always
	This data element indicates the Service Package reference ID

	Related Service ID
	Always
	This data element indicates the identity of contained service.


Table 6: Service Package Data Structure

15.3.1 Service Package ID

This element provides a unique identity for the Service Package. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

15.3.2 Related Service Provider ID

This element is used to refer a service provider’s data for the service package. The OSPE MUST make sure the identity referenced data exist in OSPE. 

15.3.3 Related Service ID

This element is used to refer a service data which is belongs to service package. The OSPE MUST make sure the identity referenced service data exist in OSPE. The service package data may contains more than one related service identity.

15.3.4 Name

This element provides the name of Service Package. It’s used to give a human friendly identity for the Service Package. This element is not restricted with unique identity.

15.3.5 Description

This element provides an arbitrary text for the description of Service Package.

15.3.6 Relations

The following figure shows the relations between Service Package Data and Service Provider Data.
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Figure 13: Relations between Service Package Data and Service Provider Data

15.4 Service Component Data

Service Component is the functional entities of the service and is responsible for a particular set of functionality and associated information.  The service component data indicates the relations between service and service component. The status information is also provided by service component data, it consist of service component identity, related service identity, status, etc.

The following table shows the information to be maintained for service component data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Service Component ID
	Always
	This data element indicates the Service Component’s reference ID

	Name
	Always
	This data element indicates the name of Service Component

	Description
	Sometimes
	This data element indicates the description of Service Component

	Status
	Always
	This data element indicates the status of Service Component

	Provision Interface
	Sometimes
	This data element indicates the URL of provision Interface

	Tracing Interface
	Sometimes
	This data element indicates the URL of tracing interface

	Notification Interface
	Sometimes
	This data element indicates the URL of notification interface

	Related Service Component ID
	Sometimes
	This data element indicates the related service component ID.

	Related Resource ID
	Sometimes
	This data element indicates the related resource identity.


Table 7: Service Component Data Structure

15.4.1 Service Component ID

This element provides a unique identity for the Service Component. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

15.4.2 Name

This element provides the name of Service Component. It’s used to give a human friendly identity for the Service Component. This element is not restricted with unique identity.

15.4.3 Description

This element provides an arbitrary text for the description of Service Component.

15.4.4 Status

This element indicates the life-cycle status of Service Component. OSPE may use this data to check the service component precondition for the LCM or SLT. 

The value of status is referred from the description of LCM in OSPE RD document which is list below:

	Values
	Description

	LCS_INITIAL
	Initial status

	LCS_TESTING
	Testing status

	LCS_ACTIVE
	Active status

	LCS_INACTIVE
	Inactive status

	LCS_WITHDRAW
	Withdraw status


Table 8: Status Value

15.4.5 Provision Interface

This element provides the URL of Provision interface of Service Component for OSPE. The Provision interface is used by OSPE Server to issue a LCM configuration and data configuration request to service component.
15.4.6 Tracing interface

This element provides the URL of Tracing interface of Service Component for OSPE. The Tracing interface is the interface for sending tracing commands to and retrieving/receiving tracing data from service component.
15.4.7 Notification Interface

This element provides the URL of Notification interface of Service Component for OSPE.  The Notification Interface is used by OSPE to issue a notification request to service component.

15.4.8 Related Service Component ID

This element is used to refer a service component data which is used by service component. The OSPE MUST make sure the identity referenced service component data exist in OSPE.

15.4.9 Related Resource ID

This element is used to refer a resource data for the service component. The OSPE may use Resource ID to find the related resource and sending notification message to it. The OSPE MUST make sure the identity referenced data exist in OSPE. 

15.4.10 Relations

The following figure shows the relations between Service Component Data and Resource Data.
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Figure 14: Relations between Service Component Data and Resource Data

15.5 Resource Data

Resources represent physical and non-physical components used to construct Services. They are drawn from the Application, Computing and Network domains, and include, for example, Network Elements, software, IT systems, and technology components [TMF]. For OSPE, the resource is the entities that may involve in the process of LCM or SLT but not belongs to the service component of service. When an action is performed by OSPE for a service, the resource is required to receive a notification from OSPE and will gives a proper response. OSPE may consider the response as a reference for the next step or ignore it.

The resource data is used by OSPE to get the URL of notification interface and then sending notification request. Its contain resource identity, name, notification interface, etc.

The following table shows the suggested core data structure of service data. The "Present" column indicates whether the element is always or sometimes.
	Data Element
	Present
	Description

	Resource ID
	Always
	This data element indicates the Service Provider’s reference ID

	Name
	Always
	This data element indicates the name of Service

	Description
	Sometimes
	This data element indicates the description of Service

	Notification Interface
	Always
	This data element indicates the URL of notification interface

	Related Resource ID
	Sometimes
	This data element indicates the related Resource ID


Table 9: Resource Data Structure

15.5.1 Resource ID

This element provides a unique identity for the Resource. The OSPE MUST make sure the identity is unique within the OSPE’s domain.

15.5.2 Name

This element provides the name of Resource. It’s used to give a human friendly identity for the Resource. This element is not restricted with unique identity.

15.5.3 Description

This element provides an arbitrary text for the description of Resource.

15.5.4 Notification Interface

This element provides the URL of Notification interface of Service Component for OSPE.  The Notification Interface is used by OSPE to issue a notification request to service component.

15.5.5 Related Resource ID

This element is used to refer a related resource data for the resource. The OSPE MUST make sure the identity referenced data exist in OSPE. 
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