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1 Reason for Contribution

Progressing the PEM-1 TS.
2 Summary of Contribution

ARC has agreed to support a PEM-1 TS Diameter binding. Analysis of PEEM requirements against existing applications have been provided, and have concluded that PEEM is in effect a new application. While we may have a technical approach solution (see contribution 0030R01), that contributions outlines there still is a need to determine how to assign:

· Diameter application id

· Diameter Command codes

· Diameter AVPs

This contribution outlines 3 possible approaches and makes recommendations. The recommendations are based on the following criteria:

1) need to follow RFC 3588 guidelines for application-id, command codes and AVPs definition (IANA process). Note that the most strict rules apply to what 3588 refers to as “Diameter applications” (authentication/authorization applications, and/or accounting applications defined by IETF). The rules applying to vendor specific applications are less constraining. The main takeways from RFC 3588 are:
· Reuse of existing AVP values, AVPs and Diameter applications are strongly recommended.
· Diameter is not intended as a general purpose protocol, and allocations SHOULD NOT be made for purposes unrelated to authentication, authorization or accounting.
· New command codes can only be created by IETF Consensus (see Section 11.2.1)
· Every Diameter application specification MUST have an IANA assigned Application Identifier (see Section 2.4) or a vendor specific Application Identifier.
· Creation of a new application should be viewed as a last resort.  An implementation MAY add arbitrary non-mandatory AVPs to any command defined in an application, including vendor-specific AVPs without needing to define a new application.  Please refer to Section 11.1.1 for details.
· In order to justify allocation of a new application identifier, Diameter applications MUST define one Command Code, or add new mandatory AVPs to the ABNF.
· Note: my understanding is that this is only true for Diameter applications, but not for vendor specific Applications.
· There are standards-track application ids and vendor specific application ids. IANA [IANA] has assigned the range 0x00000001 to 0x00ffffff for standards-track applications; and 0x01000000 - 0xfffffffe for vendor specific applications, on a first-come, first-served basis
· Assignment of standards-track application IDs are by Designated Expert with Specification Required [IANA].
· Vendor-Specific Application Identifiers, are for Private Use. Vendor-Specific Application Identifiers are assigned on a First Come, First Served basis by IANA.
· The AVP Code namespace is used to identify attributes.  There are multiple namespaces.  Vendors can have their own AVP Codes namespace which will be identified by their Vendor-ID (also known as Enterprise-Number) and they control the assignments of their vendor-specific AVP codes within their own namespace.
· AVPs may be allocated following Designated Expert with Specification Required [IANA].  Release of blocks of AVPs (more than 3 at a time for a given purpose) should require IETF Consensus.
· Note that Diameter defines a mechanism for Vendor-Specific AVPs, where the Vendor-Id field in the AVP header is set to a non-zero value.  Vendor-Specific AVPs codes are for Private Use and should be encouraged instead of allocation of global attribute types, for functions specific only to one vendor's implementation of Diameter, where no interoperability is deemed useful.  Where a Vendor-Specific AVP is implemented by more than one vendor, allocation of global AVPs should be encouraged instead.
2) target deadlines for completing the work
· completing most/all work outside OMA may take longer, and may be in addition to OMA work.

3) amount of work/resources needed to complete the work

· completing most/some of the work outside OMA may require a commitment from OMA interested companies to pursue this elsewhere.

3 Detailed Proposal
There are several alternatives possible:

1. Defining a new Diameter application. IETF refers to Diameter applications to IETF applications (authentication/authorization and/or accounting). There are very strict rules when it comes to such a process, and at a minimum it requires the review and approval of Designated Expert with Specification Required [IANA].
a. This seems to be the “cleanest” way to approach it, since it would support creating a completely new application, new command codes, new AVPs. However, this would likely not meet our target deadlines, and would require significant resources in working with IANA. For example, 3GPP managed to reserve 3GPP specific command codes via RFC 3589, but it was a very difficult process, and may be difficult to replicate for OMA.
2. Extending an existing Diameter authentication/authorization application. This would NOT require a new Vendor-ID, and would only require IANA approval of new AVPs, added as optional AVPs to the existing set for a Diameter application. E.g. we would re-use the Diameter Network Access Server (RFC4506) application, and add Policy-Data as an optional AVP.

a. This may be easier to get agreed by IANA, but …

b. For PEEM, it would mean that it has to support all the commands for that application and all mandatory AVP of that application – which clearly does not make a lot of sense.
3. Defining a new vendor specific application (this is consistent so far with what is stated in the technical approach, contribution 30R01). This can be achieved via 3 different tracks:

a. A pure OMA track. In order to pursue this approach, we would have to:

i. Apply for an OMA VendorID to IANA (straightforward process – OMA would apply as a Vendor)

ii. Apply for an OMA vendor specific application ID to IANA
iii. Take an existing Diameter authentication application (e.g. Diameter Network Access Server Application (RFC 4005)) and:
1. identify 1 command code, e.g. Authentication-Authorization-Request (AA-Request/AA-Answer, code 265) to overlay with the meaning of Policy-Data-Request/Policy-Data-Answer needed PEEM command code

2. define the new Policy-Data AVP as a Vendor specific AVP or identify 1 AVP of OctetString data type, e.g. User-Password AVP, to overlay with the Policy-Data AVP needed by PEEM

b. A pure 3GPP track. In order to pursue this approach, we would have to:

i. Liaise with 3GPP, explain the PEEM application, and let 3GPP handle the issues under the 3GPP vendor id assigned to them by IANA. 3GPP would then:

1. ask IANA for PEEM vendor specific application ID

2. identify 1 command code (either from a Diameter authentication/authorization application, e.g. AAR/AAA, or from the pool of AVP codes assigned to them by IANA) and overlay it with the meaning needed by PEEM commands

3. define the new Policy-Data AVP as a Vendor specific AVP or identify 1 AVP (either from Diameter authentication/authorization application, e.g. User-Password AVP,, or any other OctetString data type AVP from the pool of 3GPP AVPs) and overlays it with the meaning needed by the Policy-Data AVP.

c. A joint OMA-3GPP track. In order to pursue this approach, we would have to:

i. Liaise with 3GPP, explain the PEEM application and do the following:

1. 3GPP to ask IANA for PEEM vendor specific application ID

2. OMA identifies 1 command code (either from a Diameter authentication/authorization application, e.g. AAR/AAA, or from the pool of AVP codes assigned to them by IANA) and overlay it with the meaning needed by PEEM commands

3. OMA defines the new Policy-Data AVP as a Vendor specific AVP or identifies 1 AVP (either from Diameter authentication/authorization application, e.g. User-Password AVP, or any other OctetString data type AVP from the pool of 3GPP AVPs and overlays it with the meaning needed by the Policy-Data AVP.

4. OMA-3GPP agree to the approach created by OMA, under the 3GPP VendorID
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendations are:

1) Agree to the recommendation 3.a, to continue and complete all needed work in OMA. If this is not agreed, it may be acceptable to downgrade this recommendation to 3.b or 3.c, but ARC needs to be aware that this will mean OMA will experience significant delays in the completion of the specification. => parallel 3a and 3b/c
2) 
Question to 3GPP:

We need a Diameter application, for the OMA PEEM enabler. We want to re-use the 3GPP Vendor ID.

Can you assign us an Application ID for PEEM, within the 3GPP Vendor ID?
Can you assign us command codes?
Can you assign us an OctetString AVP?

Is this something you can provide for us? (need to know by Seoul)

If yes, then we need this stuff by Vancouver.
1: IETF 1
3a: OMA 9
3b: 3GPP 2
3c: OMA/3GPP 3
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