Doc# OMA-ARC-PEEM-2007-0041-INP_PEM1_TS_Parameters_to_Appendix.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-ARC-PEEM-2007-0041-INP_PEM1_TS_Parameters_to_Appendix.doc
Input Contribution



Input Contribution

	Title:
	PEM1 TS I/O Parameters to Appendix
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	ARC

	Submission Date:
	07 August 2007

	Source:
	Michael Brenner, Alcatel-Lucent

mrbrenner@alcatel-lucent.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

Progressing PEM-1 TS.
2 Summary of Contribution

The current section 5.6 lists a series of potential I/O parameters for PEM-1 Templates. The issue with having those in a normative portion of the document is that in fact the I/O Parameters can only be made normative as oart of a Standard PEM-1 Template (i.e. Input Policy Reference, Status, etc), because a complete Template needs to make it into an Input or Output BLOB. Hence listing parameters, without creating Standard PEM-1 Templates with them makes no sense from a specification point of view (as a normative specification). We conclude therefore that it would be better to move section 5.6 to an Informative Appendix, and change the text in that section where appropriate to indicate that this is a non-exhaustive list of potential parameters to be used – as a guidance. The proposal is also to remove some parameters that are unlikely to be consumed by the policy (e.g. MsgPriority). If and when a particular parameter from that list (or a derivation) is moved into a Standard PEM-1 Template in the normative portion of the document, that particular parameter may become normative (in which case we would remove it from the Appendix, and place it into the I/O Templates section).
3 Detailed Proposal

Change:
Appendix F.   I/O parameters (Informative)
This section is provided as guidance to how to construct I/O parameters for Standard PEM-1 and/or Custom PEM-1 Templates. Input/output parameters listed are non-exhaustive, and may be used in multiple Templates, if and as needed, to complete the Standard PEM-1 Templates documented in the normative sections of the document.  For convenience, I/O parameters have been grouped here by the nature of the information they convey (e.g. parameters relative to template identification, originator identity, etc). The datatypes of I/O parameters have not been indicated here, since these parameters are only recommended, hence the parameters themselves, and their types may be added at will by the Service Provider and Vendors. PEM-1 templates may contain different combinations of parameters specified in this document, as well as any other parameters needed by the policy.

F.1 









Origin-Identification

This section provides guidance on how to pass information about the origin and identity related to the original request for access to a resource (the resource being the one that invokes the help of PEEM). This may include information about a possible principal (e.g. end-user), the device the principal is using, and the application used by the principal to make the request. The following parameters may be used in the templates when conveying this type of information:

· OriginatorID – a parameter that identifies a principal that issued a request, or on behalf of whom a request was issued (name, pseudonym, other)

· OriginatorDomain – a parameter that identifies the originating principal’s domain (realm)

· OriginatorDeviceID – a parameter that identifies the originating principal’s device

· OriginatingApplicationID – a parameter that identifies the application via which the request for accessing a resource was made (ApplicationIDs would be assigned by the Service Provider and must be unique within the scope of that Service Provider)

· OriginatingApplicationDomain – a parameter that identifies the domain from which the application made the request

F.2 
Target-Identification

This section provides guidance on how to pass information about the destination and identity related to the original request for access to a resource (the resource being the one that invokes the help of PEEM). Thi may include information about a possible principal (e.g. end-user), the device the principal is using, and the application used by the principal to make the request. The following parameters may be used in the templates when conveying this type of information:

· TargetID – a parameter that identifies a principal that is the target of a request (name, pseudonym, other)

· TargetDomain – a parameter that identifies the target principal’s domain (realm)

· TargetDeviceID – a parameter that identifies the target principal’s device

· TargetApplicationID – a parameter that identifies the application via which the target principal may be reached (ApplicationIDs would be assigned by the Service Provider and must be unique within the scope of that Service Provider)

· TargetApplicationDomain – a parameter that identifies the domain in which the target application operates

F.3 
Resource-Identification

This section provides guidance on how to pass information about the resource that needs policy enforcement. This may include information useful in identifying the resource that issues a request to PEEM, the operation that was requested from this resource by some other application, the type of service that is involved in that original request. The following parameters may be used in the templates when conveying this type of information:

· ResourceID – a parameter that identifies the resource that is accessed by the originating principal (or an application representing that principal). This is the resource that issues the request towards PEEM (ResourceIDs would be assigned by the Service Provider and must be unique within the scope of that Service Provider)

· ResourceDomain – a parameter that identifies the domain in which that resource resides

· RequestedOperation – a parameter that identifies the request that was made against this resource

· RequestType – a parameter that categorizes the type of request that was made against this resource (e.g. end-user to end user, end-user to group, etc)

F.4 
Charging-Identification
This section provides guidance on how to pass information about the entity that would be potentially charged in conjunction with handling a policy evaluation request. The following parameters may be used in the templates when conveying this type of information:

•
ChargedPrincipalID – a parameter that identifies the principal that should be charged in conjunction with this request

•
ChargedPrincipalDomain – a parameter that indicates the domain to which the charged principal belongs
F.5 
Environment-Identification
This section provides guidance on how to pass state information about the environment in which the request to the resource has been made. The following parameters may be used in the templates when conveying this type of information:

· TimeofDay – a parameter that defines the time-of-day the original request was made

· OriginatorSphere – a parameter that defines the originating principal’s environment (home, work, other)


End of Change
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed changes in the text, and to move the changed text from section 5.6 to a new Appendix F. If preferred, an alternative proposal may be to completely remove the section 5.6 (and not have this guidance in the TS).
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