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5 Reason for Contribution

OMA-ARC-PEEM-2007-0039R01-INP_PEM2_TS_proposal has been agreed based on XDM. 
6 Summary of Contribution

XDM is a way to ensure support for management of policies. The use of XML however is really justified only if the management model supposes in-place manipulation of the policies.

An alternate model for all the management operation is the following: Policies are edited separately and uploaded, updated or deleted via FTP.

PEM-2 interface therefore can also just be a FTP interface…
7 Detailed Proposal

Change 1- add to Normative References:
	[RFC 0959]
	“FILE TRANSFER PROTOCOL (FTP)”, J. Postel et Al.,  IETF RFC 0959, October 1985, URL: http://www.ietf.org/rfc/rfc0959.txt 


End of Change 1
Change 2 – add to abbreviations:
	FTP
	File Transfer Protocol

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language


End of Change 2
Change 3:
5. PEM-2 Interface definition
6. PEM-2 interface can exist in two flavors:

· FTP-Based

· XDM-based.

7. PEM-2 SHALL support the behavior described in sections 5.1 and/or the behavior described in section 5.3.
8. PEM-2 XDM-based behavior
9. When supporting a XDM behavior, PEM-2 is characterized by the following.
5.1 Procedures at the PEEM management requestor (client side)
A PEEM management requestor is a resource that uses the PEM-2 interface to issue policy management requests. A PEEM management requestor acts like an XDM Client (XDMC), and SHALL follow the procedures described in as described in [XDMSPEC] section 6.1.

Editor’s note: The current version of [XDMSPEC] makes normative references to a work-in-progress IETF draft [XCAP].  Since [XDMSPEC] was last updated in May 2007, that IETF draft has become IETF RFC 4825. We have reflected this change here, anticipating that [XDMSPEC] will also reflect that change in a future update. In any case, we may need to reconcile the version of [XDMSPEC] reference in our final PEM2 TS.
9.1.1.1 PEEM policy identifier parameter
A PEEM policy SHALL be encapsulated in an XML document, and a Policy identifier SHALL be an XCAP URI. The construction of a policy identifier SHALL follow the procedures described in [XDMSPEC] Section 6.1.1.1.1, that apply to creation of an XCAP URI for an XML document.
5.1.1.2    Mandatory Operations
The PEM-2 interface SHALL support the operations of Create Policy, Modify Policy, Delete Policy and View Policy. These operations SHALL re-use interface messages specified in [XDMSPEC].  For mandatory policy management operations, only those procedures in the referred sections SHALL apply,  that are relevant to handling XCAP URIs that represent XML document (i.e. policy identifiers). The procedures that are relevant to handling of XCAP URIs that are tags internal to XML documents SHALL NOT apply for policy management mandatory operations.

5.1.1.2.1 Create Policy

The Create Policy operation SHALL follow the procedures described in [XDMSPEC] Section 6.1.1.2.1. That section itself refers to mandatory procedures defined in [RFC 4825]. For this request, the XCAP URI parameter is the PEEM policy identifier parameter constructed as described in section 5.1.1 of the PEM-2 technical specification (this document).
5.1.1.2.2 Modify Policy
The Modify Policy operation SHALL follow the procedures described in [XDMSPEC] Section 6.1.1.2.1. That section itself refers to mandatory procedures defined in [RFC 4825]. For this request, the XCAP URI parameter is the PEEM policy identifier parameter constructed as described in section 5.1.1 of the PEM-2 technical specification (this document).
Upon receiving such a request PEEM SHALL store the policy identified in the request (over-writing an existing policy with the same identifier), and acknowledge the success of the operation, or return a failure status.

5.1.1.2.3 Delete Policy
The Delete Policy operation SHALL follow the procedures described in [XDMSPEC] Section 6.1.1.2.2. That section itself refers to mandatory procedures defined in [RFC 4825]. For this request, the XCAP URI parameter is the PEEM policy identifier parameter constructed as described in section 5.1.1 of the PEM-2 technical specification (this document).

Upon receiving such a request PEEM SHALL delete the policy identified in the request, and acknowledge the success of the operation, or return a failure status.

As a side effect of the delete policy operation, the XCAP URI can be later re-used.
5.1.1.2.4 View Policy
The View Policy operation SHALL follow the procedures described in [XDMSPEC] Section 6.1.1.2.3. That section itself refers to mandatory procedures defined in [RFC 4825]. For this request, the XCAP URI parameter is the PEEM policy identifier parameter constructed as described in section 5.1.1 of the PEM-2 technical specification (this document).

Upon receiving such a request PEEM SHALL retrieve the policy identified in the request, and acknowledge the success of the operation, or return a failure status.

Editor’s note: FFS. We should discuss if we need/want to support additional policy management optional operations, as supported by [XDMSPEC]. This may have both client and server-side impact, as far as what we specify. For example:

- operations on XCAP URI that identify XML tags inside a Policy. This could be useful for “Parameterized Constants”, as well as to indicate subtle messages on handling different special needs for GPNM, CBCS, etc … 

- Other capabilities defined in [XDMSPEC]: XCAP Server Capabilities Application Usage allows an XDMC to determine what extensions, Application Usages, or namespaces an XDMS supports before making a request. The XDMS SHALL support the XCAP Server Capabilities Application Usage, as defined in [XCAP] ] “XCAP Server Capabilities”. The XDMC MAY support the XCAP Server Capabilities Application Usage.
Procedures at the PEEM component (server side)
The PEEM component acts as a XDM Server (XDMS), when handling policy management requests received via the PEM-2 interface. For handling of incoming requests, PEEM component SHALL follow the procedures described in [XDMSPEC] section 6.2. Only those procedures in that section, that are relevant to handling XCAP URIs that represent XML document (i.e. policy identifiers) SHALL apply. The procedures that are relevant to handling of XCAP URIs that are tags internal to XML documents SHALL NOT apply for policy management mandatory operations.
In particular:

· Upon receiving a Create Policy request, PEEM component SHALL create a new policy using the policy identifier received, store the policy identified by the XCAP URI, and acknowledge the success of the operation, or return a failure status.
· Upon receiving a Modify Policy request, PEEM component SHALL identify and replace replace an existing policy in its repository, with the policy identified by the XCAP URI received, and acknowledge the success of the operation, or return a failure status.
· Upon receiving a Delete Policy request, PEEM component SHALL identify and delete an existing policy in its repository, using the policy identified by the XCAP URI received, and acknowledge the success of the operation, or return a failure status.
· Upon receiving a View Policy request, PEEM component SHALL identify and retrieve an existing policy in its repository, using the policy identified by the XCAP URI received, and acknowledge the success of the operation, or return a failure status.
5.2 PEM-2 FTP-based behavior

When supporting a FTP behavior, PEM-2 is characterized by the following and PEM-2 SHALL comply [RFC0959]. 
5.2.1 Procedures at the PEEM management requestor (client side)

5.2.1.1 PEEM policy identifier parameter

Policies SHALL be logically exposed as stored in a file / directory system structure compatible with [RFC0959]. 
5.1.1.2    Mandatory Operations
The PEM-2 interface SHALL support the operations of Create Policy, Modify Policy, Delete Policy and View Policy. These operations SHALL re-use interface messages specified in [RFC0959].  
5.1.1.2.1 Create Policy

The Create Policy operation SHALL be a policy file upload in FTP [RFC0959].

5.1.1.2.2 Modify Policy
The Modify Policy operation SHALL be a policy file upload (allowing to rewrite the file) in FTP [RFC0959]. It SHALL also support file download to access the policy for edit by the administrator prior to pload.
5.1.1.2.3 Delete Policy
The Delete Policy operation SHALL be a policy file delete in FTP [RFC0959].

5.1.1.2.4 View Policy
The View Policy operation SHALL be a policy file download in FTP [RFC0959].

End of Change 3
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

Agree to the PEM-2 TS proposed outline changes and content proposed in the detailed section.
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