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1 Reason for Contribution

Progressing PEM-2 TS by addressing issue PEM2-8.This contribution makes an amendment to the PEM-2 Application Usage.
2 Summary of Contribution

Application Usage analysis
If specified in an Application Usage, an XCAP Server needs to validate the content of each XCAP resource when an XCAP Client tries to modify one, and XCAP Clients need to know how to construct valid requests. Application Usage is documented in a specification that conveys the following information:
· Application Unique ID (AUID): If the application usage is meant for general use on the Internet, the application usage MUST register the AUID into the IETF tree.
· XML Schema
· Default Document Namespace
· MIME Type
· Validation Constraints
· Data Semantics
· Naming Conventions
· Resource Interdependencies
· Authorization Policies

In the case of PEM-2, there is a need to decide whether:
1) A specific Application Usage has to be specified in PEM-2 TS for the use of XDM for policy management. In this case, additional questions need to be addressed, in particular whether to specify separate Application Usage for each of the 2 PEL schemas (BPEL and Common Policy) or allow both schemas under the same Application Usage. Also, decide whether a specified Application Usage needs to be registered in IETF or whether it will be vendor-specific (i.e. OMA specific).
2) A specific Application Usage may be necessary, but can be left outside the PEM-2 specification (i.e. allow the SP to define one specific to their implementation).

3) A specific Application Usage is not necessary to be defined at any time (e.g. the policies can be handled as generic documents, and the provisions specified under [RFC 4825] and [XDMSPEC] are sufficient to support the Application Usage at implementation time.

In general, defining an Application Usage will make a policy more portable and facilitate interoperation. Defining a policy management specific Application Usage as in 2) will facilitate portability and interoperability within 1 SP domain. Defining a policy management specific Application Usage as in 1) will facilitate portability and interoperability across SP domains. However, it is not obvious if such cross-domain interoperability is critical, since in most cases, PEM-2 will be used through tools administered by the SP. In looking at the different aspects that may need to be specified, a possible approach is to specify some long lasting, generic aspects of the Application Usage, while leaving others out of the PEM-2 specification, and recommending the SP to define those aspects appropriately for their particular implementation. In particular, we recommend to specify:

· Application Unique ID (AUID): If the application usage is meant for general use on the Internet, the application usage MUST register the AUID into the IETF tree.
· XML Schema
· Default Document Namespace
· MIME Type
And to leave out of the PEM-2 specification:

· Validation Constraints

· Data Semantics
· Naming Conventions
· Resource Interdependencies
· Authorization Policies

We do not believe that we need to register this Application Usage in IETF (we can keep it as an OMA Application Usage). We also believe it is too restrictive to mandate any type of validation of policy documents, and that should be left to the implementation – while it is sufficient to mandate what the definition of the Application Usage contains, so that vendors/SPs have a choice in deciding whether to apply or not validations and to what extent, using appropriate implementation tools. 
3 Detailed Proposal
Change
5.2.2 PEM-2 Application Usage

Policy management via PEM-2 interface has to support policies that may be written conforming to different XML schemas, corresponding respectively to the specific Policy Expression Language used. PEM-2 specification defines 2 Application Usages, conforming to the 2 PEL options supported by PEEM specifications. Application Usage is extensible. For example, OMA enablers, Service Providers and Vendors MAY extend the specified Application Usage with additional constraints, data semantics, naming conventions, resource interdependencies and authorization policies, or add entirely new additional Application Usages, under new AUIDs. However, while PEM-1 specifies a certain Application Usage, and therefore an implementation has to support such Application Usage, it does so that the implementations have a further choice to use it to validate documents being created or replaced if so desired, and not because validation of the passed documents is mandated as part of the PEM-1 specification. PEM-1 specification explicitly defines any validations that PEEM may perfom, based on the Application Usage defined, as out-of-scope for the PEM-1 specification. PEEM implementations may provide tools to enable or disable validation of incoming policies, based on the specified Application Usage.
5.2.2.1 Application Unique ID

The AUID for policies using PEL option for ruleset framework SHALL be “org.openmobilealliance.policy-commonpol”.
The AUID for policies using PEL option for business process SHALL be “org.openmobilealliance.policy-bpel”.
5.2.2.2 MIME Type

The MIME type for a policy using PEL option for ruleset framework SHALL be “application/vnd.oma.policy-commonpol+xml”.

The MIME type for a policy using PEL option for business process SHALL be “application/vnd.oma.policy-bpel+xml”.
5.2.2.3 Default Namespace

The default namespace for policies using PEL option for ruleset framework SHALL be “urn:oma:xml:xdm:policy-commonpol”.

The default namespace for policies using PEL option for business process SHALL be “urn:oma:xml:xdm:policy-bpel”.
5.2.2.4 XML Schema

The policies using PEL option for ruleset framework  SHALL conform to the XML schema described in [XSD???COMMONPOL].
The policies using PEL option for business process SHALL conform to the XML schema described in [XSD???BPEL].

5.2.2.5 Additional Constraints

None.

5.2.2.6 Data Semantics

None.
5.2.2.7 Naming Conventions

None.

5.2.2.8 Data Interdependencies

None.
5.2.2.9 Authorization Policies

None.
End Change 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC to agree to the proposed changes in the Detailed Proposal, and apply them to the PEM-2 TS.
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