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1 Reason for Contribution

Completing work on PSA AD.

2 Summary of Contribution

This contribution makes a proposal for the “Framework Policies” section for PSA AD. The proposed text is related to the req PSA-HLF-005 (see OMA-RD-Parlay_Service_Access-V1_0-20081030-D), copied below:

	PSA-HLF-005


	The framework SHALL provide functions to manage and enforce policies on the access and usage of service capability features requested by the OSA Applications, in addition to the policies implemented by the Service Capability Features themselves (e.g. through policy-enabled Service Capability Features). 

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.1.1.3 (§13 “Functions offered by OSA”, §13.1 “The Framework functions”, §13.1.1 “Trust and Security Management”, §13.1.1.3 “Policy for service capability features access and usage”), to add support for managing access and usage of service capabilities. Examples of such policies are: number of application requests for a specified period, frequency of application requests, check on syntax correctness and validity in term of lifetime for parameters, check if the requestor (OSA Application and/or subscriber) is in arrears.
	PSA 1.0
	Policy for service capability features access and usage


3 Detailed Proposal

2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7-A, URL:http://www.openmobilealliance.org/

	[OWSER-WSDL]
	

	[3GPP TS 22.127]
	“Service Requirement for the Open Services Access (OSA); Stage 1”
URL:http://www.3gpp.org/ftp/Specs/html-info/22127.htm

	[3GPP TS 29.198]
	“Open Service Architecture (OSA) Application Programming Interface (API)”
URL:http://www.3gpp.org/ftp/Specs/html-info/29-series.htm

	[3GPP TS 29.199]
	“Open Service Access (OSA); Parlay X web services”
URL:http://www.3gpp.org/ftp/Specs/html-info/29-series.htm

	[PEEM]
	“OMA Policy Evaluation, Enforcement and Management Architecture V1.0”, Open Mobile Alliance, 
http://www.openmobilealliance.org/Technical/Release_program/peem_v1_0.aspx


------------------------------------------------------------------
5.3 
Functional Components and Interfaces/reference 

points definition

The figure below shows the PSA Framework scope:

[image: image1]
Figure 2: Parlay X Gateway architecture

Document [PIOSE] describes how the OSE relates to different resources including the OSA/Parlay Resources and OSA architecture components (OSA/Parlay is described in [3GPP TS 23.198]).

In the PIOSE context, the PSA Framework is a PSA architectural element that gather and provides mechanisms (i.e. Policy enforcement, evaluation, management; Accounting; Event management, Identity management) to facilitate the access from 3° parties to Parlay/ParlayX resources.

[Editor’s Note: it’s FFS the framework specification analysis in order to define how PE (PEEM) , IdM, Charging enabler ,I1 aspects, and other appropriate enabler, etc., provides a PSA Framework. It’s FFS to specify all the related interfaces. The framewokr will be scoped to support any binding (i.e. not just the WS binding).]

The PSA enabler supports an interface to set policies on how to utilize the underlying network system (e.g. based on the need of load distribution).
The PSA enabler provides an interface to notify the application of events (including chargeable events) that have occurred in the network.

The requirement to manage and enforce policies on the access and usage of service capability features requested by the applications is supported through the Policy Enforcer in OSE OSE: in the PSA Framework, the OMA PEEM enabler [PEEM] may be used to realise these functionalities.
The PSA enabler provides an interface to information on the usage of APIs.

Editor note: The PSA requirements modulde for Topology Hiding is an architecture feature derived from PIOSE.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to discuss the proposed text and include it in the PSA AD.
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