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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Sune Jakobsson, Telenor ASA, sune.jakobsson@telenor.com

	Replaces:
	n/a


1 Reason for Change

Moved data to Common TS, and added descriptions and tables according to content in Common XSD file
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommend to accept these additions to the Common TS for ParlayREST
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

Add in chapter 6:
7.1 Address data items

Addresses, unless the specification provides specific additional instruction, MUST conform to the address portion of the URI definition provided in RFC 3966 [xx] for 'tel:' addresses, RFC 3261 [xx] for 'sip:' addresses or the definition given below for shortcodes or aliased addresses. Optional additions to the address portion of these URI definitions MUST NOT be considered part of the address accepted by the ParlayREST interfaces, and an implementation MAY choose to reject an address as invalid if it contains any content other than the address portion.

When processing a 'tel:' URI, as specified in RFC 3966 [xx], ParlayREST interface MUST accept national addresses (those not starting with '+' and a country code) and MUST accept international addresses (those starting with '+' and a country code).

When specified in the definition of a service operation, the URI may contain wildcard characters in accordance with the appropriate specification (i.e. RFC 3966 [xx] or RFC 3261 [xx]).

Shortcodes are short telephone numbers, usually 4 to 6 digits in length reserved for telecom service providers' own functionality. They shall be differentiated from national addresses by the use of a 'short:' rather than 'tel:' URI scheme. The short code defined in the URI consists of a string of digits with no non-digit characters.

Support for aliases in addresses is provided by use of the URI defined in RFC 3986 [xx].  This allows for arbitrary data to be submitted to the ParlayREST interface.  The following is an example of how this could be applied:

<uri scheme>:<generic syntax>

An alias is generally a relatively short character string that holds a scrambled address such that only the application identified in the URI can expand it.

7.1.1 Charging

This section deals with in-band charging, i.e. passing charging data as part of the API request. To enable this capability to be provided across a variety of services in a consistent manner, the information to be provided in the message for charging information is defined as a common charging data type.

7.1.2 Charging data type

The charging information is provided in an XML data type, using the following schema.

<xsd:complexType name="ChargingInformation">

   <xsd:sequence>

      <xsd:element name="description" type="xsd:string" minOccurs="1" maxOccurs="unbounded"/>

      <xsd:element name="currency" type="xsd:string" minOccurs="0" maxOccurs="1"/>

      <xsd:element name="amount" type="xsd:decimal" minOccurs="0" maxOccurs="1"/>

      <xsd:element name="code" type="xsd:string" minOccurs="0" maxOccurs="1"/>

   </xsd:sequence>

</xsd:complexType>

The application accessing the Service provides this information:

· Description is an array of text. The first entry of a list will often be used to provide billing text. This text does not have specific required content, but would likely include information on the business, the content or service provided, and a transaction identifier. Credit card statements are a good example of description text provided by different companies.

· When more than one entry is provided, the rest should be references to individual operations relevant to the charging. Reference should be set to a value provided in a response message to the operation as a unique identifier to correlate individual operation.

· Currency in which the charge is to be applied. Values for the currency field are defined by ISO 4217 [xx].

· Defines the amount to be charged.

· Code specifies a charging code which references a contract under which this charge is applied. The code identifier is provided by the Service Provider.

The charging information provided may not be acceptable to the Service Provider. For example, the Service Provider may limit the amount that may be specified for a particular Service or for a particular Service Requester. If the information provided is not acceptable, an appropriate fault message may be returned to the requester (SVC0007 and POL0012 are defined as a generic charging fault).

Especially in case of charging operation such as creating a charge or refund, it is strongly recommended to convey a list of relevant operations related to charging over a description part as described above.

This is useful especially when a charging operation is performed after a certain set of operations. 

Some of the services may be meaningful to the user only when a certain set of operations is completed. In that case, service provider may want to charge a user only upon a completion of the entire process, instead of charging per operation. Also, service provider may want to control the actual amount of charging depending on a certain condition, e.g., service usage volume, independent of the volume control provided by the network operators. This is also the case where it is preferable to perform charging operation after a completion of certain set of operations. In these cases where a service provider charges a user for the consumption of a certain service, the service provider is recommended to provide the references to the individual operations performed as evidences. This information can be referenced by the relevant entities to ensure the validity of charging when necessary.  

It should be noted that this is for a service provider to provide a list of evidences of their direct use of operations. Any mapping of underlying operations performed internally in the operator must be performed by the operator if necessary. How to maintain the consistency between the information kept at service provider and the operators is out of scope. Also, charging aspects which do not relate to any operations are not covered.

7.2 Common data types

7.2.1 TimeMetrics enumeration

List of time metric values.

	Enumeration
	Description

	Millisecond
	Millisecond

	Second
	Second

	Minute
	Minute

	Hour
	Hour

	Day
	Day

	Week
	Week

	Month
	Month

	Year
	Year


7.2.2 TimeMetric structure

For services that provide service based on a time interval or duration or similar metric, this type is used to specify the time metric.

	Element name
	Element type
	Optional
	Description

	Metric
	TimeMetrics
	No
	Metric to use for time measurement

	Units
	xsd:int
	No
	Number of units of TimeMetrics


7.2.3 ChargingInformation structure

For services that include charging as an inline message part, the charging information is provided in this data structure.

	Element name
	Element type
	Optional
	Description

	Description
	xsd:string [1..unbounded]
	No
	An array of description text to be use for information and billing text

	Currency
	xsd:string
	Yes
	Currency identifier as defined in ISO 4217 [xx]

	Amount
	xsd:decimal
	Yes
	Amount to be charged

	Code
	xsd:string
	Yes
	Charging code, referencing a contract under which the charge is applied


7.2.4 CallbackReference structure
For a client to receive notification the CallbackReference data structure is used.
	Element name
	Element type
	Optional
	Description

	notifyURL
	xsd:anyURI
	No
	Notify Callback URL

	correlator
	xsd:string
	No
	Correlation information

	interfaceName
	xsd:string
	Yes
	Name of interface: POST, PUT, ...


7.2.5 Link structure
The element Link is provided by the server and points to elements external to the current resource.
	Element name
	Element type
	Optional
	Description

	rel
	rel
	No
	Describes the relationship between the URI and the resource

	href
	xsd:anyURI
	No
	URI 


The rel parameter is defined in the individual specifications as an enumeration.
7.3 Exception definition

Exceptions are defined with three data items.

The first data item is a unique identifier for the message. This allows the receiver of the message to recognize the message easily in a language-neutral manner. Thus applications and people seeing the message do not have to understand the message text to be able to identify the message. This is very useful for customer support as well, since it does not depend on the reader to be able to read the language of the message.

The second data item is the message text, including placeholders (marked with %) for additional information. This form is consistent with the form for internationalization of messages used by many technologies (operating systems, programming environments, etc.). Use of this form enables translation of messages to different languages independent of program changes. 

The third data item is a list of zero or more strings that represent the content to put in each placeholder defined in the message in the second data item.

7.3.1 Service exception

The service exception is provided in an XML data type, using the following schema.

    <xsd:complexType name="ServiceException">

      <xsd:sequence>

         <xsd:element name="messageId" type="xsd:string"/>

         <xsd:element name="text" type="xsd:string"/>

         <xsd:element maxOccurs="unbounded" minOccurs="0" name="variables" type="xsd:string"/>

      </xsd:sequence>

    </xsd:complexType>

When a service is not able to process a request, and retrying the request with the same information will also result in a failure, and the issue is not related to a service policy issue, then the service will issue a fault using the ServiceException fault message. A Service Exception uses the letters 'SVC' at the beginning of the message identifier.

Examples of service exceptions include invalid input, lack of availability of a required resource or a processing error.

7.3.2 Policy exception

The policy exception is provided in an XML data type, using the following schema.


<xsd:complexType name="PolicyException">

      <xsd:sequence>

         <xsd:element name="messageId" type="xsd:string"/>

         <xsd:element name="text" type="xsd:string"/>

         <xsd:element maxOccurs="unbounded" minOccurs="0" name="variables" type="xsd:string"/>

      </xsd:sequence>

    </xsd:complexType>

When a service is not able to complete because the request fails to meet a policy criteria, then the service will issue a fault using the PolicyException fault message. To clarify how a Policy Exception differs from a Service Exception, consider that all the input to an operation may be valid as meeting the required input for the operation (thus no Service Exception), but using that input in the execution of the service may result in conditions that require the service not to complete. A Policy Exception uses the letters 'POL' at the beginning of the message identifier.

Examples of policy exceptions include privacy violations, requests not permitted under a governing service agreement or input content not acceptable to the service provider.

Change 2:  Another change

Add in chapter 5.2:

7.4 Namespaces

The namespace for the common data types is:



urn:oma:xml:rest:common:1.0

The 'xsd' namespace is used in the present document to refer to the XML Schema data types defined in XML Schema [xx]. The use of the name 'xsd' is not semantically significant.
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