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1 Reason for Change

This is re-introducing the notion of authorizing trusted users for accessing shared contact lists. We added access rights (CRUD model) associated to the trusted user. We also considered the use of a lightweight resource (comment received during previous review), but came to conclusion it is not a good fit – since in this simplified access control model, it is preferable to update all CRUD rights at once, rather than one at a time (which may require up to 4 operations). However, we think the adding of a new trusted user with access rights could be done via PUT instead of POST, since the operation is on a known trustedUserId by the client.
We also reviewed for applicability the Presence authorization rules model, and arrived to the conclusion that the proposed model is a simpler one, and the more complex one may be an overkill. Also, {contactListId} is already in the resource path, so the same data structure from Presence authorization model could not be re-used.
R01 removes spurious text from the Detailed Change Proposal.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is requested to agree the changes. 
6 Detailed Change Proposal

Change 1:  See ALM-trusted.doc


















































































































