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1 Reason for Change

This CR proposes resolutions for CONR comment AJ006 as below:
	AJ006
	2010.10.19
	E
	6
	Source: NSN
Form: OMA-CONR-2010-0121R01

Comment: The heading “6 Common Data Types” and the sentence “This section contains data type definitions which are shared among two or more REST protocol bindings.” Does not fit here

Proposed Change: Remove, and make the subheadings underneath top-level headings
	Status: CLOSED

Resolution in OMA-ARC-REST-2010-0648 


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is requested to agree the changes. 
6 Detailed Change Proposal

Change 1:  AJ006
6. Data Items

6.1 Address data items

Addresses, unless the specification provides specific additional instruction, MUST conform to the address portion of the URI definition provided in [RFC3966] for 'tel:' addresses, [RFC3261] for 'sip:' addresses or the definition given below for shortcodes or aliased addresses. Optional additions to the address portion of these URI definitions MUST NOT be considered part of the address accepted by the REST interfaces, and an implementation MAY choose to reject an address as invalid if it contains any content other than the address portion.

When processing a 'tel:' URI, as specified in [RFC3966], the REST interface MUST accept national addresses (those not starting with '+' and a country code) and MUST accept international addresses (those starting with '+' and a country code).

When specified in the definition of a service operation, the URI may contain wildcard characters in accordance with the appropriate specification (i.e. [RFC3966] or [RFC3261]).

Shortcodes are short telephone numbers, usually 4 to 6 digits in length reserved for telecom service providers' own functionality. They shall be differentiated from national addresses by the use of a 'short:' rather than 'tel:' URI scheme. The short code defined in the URI consists of a string of digits with no non-digit characters.

Support for aliases in addresses is provided by use of the URI defined in [RFC3986].  This allows for arbitrary data to be submitted to the REST interface.  The following is an example of how this could be applied:

<uri scheme>:<generic syntax>

An alias is generally a relatively short character string that holds a scrambled address such that only the application identified in the URI can expand it.

7. Error Handling
7.1 HTTP Response Codes

Following is the list of commonly used HTTP response codes for OMA REST interfaces.

200 - Success

201 - Created

204 - No Content

303 - See Other - The response to the request can be found under a different URI and SHOULD be retrieved using a GET method on that resource. 
304 - ConditionNotMet - Not Modified: The condition specified in the conditional header(s) was not met for a read operation.

400 - Invalid parameters in the request

401 - Authentication failure

403 - Application don't have permissions to access resource due to the policy constraints (request rate limit, etc)

404 - Not Found - The specified resource does not exist.

405 - Method not allowed by the resource

406 – Not Acceptable
409 - Conflict

411 - Length Required: The Content-Length header was not specified.
412 - Precondition Failed: The condition specified in the conditional header(s) was not met for a write operation.

413 - RequestBodyTooLarge - Request Entity Too Large: The size of the request body exceeds the maximum size permitted.

415 – Unsupported Media Type
416 - InvalidRange - Requested Range Not Satisfiable: The range specified is invalid for the current size of the resource
500 - Internal server error
503 - ServerBusy - Service Unavailable: The server is currently unable to receive requests. Please retry your request.
7.1.1 Handling of not allowed HTTP methods
If a method is not allowed by the resource, then server SHOULD also include the ‘Allow: {GET|PUT|POST|DELETE} HTTP header in the response as per section 14.7 in [RFC2616].



















































































































