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Change Request



Change Request

	Title:
	Updates for ParlayREST Address List Management TS
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	ARC REST

	Doc to Change:
	OMA-TS-ParlayREST_AddressListManagement-V1_0-20101007-D.doc

	Submission Date:
	4 Nov 2010

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Vitomir Ilic, Ericsson, vitomir.ilic@ericsson.com
Anders Lindgren, Ericsson, anders.c.lindgren@ericsson.com
Mikael Klein, Ericsson, mikael.klein@ericsson.com


	Replaces:
	n/a


1 Reason for Change

This CR proposes updates to the ALM TS, which are described below.
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR recommends ARC REST AHG to agree with the proposed changes for Address List Management TS.

6 Detailed Change Proposal 
The following sections should be updated accordingly:
General:
Change [resourceRelPath] -> [ResourceRelPath]

Remove bold text that shouldn’t be bold.
Fix “Error! Reference source not found.” (point to 5.2.7-Attribute)
5.2.3 Type: SharedIdentity 
Contains a list of publicly known identities. 
	Element
	Type
	Optional
	Description

	sharedId
	xsd:anyURI
[0..unbounded]
	Yes
	Contains a list of absolute URI’s representing identities known to other users, used when retrieving a Contact or Member list. 


5.2.4 Type: MemberListCollection
Contains a list of member lists.
	Element
	Type
	Optional
	Description

	memberList
	MemberList
[0..unbounded]
	Yes
	Contains a list of member list identities.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL. SHALL NOT be included in POST requests, MUST be included in responses to any HTTP method that returns an entity body, and in PUT requests.


A root element named memberListCollection of type MemberListCollection is allowed in response bodies.

5.2.5 Type: MemberList
Contains a list of identities.
	Element
	Type
	Optional
	Description

	memberListId
	xsd:anyURI 
	Yes
	Contains a relative URI representing the member list identity (e.g. “friends”). 

The element is mandatory when used inside the ‘MemberListCollection’ type.
It is a key property of the element.

It is defined as an attribute in XML format

	memberCollection
	MemberCollection
	Yes
	Members in the member list

	memberListReferenceCollection
	MemberListReferenceCollection
	Yes
	Contains references to other member lists. 

	category
	MemberListType
[0..unbounded]
	Yes
	Specifies the type of member list. URIList is default if not specified.

	sharedListIdentity
	SharedIdentity
	Yes
	Contains a list of publicly known identities (absolute URI:s) of the member list (e.g. mailto:alice@example.com;list=friends, tel:+12345;list=friends etc).  

A shared identity MAY be used by a requesting user to identify the member list in addition to the memberListId (since the memberListId may not be known by others). 

	attributeList
	AttributeList
	Yes
	Contains a list of attributes related to a contacts list.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL. SHALL NOT be included in POST requests, MUST be included in responses to any HTTP method that returns an entity body, and in PUT requests.


A root element named memberList of type MemberList is allowed in request and/or response bodies.
5.2.9 Type: Member
Individual member information in a member list.
	Element
	Type
	Optional
	Description

	memberId
	xsd:anyURI
	Yes
	Contains an absolute URI identifying a single member (e.g. tel URI) in a member list.

The element is mandatory when used inside ‘MemberCollection’ type.
It is a key property of the element.

It is defined as an attribute in XML format

	attributeList
	AttributeList
	Yes
	Contains a list of attributes (e.g. display name) related to a member.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL: It SHALL NOT be included in POST requests, MUST be included in responses to any HTTP method that returns an entity body, and in PUT requests.

	link
	common:Link
[0..unbounded]
	Yes
	MAY contain references to contacts (rel=”Contact”) in type ContactCollection associated with the member. 

When a contact containing a link to a member is added (or updated), a reverse link SHALL be created automatically by the server pointing from the member to the actual contact.

When a contact containing a link to a member is removed (or contact is updated and link removed), the reverse link pointing from the member to the contact SHALL be removed automatically by the server.
Links SHALL NOT be included in responses for a shared member list, unless the contact referred by the link is also shared with the requester.


A root element named member of type Member is allowed in request and/or response bodies.

5.2.10 Type: MemberListReferenceCollection
Contains a list of references to other member lists
	Element
	Type
	Optional
	[ResourceRelPath]
	Description

	resourceURL
	xsd:anyURI
	Yes
	Not applicable
	Self referring URL. SHALL NOT be included in POST requests, MUST be included in responses to any HTTP method that returns an entity body, and in PUT requests.

	link
	common:Link
[0..unbounded]
	Yes
	{href}
	Contains references to other member lists (rel=”MemberList”).



A root element named memberListReferenceCollection of type MemberListReferenceCollection is allowed in request and/or response bodies.

5.2.13 Type: listChangeNotification
A notification SHALL be generated in the following cases only: 
- member or contact is added to a list 
- member or contact is removed from a list
- attribute related to a member or contact is updated (attribute added, attribute value updated or attribute removed)
- attribute related to a member list is updated (attribute added, attribute value updated or attribute removed) 
- to indicate that the subscription has been terminated by the server. (ResourceState=TerminatedTimeout/TerminatedNoResource/TerminatedOther)
	Element
	Type
	Optional
	Description

	callbackData
	xsd:string
	Yes
	CallbackData if passed by the application during the associated subscription.

	resourceStatus
	ResourceStatus
	No
	Indicates the state for the subscription.

	duration
	xsd:int
	Yes
	Subscription duration in seconds. Server would expire subscription after specified number of seconds after subscription creation.

	link
	common:Link
[0..unbounded]
	Yes
	SHALL contain reference to the added or updated member or contact (rel=”Member” or rel=”Contact” respectively).
A notification MAY include several links for each member or contact.

SHALL contain reference to the list in case a member or contact has been removed (rel=”MemberList” or rel=”ContactCollection” respectively).
SHALL contain reference to the subscription (rel=”ListChangesSubscription”) if resourceStatus is ‘Active’. 


A root element named listChangeNotification of type listChangeNotification is used by server in the POST request to the client informing it about change in the member list that client is monitoring (using one of the subscriptions). 
5.2.14 Type: RuleList
Conatins a list of authorization rules.
	Element
	Type
	Optional
	Description

	rule
	Rule 
[0..unbounded]
	Yes
	Contains a list of all authorization rules related to contacts and member lists.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL. SHALL NOT be included in POST requests, MUST be included in responses to any HTTP method that returns an entity body, and in PUT requests. 


A root element named ruleList of type RuleList is allowed in response bodies.
5.2.15 Type: Rule
Defines an individual authorization rule.
	Element/Attribute
	Type
	Optional
	Description

	ruleName
	xsd:ID
	No
	A name associated with the rule.

It is a key property of the rule and when included in the light-weight resource URL then it SHALL NOT be altered.  

It is defined as an attribute in XML format 

	clientCorrelator
	xsd:string
	Yes
	A correlator that the client MAY use to tag this particular resource representation during a request to create a resource on the server. In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	applicationTag
	xsd:string
	Yes
	A tag that the client MAY use to tag this particular resource on the server. In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	applToContacts
	ApplicableToContacts
	Yes
	Defines for which contacts the rule applies for. 

	applToMemLists
	ApplicableToMemberLists
	Yes
	Defines for which member lists the rule applies for.

	applToMemListsAndContacts
	ApplicableToMemberListsAndLinkedContacts
	Yes
	Defines for which member lists and referenced contacts the rule applies for.

	authorizedTo
	AuthorizedTo
	No
	Defines who have access to member lists and contacts.

	listFilter
	xsd:string [0..unbounded]
	Yes
	Filter for member list attributes (according to Error! Reference source not found.) the retrieving user is allowed to see.

An empty filter means that the user has access to all attributes.

	indivFilter
	xsd:string [0..unbounded]
	Yes
	Filter for member and contact attributes (according to Error! Reference source not found.) the retrieving user is allowed to see.

An empty filter means that the user has access to all attributes.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL. SHALL NOT be included in POST requests, MUST be included in responses to any HTTP method that returns an entity body, and in PUT requests. 


5.2.16 Type: ApplicableToContacts
Specifies what contacts the rule applies to.
	Element/Attribute
	Type
	Optional
	Description

	contactId
	xsd:anyURI [0..unbounded]
	Choice
	The rule applies to the specified contact identity in the ContactCollection. 

	allContacts
	(empty)
	Choice
	The rule applies to all contacts.


5.2.17 Type: ApplicableToMemberLists
Specifies what member lists the rule applies to.
	Element/Attribute
	Type
	Optional
	Description

	memberListId
	xsd:anyURI [0..unbounded]
	Choice
	The rule applies to the specified member list. 



	allMemberLists
	(empty)
	Choice
	The rule applies to all member lists.


5.2.18 Type: ApplicableToMemberListsAndLinkedContacts
Specifies what member lists and referenced contacts the rule applies to.
	Element/Attribute
	Type
	Optional
	Description

	memberListId
	xsd:anyURI [0..unbounded]
	Choice
	The rule applies to the specified member list. 

The rule applies also to contacts that are referenced from the specified member list. 

	allMemberLists
	(empty)
	Choice
	The rule applies for all member lists and linked contacts.


5.2.19 Type: AuthorizedTo
Specifies authorized identities.
	Element/Attribute
	Type
	Optional
	[ResourceRelPath]
	Description

	userId
	xsd:anyURI [0..unbounded]
	Choice
	users/{userId}
	User is authorized to access a resource for which the rule is applicable to.

	allSharedIdentities
	(empty)
	Choice
	Not applicable
	All contacts with shared identities are authorized to access a resource for which the rule is applicable to.

	memberListId
	xsd:anyURI [0..unbounded]
	Choice
	memberLists/{memberListId}
	Users within the member list are authorized to access a resource for which the rule is applicable to.

	allMemberLists
	(empty)
	Choice
	Not applicable
	Users within all member lists are authorized to access a resource for which the rule is applicable to.

	link
	common:Link
[0..unbounded]
	Choice
	externalMemberLists/{href}
	Users within the member list (owned by another user) are authorized to access a resource for which the rule is applicable to.
Link specified using rel=”MemberList”. 

	domainName
	xsd:string [0..unbounded]
	Choice
	domains/{domainName}
	Users within the domain are authorized to access a resource for which the rule is applicable to.

	otherUser
	(empty)
	Choice
	Not applicable
	Any user is authorized to access a resource for which the rule is applicable to.


5.2.20 Enumeration: MemberListType
Specifies types of a member list.
	Enumeration
	Description

	URIList
	Indicates that member list is used as a list of URI:s, such as a presence list, email distribution list. 

	GroupURIList
	Indicates that member list is used to store a list of URI:s intended for group communication.

	Group
	Indicates that member list is used for group communication, such as conferencing etc.


5.2.21 Enumeration: ResourceStatus
Specifies status of a subscription.
	Enumeration
	Description

	Active
	Indicates that the subscription is active and authorized.

	TerminatedTimeout
	Indicates that the subscription has been terminated. The subscription was not refreshed in time before it expired.

	TerminatedNoResource
	Indicates that the subscription has been terminated. The intended resource does not exist.

	TerminatedOther
	Indicates that the subscription has been terminated of an unknown reason.


5.5.4.3 Example 3: Update an existing contact with links to non existing member
(Informative)

In this example the user tries to update a contact including a link to a member, which does not exists.
B.1..1.1 Request 

	PUT /exampleAPI/1/addresslistmgt/tel%3A%2B1-555-0100/contacts/maria HTTP/1.1

Accept: application/xml 

Content-Type: application/xml

Host: example.com:80

<?xml version="1.0" encoding="UTF-8"?>

<alm:contact xmlns:alm="“urn:oma:xml:rest:addresslistmgt:1" contactId="maria">

  <attributeList>

    <attribute name="cellphone">
      <value>+1-555-0255</value>

    </attribute>
  </attributeList>

  <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/contacts/maria</resourceURL>
  <link rel="Member" href=“http://example.com/1/addresslistmgt/tel:+1-555-0100/memberLists/5678/members/tel:+1-555-0300/>
</alm:contact>


B.1..1.2 Response

	HTTP/1.1 403 Forbidden
Content-Type: application/xml

Date: Thu, 09 Jun 2010 12:51:59 GMT


5.13.4.2 Example: Update member with relation to non-existing contact
(Informative)
In this example the user tries to update a member including a link to a contact, which does not exists.
B.1..1.3 Request

	PUT /exampleAPI/1/addresslistmgt/tel%3A%2B1-555-0100/memberLists/6789/members/mailto:joe@example.com  HTTP/1.1

Accept: application/xml 

Content-Type: application/xml

Host: example.com:80

<?xml version="1.0" encoding="UTF-8"?>

<alm:member xmlns:alm="urn:oma:xml:rest:addresslistmgt:1" memberId="mailto:joe@example.com">

  <attributeList>

    <attribute name="display-name">

      <value>Joe</value>

    </attribute>
  </attributeList>

  <resourceURL>http://example.com:80/1/addresslistmgt/tel:+1-555-0100/memberLists/6789/members/mailto:joe@example.com

  <resourceURL>

  <link rel="Contact" href="http://example.com:80/1/addresslistmgt/tel:+1-555-0100/contacts/joe"/>

</alm:member>



B.1..1.4 Response

	HTTP/1.1 403 Forbidden 
Content-Type: application/xml

Date: Thu, 09 Jun 2010 12:51:59 GMT


5.26.3 GET

This operation is used for retrieval of all authorization rules.

B.1..2 Example: Get authorization rules
(Informative)

B.1..2.1 Request

	GET /exampleAPI/1/addresslistmgt/tel%3A%2B1-555-0100/authorizationRules HTTP/1.1

Accept: application/xml

Host: example.com:80


B.1..2.2 Response

	HTTP/1.1 200 OK

Content-Type: application/xml

Content-Length: nnn

Date: Thu, 09 Jun 2010 12:51:59 GMT

<?xml version="1.0" encoding="UTF-8"?>

<alm:ruleList xmlns:alm="urn:oma:xml:rest:addresslistmgt:1">
  <rule>

      <ruleName>allowAllContacts</ruleName>

      <clientCorrelator>123</clientCorrelator>

      <applicationTag>myApp</applicationTag>
      <applToContacts>

        <allContacts/>

      </applToContacts>

      <authorizedTo>

        <memberListId>1234</memberListId>

      </authorizedTo>

      <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule1</resourceURL>
  </rule>

  <rule>

      <ruleName>allowOwnContact</ruleName>

      <clientCorrelator>456</clientCorrelator>

      <applicationTag>myApp</applicationTag>
      <applToContacts>

        <contactId>bob</contactId>

      </applToContacts>

      <authorizedTo>

        <allSharedIdentities/>

      </authorizedTo>

      <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule2</resourceURL>
  </rule>

  <rule>

      <ruleName>allowFriendsList</ruleName>

      <clientCorrelator>789</clientCorrelator>

      <applicationTag>myApp</applicationTag>
      <applToMemberLists>

        <memberListId>1234</memberListId>

      </applToMemberLists>

      <authorizedTo>

        <memberListId>1234</memberListId>

      </authorizedTo>

      <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule3</resourceURL>
  </rule>

  <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules</resourceURL>

</alm:ruleList>


5.26.4 POST

This operation is used for creation of a new authorization rule.

B.1..3 Example: Create new rule for memberList and referenced contacts  (Informative)
This rule allows users in the specified member list (authorizedTo element) to retrieve the members in the same member list and also the contacts that have references to the members in the list.
B.1..3.1 Request 

	POST /exampleAPI/1/addresslistmgt/tel%3A%2B1-555-0100/authorizationRules HTTP/1.1

Accept: application/xml

Host: example.com:80

<?xml version="1.0" encoding="UTF-8"?>

<alm:rule xmlns:alm="urn:oma:xml:rest:addresslistmgt:1">

  <ruleName>combinedRule</ruleName>

  <clientCorrelator>135</clientCorrelator>

  <applicationTag>myApp</applicationTag>
  <applToMemListsAndContacts>

    <memberListId>5678</memberListId>

  </applToMemListsAndContacts>

  <authorizedTo>

    <memberListId>5678</memberListId>

  </authorizedTo>

</alm:rule>


B.1..3.2 Response 

	HTTP/1.1 201 Created

Content-Type: application/xml

Content-Length: nnn

Date: Thu, 26 Oct 2010 21:33:52 GMT

Location: http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule3

<?xml version="1.0" encoding="UTF-8"?>

<alm:rule xmlns:alm="urn:oma:xml:rest:addresslistmgt:1">

  <ruleName>combinedRule</ruleName>

  <clientCorrelator>135</clientCorrelator>

  <applicationTag>myApp</applicationTag>
  <applToMemListsAndContacts>

    <memberListId>5678</memberListId>

  </applToMemListsAndContacts>

  <authorizedTo>

    <memberListId>5678</memberListId>

  </authorizedTo>

  <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule3</resourceURL>
</alm:rule>


5.27.3 GET

This operation is used for retrieval of an individual authorization rule.

B.1..4 Example: Get authorization rule
(Informative)

B.1..4.1 Request

	GET /exampleAPI/1/addresslistmgt/tel%3A%2B1-555-0100/authorizationRules/rule1 HTTP/1.1

Accept: application/xml

Host: example.com:80


B.1..4.2 Response

	HTTP/1.1 200 OK

Content-Type: application/xml

Content-Length: nnn

Date: Thu, 09 Jun 2010 12:51:59 GMT

<?xml version="1.0" encoding="UTF-8"?>

<alm:rule xmlns:alm="urn:oma:xml:rest:addresslistmgt:1">
  <ruleName>allowAllContacts</ruleName>
  <clientCorrelator>123</clientCorrelator>

  <applicationTag>myApp</applicationTag>
  <applToContacts>

    <allContacts/>

  </applToContacts>

  <authorizedTo>

    <memberListId>1234</memberListId>

  </authorizedTo>

  <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule1</resourceURL>
</alm:rule>


5.27.4 PUT

This operation is used to update an individual authorization rule.

B.1..5 Example: Update an existing authorization rule
(Informative)

B.1..5.1 Request

	PUT /exampleAPI/1/addresslistmgt/tel%3A%2B1-555-0100/authorizationRules/rule1 HTTP/1.1
Content-Type: application/xml

Accept: application/xml

Host: example.com:80

<?xml version="1.0" encoding="UTF-8"?>

<alm:rule xmlns:alm="urn:oma:xml:rest:addresslistmgt:1">

  <ruleName>allowAllContacts</ruleName>
  <clientCorrelator>123</clientCorrelator>

  <applicationTag>myApp</applicationTag>
  <applToContacts>

    <allContacts/>

  </applToContacts>

  <authorizedTo>

    <memberListId>1234</memberListId>

    <memberListId>5678</memberListId>

  </authorizedTo>

  <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule1</resourceURL>
</alm:rule>


B.1..5.2 Response

	HTTP/1.1 200 OK
Content-Type: application/xml

Date: Thu, 09 Jun 2010 12:51:59 GMT


<?xml version="1.0" encoding="UTF-8"?>

<alm:rule xmlns:alm="urn:oma:xml:rest:addresslistmgt:1">

  <ruleName>allowAllContacts</ruleName>
  <clientCorrelator>123</clientCorrelator>

  <applicationTag>myApp</applicationTag>
  <applToContacts>

    <allContacts/>

  </applToContacts>

  <authorizedTo>

    <memberListId>1234</memberListId>

    <memberListId>5678</memberListId>

  </authorizedTo>

  <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule1</resourceURL>
</alm:rule>


5.27.6 DELETE

This operation removes an authorization rule.

B.1..6 Example: Delete an authorization rule
(Informative)

B.1..6.1 Request

	DELETE /exampleAPI/1/addresslistmgt/tel%3A%2B1-555-0100/authorizationRules/rule2 HTTP/1.1

Accept: application/xml

Host: example.com:80


B.1..6.2 Response

	HTTP/1.1 204 No Content
Date: Thu, 09 Jun 2010 12:53:23 GMT


Appendix C. Application/x-www-form-urlencoded Request Format for POST Operations
(Informative)

This section defines a format for AddressListManagement REST API requests where the body of the request is encoded using the application/x-www-form-urlencoded MIME type.
The encoding is defined below for all AddressListManagement REST operations which are based on POST requests. 
Note: only the request body is encoded as application/x-www-form-urlencoded, the response is still encoded as XML or JSON depending on the preference of the client and the capabilities of the server. 

The following AddressListManagement REST operations are defined in this section:

· Create a subscription for member list changes notification
· Create an authorization rule
C.1 Create a subscription for member list changes notifications
This operation is used to create a new subscription for member list changes notifications.

This REST operation is used by the application to start the member list changes notifications. It MUST use the HTTP POST operation. If the operation was successful, it returns an HTTP Status of “201 Created”.  

The following parameters are defined:

	Name

	Type/Values
	Optional
	Description

	anyContacts
	xsd:boolean
	Choice
	Indicates a subscription for changes about any contacts in the ContactCollection.

	memberListId
	xsd:anyURI
	Choice
	Indicates a subscription for changes about the specified member list. 

	notifyURL
	xsd:anyURI
	No
	Notification endpoint definition


	callbackData
	xsd: string
	Yes
	Data the application can register with the server when subscribing to notifications, and that are passed back unchanged in each of the related notifications.

	clientCorrelator 
	xsd:string 
	Yes 
	A correlator that the client can use to tag this particular resource representation during a request to create a resource on the server. 

This field SHOULD be present. Note: this allows the client to recover from communication failures during resource creation and therefore avoids re-sending the message in such situations.

In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	applicationTag
	xsd:string
	Yes
	A tag that the client MAY use to tag this particular resource on the server. In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	duration
	xsd:int
	Yes
	Subscription duration in seconds. Server would expire subscription after specified number of seconds after subscription creation. If not specified – default value assigned by the server.

	notificationFormat
	xsd: string
	Yes
	Default: XML

Application can specify format of the resource representation in notifications that are related to this subscription. The choice is between {XML, JSON}


B.1.1 Example 



(Informative)

B.1.1.1 Request

	POST /{apiVersion}/addresslistmgt/{userId}/memberLists/subscriptions HTTP/1.1

Host: example.com:80

Content-Type: application/x-www-form-urlencoded

Accept: application/xml

allContacts=true& 

notifyURL=http://client.example.com/notifications/memberLists&

callbackData=12345&
clientCorrelator=123&

applicationTag=myApp&
duration=3600&
notificationFormat=XML


B.1.1.2 Response

	HTTP/1.1 201 Created

Content-Type: application/xml

Content-Length: nnnn
Date: Thu, 26 Oct 2010 21:33:52 GMT

Location: http://example.com/1/addresslistmgt/tel:+1-555-0100/subscriptions/listChanges/987654321

<?xml version="1.0" encoding="UTF-8"?>

<alm:listChangesSubscription xmlns:alm="urn:oma:xml:rest:addresslistmgt:1">

  <allContacts/>
  <callbackReference>

    <notifyURL>http://client.example.com/notifications/contacts</notifyURL>
    <callbackData>12345</callbackData>
  </callbackReference>
  <clientCorrelator>123</clientCorrelator>

  <applicationTag>myApp</applicationTag>
  <duration>3600</duration>

  <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/subscriptions/listChanges/987654321</resourceURL>

</alm:listChangesSubscription>


C.2 Create an authorization rule
This operation is used to create an authorization rule. It MUST use the HTTP POST operation. If the operation was successful, it returns an HTTP Status of “201 Created”.  
The following parameters are defined:

	Name

	Type/Values
	Optional
	Description

	ruleName
	xsd:ID
	No
	A name associated with the rule.

It is a key property of the rule and when included in the light-weight resource URL then it SHALL NOT be altered.  

It is defined as an attribute in XML format 

	clientCorrelator
	xsd:string
	Yes
	A correlator that the client MAY use to tag this particular resource representation during a request to create a resource on the server. In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	applicationTag
	xsd:string
	Yes
	A tag that the client MAY use to tag this particular resource on the server. In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	applToContacts
	xsd:anyURI
[0..unbounded]
	Choice1
	The rule applies to the specified contact identity in the ContactCollection. 

	applToAllContacts
	xsd:boolean
	Choice1
	The rule applies to all contacts.

	applToMemLists
	xsd:anyURI
[0..unbounded]
	Choice2
	The rule applies to the specified member list. 



	applToAllMemLists
	xsd:boolean
	Choice2
	The rule applies to all member lists.

	applToMemListsAndContacts
	xsd:anyURI
[0..unbounded]
	Choice3
	The rule applies to the specified member list. 

The rule applies also to contacts that are referenced from the specified member list. 

	applToAllMemListsAndContacts
	xsd:boolean
	Choice3
	The rule applies for all member lists and linked contacts.

	authorizedToUserId
	xsd:string
[0..unbounded]
	Choice4
	User is authorized to access a resource for which the rule is applicable to.

	authorizedTo AllSharedIdentities
	xsd:boolean
	Choice4
	All contacts with shared identities are authorized to access a resource for which the rule is applicable to.

	authorizedToMemberListId
	xsd:anyURI [0..unbounded]
	Choice4
	Users within the member list are authorized to access a resource for which the rule is applicable to.

	authorizedToAllMemberLists
	xsd:boolean
	Choice4
	Users within all member lists are authorized to access a resource for which the rule is applicable to.

	authorizedToExternalMemberList
	xsd:anyURI
[0..unbounded]
	Choice4
	Users within the member list (owned by another user) are authorized to access a resource for which the rule is applicable to.

	authorizedToDomainName
	xsd:string [0..unbounded]
	Choice4
	Users within the domain are authorized to access a resource for which the rule is applicable to.

	authorizedToOtherUser
	xsd:boolean
	Choice4
	Any user is authorized to access a resource for which the rule is applicable to.

	listFilter
	xsd:string [0..unbounded]
	Yes
	Filter for member list attributes (according to Error! Reference source not found.) the retrieving user is allowed to see.

An empty filter means that the user has access to all attributes.

	indivFilter
	xsd:string [0..unbounded]
	Yes
	Filter for member and contact attributes (according to Error! Reference source not found.) the retrieving user is allowed to see.

An empty filter means that the user has access to all attributes.


B.1.2 Example 



(Informative)

B.1.2.1 Request

	POST /{apiVersion}/addresslistmgt/{userId}/memberLists/subscriptions HTTP/1.1

Host: example.com:80

Content-Type: application/x-www-form-urlencoded

Accept: application/xml

ruleName=combinedRule&

clientCorrelator=135&

applicationTag=myApp&
applToMemListsAndContacts=5678&

authorizedToMemberListId=5678


B.1.2.2 Response

	HTTP/1.1 201 Created

Content-Type: application/xml

Content-Length: nnn

Date: Thu, 26 Oct 2010 21:33:52 GMT

Location: http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule3

<?xml version="1.0" encoding="UTF-8"?>

<alm:rule xmlns:alm="urn:oma:xml:rest:addresslistmgt:1">

  <ruleName>combinedRule</ruleName>

  <clientCorrelator>135</clientCorrelator>

  <applicationTag>myApp</applicationTag>
  <applToMemListsAndContacts>

    <memberListId>5678</memberListId>

  </applToMemListsAndContacts>

  <authorizedTo>

    <memberListId>5678</memberListId>

  </authorizedTo>

  <resourceURL>http://example.com/1/addresslistmgt/tel:+1-555-0100/rules/rule3</resourceURL>
</alm:rule>


Appendix F. Overview of data types                             (Informative)

The section provides an overview of the relation between the data types used for contacts, members and member lists.
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