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1 Reason for Change

This CR provides text to describe Implementation and Deployment Guidelines in Section 4.2. The CR also proposes to remove Section 5.5 placeholder, as this is addressed in Section 4.2.3.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree with the proposed change.
6 Detailed Change Proposal

Change 1:  Add the following text to populate Appendix X 
Appendix X Implementation and Deployment Guidelines
(Informative)
X.1 Deployment of SCIDM Server and Client
The SCIDM Enabler aims to provide the basic function of content identification and can be used by many content management applications, such as copyright verification and usage statistics, content filtering, content tracing, remote triggering of ads, etc. The deployment of the SCIDM Enabler is very flexible.  
The possible deployment modes of the SCIDM Server are:
· As an independent platform to provide content identification and metadata query services.
·  
· As an embedded module in some application system 
The deployment of the SCIDM Client is more flexible and in most cases is related to some application system. 
For example, in the copyright verification and usage statistics application, the SCIDM Client can be deployed in an independent machine in the network which targets at scanning some websites or monitoring some gateways. The SCIDM Client can also be located in a website and is dedicated to verify the copyright of the content submitted to the website. In some other scenarios, the SCIDM Client can be deployed in the user device to account for the upload or download of copyright protected content.
In the spam filtering application, the SCIDM Client can be implemented in the SMS/MMS Server and used to detect the spam messages. The SCIDM Client can also be deployed in the user device and perform content detection specific to the user’s interest.
Depending on the application, the SCIDM Client can acquire the content metadata from the CIM or only acquire the globally unique ID of the content which is then forwarded to the application system for application specific usage.
X.2 Guidelines on Performance Issues
In the SCIDM Enabler, the performance of the identification process is an important issue. In a practical system, measure should be taken to address the performance problem. Some measures are recommended here.

· Non-real-time identification. In some application scenarios, non-real-time identification is permitted. For example, if the copyrighted content will not be blocked as soon as it is uploaded to a website based on some policy, the identification can be done in non-real-time.
· Identification by partial content. To identify audio and video content, the identification can be based on partial content which can significantly improve the speed.
The SCIDM Enabler supports multiple identification mechanisms (Section 5.2). The actual system should select appropriate mechanisms based on the system load and security requirements, and realtime/non-realtime conditions. For more detailed description, please refer to Section 5.2 and 5.3.
X.3 The CIM Interoperation
When a CIM does not have the registration information of the content to be identified, it can interoperate with other CIMs to query the registration information.  For the general description of the CIM Interoperation, please refer to Section C.2 in [SCIDM-AD].  Two modes of CIM interoperation are recommended including the Central CIM mode and the CIM List mode. For the flow of the two modes, please refer to Section B.4 in [SCIDM-AD].
In the Central CIM mode, the transaction of building the index data (Section B.4 in [SCIDM-AD]) reuses the Content Registration transaction (Section 7.1.1.1), with the local CIM as the Registration Client and the Central CIM as the SCIDM Server. In the message ContentRegistrationRequest, the parameter RegistrantID is set to be the ID of the local CIM and the parameter RegistrantName is set to be the domain name of the local CIM or as null. The structure ContentRegInfo only needs to contain the parameter ContentFingerprint.
Similarly, the local CIM uses the Content Update transaction (Section 7.1.1.2) and the Content Deregistration transaction (Section 7.1.1.3) to update or un-register the index data in the Central CIM.
The query transaction to the Central CIM reuses the SCIDM Online Identification and Query transaction (Section 7.1.2.1) with the local CIM as the Identification Client and the Central CIM as the SCIDM Server. After the local CIM gets the index data from the Central CIM, it needs to interoperate with the registration information hosting CIM to query the metadata. This transaction also reuses the Online Identification and Query transaction with the local CIM as the Identification Client and the registration info hosting CIM as the SCIDM Server. 

In the CIM List mode, the transaction between the local CIM and the remote CIM reuses the Online Identification and Query transaction (Section 7.1.2.1), with the local CIM as the Identification Client and the remote CIM as the SCIDM Server. 
Change 2:  remove section 5.5 
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