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1 Reason for Change

This CR proposes to close the following comments:
	ID
	Open Date
	Type
	Section
	Description
	Status

	D001
	2009.11.10
	T
	7.1.3.1.1
	Source: Huawei

Form: INP doc

Comment: Solve the note in table 32:

The type ID of application. [note: a list of ID should be defined later.]
Proposed Change: 
The content type.
	Status: CLOSED by CR 89


	D002
	2009.11.10
	T
	9.1
	Source: Huawei

Form: INP doc

Comment: 
(1) Remove the paragraphs below:

It consists of a string of 5 octets:

· the 1st octet concerns the organization which standardizes the fingerprinting algorithm. 

· the 4 following octets are specific to the fingerprinting algorithm, under the responsibility of the organization.

All such uses of the fingerprinting algorithm identifiers are recorded in the OMNA registry [OMNA] established for these identifiers.   
 (2) Remove the Editor Note in section 9.1:

[Editor’s note: need to assign an ID to the MPEG-7 Image Signature Tools]

[Editor’s note: may need to define a generic fingerprint format to allow each portion of the fingerprints to be associated with a time instance/period]
Proposed Change: 
Remove the mentioned paragraphs.
	Status: CLOSED by CR 89


	D003
	2009.11.10
	T
	7.1.1.1.1,

7.1.1.2.1,

7.1.2.1.1
	Source: Huawei

Form: INP doc

Comment: 
It will be easier to define the fingerprint algorithm identifier as string and leave this to the implementation. There is no need to standardize the ID.

Proposed Change: 
Change the type of ContentFingerprintAlgID to string in table 3, 8, 21, 22.
	Status: CLOSED by CR 89


	D004
	2009.11.10
	T
	12.2
	Source: Huawei

Form: INP doc

Comment: 
Remove the Editor Note below:

[Editor’s note: need to register the new MIME content type with IANA] [Editor’s note:  to get a WSP Content Type code for application/vnd.oma.scidm.messages+xml from OMNA]
Proposed Change: 
Add an Action Item to register the content type, instead of the Editor Note.
	Status: CLOSED by CR 89


	D005
	2009.11.10
	T
	12.3
	Source: Huawei

Form: INP doc

Comment: 
Remove the Editor Note below:

[Editor’s note: need to apply for the app ID from OMNA ]
Proposed Change: 
Remove the Editor Note.
	Status: CLOSED by CR 89


	D006
	2009.11.10
	T
	C.3.1.2
	Source: Huawei

Form: INP doc

Comment: 
Remove the Editor Note below:

Editorial note: protocol binding to be added later.
Proposed Change: 
Remove the Editor Note.
	Status: CLOSED by CR 89



2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree the proposed change
6 Detailed Change Proposal

Change 1:  Remove the note in section 7.1.3.1
	Information Element
	Req
	Type
	Description

	ContentType
	Mandatory
	String
	The content type. 


Table 32 Information elements in the ContentTypeList structure

Change 2:  Change the Fingerprint Algorithm Identifier
9.1    Fingerprinting algorithm identifier
A fingerprinting algorithm identifier is introduced in the SCIDM Enabler to enable the use of various fingerprinting algorithms. The fingerprinting algorithm ID identifies the particular fingerprinting algorithm used to generate the Content Fingerprint. 
· 
· 

A recent standardized robust fingerprinting algorithm for image is the MPEG-7 Image Signature Tools [MPEG-7-IMG-SIG]. 
Examples of the fingerprinting algorithm identifier are: MD5, SHA-1, SHA-256, MPEG7-IMG-SIG.


Change 3:  Change the ContentFingerprintAlgID to string in table 3
	Information Element
	Req
	Type
	Description

	…
	…
	…
	…

	ContentFingerprintAlgID
	Optional
	String
	The ID of the algorithm that is used to extract the fingerprint in the parameter ContentFingerprint. The name SHOULD be understandable to the CIM. If the parameter ContentFingerprint is present here, this parameter is mandatory. For the definition of the algorithm ID, please see Section 9.

	…
	…
	…
	…


Table 3 Information elements in the ContentRegInfo structure

Change 4:  Change the ContentFingerprintAlgID to string in table 8
	Information Element
	Req
	Type
	Description

	…
	…
	…
	…

	ContentFingerprintAlgID
	Optional
	String
	The ID of the algorithm that is used to extract the fingerprint in the parameter ContentFingerprint. The name SHOULD be understandable to the CIM. If the parameter ContentFingerprint is present here, this parameter is mandatory. For the definition of the algorithm ID, please see Section 9.

	…
	…
	…
	…


Table 3 Information elements in the ContentUpdateInfo structure

Change 5:  Change the DigestAlgID to string in table 21
	Information Element
	Req
	Type
	Description

	Digest
	Mandatory
	String
	The digest value (e.g., MD5, SHA) of the content.

	DigestAlgID
	Mandatory
	String
	The ID of digest algorithm in use.

	Ext
	Optional
	N/A
	This is for extension usage. More metadata can be presented inside this tag.


Table 21 Information elements in the MetadataInfo structure

Change 6:  Change the ContentFingerprintAlgID to string in table 22
	Information Element
	Req
	Type
	Description

	…
	…
	…
	…

	ContentFingerprintAlgID
	Optional
	String
	The ID of the algorithm that is used to extract the fingerprint in the parameter ContentFingerprint. The name SHOULD be understandable to the CIM. If the parameter ContentFingerprint is present here, this parameter is mandatory. For the definition of the algorithm ID, please see Section 9.

	…
	…
	…
	…


Table 8 Information elements in the FingerprintInfo structure

Change 7:  Remove the Editor Note in Section 12.2, and Add an Action Item to address this
12.2    SCIDM Media Type
The following Media Types are supported by SCIDM and are carried by the relevant mechanisms depending on the transport bearer that is used, e.g., HTTP headers.

-- Textual form (XML): application/vnd.oma.scidm.messages+xml 
Change 8:  Remove the Editor Note in Section 12.3
12.3    Transport in Push Mode

The SCIDM Server (CIM) SHOULD support either the Push Access Protocol (PAP) [PUSH-PAP] or the Push-OTA protocol over HTTP (OTA-HTTP) [PUSH-OTA] for notification push from the CIM to the SCIDM Client via the SCIDM-3 interface.

For SCIDM Push messages, the CIM SHALL include the Push Application ID header “X-Wap-Application-Id: x-oma-application: scidm.ua”. 
When using PAP or OTA-HTTP, the CIM SHALL submit SCIDM messages for delivery using the MIME content type “application/vnd.oma.scidm.messages+xml”. 
Push Clients in SCIDM supporting terminals SHALL support routing of Push messages with the Push Application ID header “X-Wap-Application-Id: x-oma-application: scidm.ua” to the SCIDM Client.

Change 9:  Add the entry of the protocol binding for this
C.3.1.2    SCR for SCIDM-3 Request
	SCIDM-SCIDM3-REQ-001-M
	Request
	7.1.3
	SCIDM- SCIDM3-REQ-002-M
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