Doc# OMA-SEC-SCIDM-2009-0018-CR_Interface_Exposed_by_Iden_Client.doc
Change Request


Doc# OMA-SEC-SCIDM-2009-0018-CR_Interface_Exposed_by_Iden_Client.doc[image: image2.jpg]"sOMaQa

Open Mobile Alliance




Change Request



Change Request

	Title:
	Adding a New Interface Exposed by Identification Client
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA SEC/SCIDM


	Doc to Change:
	OMA-AD-SCIDM-V1_0-20090210-D

	Submission Date:
	28 Feb. 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Wenjun (Kevin) Zeng, Huawei, zengw@huawei.com

	Replaces:
	 n/a


1 Reason for Change

In Section 5.3.3.1.2 of the AD, there is description about “CIM sends notification to the client” for content registration information synchronization. However, no interface exposed by the identification client has been defined. This CR proposes to add a new interfaceexposed by identification client to allow CIM to configure identification client and push content registration information to IDC
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree with the proposed changes.

6 Detailed Change Proposal

Change 1:  Add an interface exposed by identification client  in Section 5.2
5.2 Architectural Diagram

[image: image1]
Change 2:  Add description about IDC-1
5.3.3.1.2. IDE-2 
IDE-2 is an interface between CIM and the Identification Client for content registration information synchronization from CIM to the Identification Client for offline identification at the client. It is exposed by the CIM. The synchronization information is usually delivered in the form of Content ID Certificate. The synchronization process can be triggered by some policy that may be pre-configured in the client or the CIM. The policy is usually configured in a way such that synchronization can help increase the efficiency and speed of the identification process. It has two kinds of flow. The first is that the Identification Client initiates to submit request to the CIM for synchronization (through IDE-2). The second is that CIM sends notification to the client (through IDC-1 as defined in 5.3.3.1.5), and then the client submits request to CIM (through IDE-2).

In the following application scenarios, the synchronization process should be triggered to facilitate later offline identification:

· Spam filtering.  Since spam (SMS/MMS spam, email spam, etc) is usually widespread, after the CIM gets new spam registered, it should notify the clients to synchronize them for offline identification.
· After a client finds that some content has been observed in high frequency, exceeding a predefined threshold for example, the client can initiate the synchronization process for subsequent offline identification.
· For some clients that are not often connected to the network, the clients can initiate the synchronization process when it is connected to the CIM.
· Other possible scenarios.

5.3.3.1.3 REG-1

REG-1 is an interface between CIM and Registration Client for content registration. It is exposed by CIM and used by Registration Client to submit registration request and get response.

The parameters in the content registration request MAY include:

· Content itself or the content fingerprint, and in the latter case, the ID of the fingerprint extraction algorithm

· Content metadata, which depends on the application scenario.
· The authentication information of the Registration Client.

· E.g. if the Registration Client represents an individual user, a credential provided by a proxy entity (e.g. acting on behalf of a trustable website) is recommended, which can help the registered content metadata to receive an appropriate level of trust by the CIM.

The parameters in the content registration response MAY include:

· The registration result code

· In some cases, the Content ID Certificate of the registered content. 
5.3.3.1.4 CIM-1

CIM-1 is an interface between two CIMs for synchronization of content registration information. 
5.3.3.1.5. IDC-1
IDC-1 is an interface exposed by the Identification Client. It is used by the CIM to notify the Identification Client for content registration synchronization. It is also used by the CIM to configure the Identification Client, e.g., in case CIM changes its IP address.
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