[image: image1.jpg]"sOMaQa

Open Mobile Alliance



Doc# OMA-LS_xxxx-LS_to-ITU-T_SG13_re_IdM-comments.doc
Liaison Statement


Doc# OMA-LS_xxxx-LS_to-ITU-T_SG13_re_IdM-comments.doc
Liaison Statement



Liaison Statement

	Title:
	Response to ITU COM 17-LS107 and COM17-LS108
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 Confidential LS


	Date:
	22nd August 2006

	To:
	ITU-T SG 13

	Copy:
	

	Response to:
	ITU-T COM 13-LS115

	Source:
	Open Mobile Alliance Technical Plenary

	Send Replies to:
	OMA-LIAISON@mail.openmobilealliance.org

	Contact(s):
	A J Angwin, IBM

OMA Technical Plenary Vice-Chairman and Liaison Officer

	Attachments:
	n/a


1 Overview

OMA thanks ITU-T SG13 for the recent liaison COM13-LS115 and this response addresses some points made within LS115.

2 Proposal

OMA wishes to make the following comments regarding the liaison in document ITU-T COM13-LS115:

· OMA takes note of the establishment of SG13’s activity on security aspects of NGN Identity Management (IdM)

· OMA has an existing enabler dealing with aspects of network identity and single sign-on entitled OWSER NI. The specifications comprising the OMA Web Services Network Identity, or OWSER NI, defines an identity, the relationship between the identity, identity provider, discovery service provider and service providers. Authentication and Authorisation are clearly important in the context of OWSER NI but it relies on other mechanisms to achieve this function. The most recent OWSER NI release can be found at http://www.openmobilealliance.org/release_program/owser_ni_v1_0.html and comprises:

	OMA Web Services Network Identity V1.0 - Status: Approved Enabler - Release date: 2006-03-28

	Enabler Package
	OMA-ERP-OWSER_NI-V1_0-20060328-A.zip

	ERELD
	Enabler Release Definition for OMA Web Services Enabler Network Identity 
	OMA-ERELD-OWSER_NI-V1_0-20060328-A.pdf

	Arch Doc
	OMA Web Services Enabler Network Identity Architecture
	OMA-AD-OWSER_NI-V1_0-20060328-A.pdf

	Req Doc
	Mobile Web Services Network Identity Requirements
	OMA-RD-OWSER_NI-V1_1-20060328-A.pdf

	Specifications
	OMA Network Identity Federation Framework Specification
	OMA-TS-OWSER_NI_FF-V1_0-20060328-A.pdf

	
	OMA Network Identity Web Service Framework Specification
	OMA-TS-OWSER_NI_WSF-V1_0-20060328-A.pdf


· A number of existing OMA enablers utilise or specify authentication and authorisation.

The authentication mechanisms used vary and include identity and password, e.g. as in HTTP auth, certificate based, e.g. as in TLS, or SIM based, or a combination thereof, depending on the enablers. 


There are also security topics now owned by OMA that originally were part of the WAP Forum, namely the “Wireless Transport Layer Security Specification”, “WAP TLS Profile and Tunnelling Specification”, “WAP Certificate profile Specification”, “WAP Public Key Infrastructure Specification”, “Wireless Identity Module Specification” all of which still current. They can be found in OMA enabler Wireless Public Key Infrastructure at http://www.openmobilealliance.org/release_program/wpki_v10.html.
http://www.openmobilealliance.org/release_program/index.html.

 
To complement this there are other OMA enablers on security topics, i.e. “On-Board Key Generation”, and “OMA Online Certificate Status Protocol Mobile Profile”. Details of these can be found at 
· The OMA Security group is currently working on a work item entitled “Application Layer Security Common Functions” which deals, among other security issues, with authentication and authorisation above and beyond the specifications listed above.

· In the background section of the liaison it says “An IdM capability offers the possibility of providing mobile users with a single authentication/authorisation mechanism applicable to any access point in the NGN”. This is slightly ambiguous. It could be interpreted that only one authentication mechanism is applicable, e.g. authentication is always e.g. certificate based. Alternatively it could be interpreted that there may exist a plethora of mechanisms, e.g. ID/Password or certificate or SIM etc., but whichever is used the identity is proven and can be used as the basis of authorisation for access to whatever services rely on this authentication. It would help to have this aim clarified as part of the scope of work.    

3 Requested Action(s)

OMA Technical Plenary hopes ITU-T SG13 finds this information re its work in Security, specifically authentication and authorisation, and IdM informative and uses this information in the generation of its activities.

4 Conclusion

OMA Technical Plenary has provided some references to its existing work related to the studies of SG13 re security and IdM. If there are questions or matters arising as a result of this liaison please feel free to contact OMA again.
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