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Review Report Document Id
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 FORMCHECKBOX 
 OMA Confidential

Material Being Reviewed:
OMA-AD-SEC_CF-V1_0-20061004-D.doc

Group Presenting Document:
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Date of This Report:
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Note : This is an “under work” document. Text in color is not intended to stay in the report, it is there only as notes to guide further work on the report until all comments have been answered. Entries with Status CLOSE are considered as agreed in SEC, and updating of the AD  on these closed entries can be started.

1. Instructions

Review comments should be collected and aggregated into a single review report.  This will facilitate efforts to resolve issues:

· If the review involves more than one document (e.g. ERP), use a separate table for each document.

· Avoid changing CommentIds once drafts have been published – source of possible confusion.

· The Type column should indicate 'E' for Editorial comment or 'T' for Technical comment

2. Review Information

3. OMA Groups Involved

Name Of Group
Role
Invited
Comments Provided

Requirements

 FORMCHECKBOX 



Architecture

 FORMCHECKBOX 

Yes

Security

 FORMCHECKBOX 

No

IOP

 FORMCHECKBOX 



4. Review History

Review Type
Date
Review Method
Participating Groups
Full Document Id

Full 
2006.12.05
ConfCall
ARC/SEC
OMA-AD-SEC_CF-V1_0-20061004-D







5. Review Comments

6.  OMA-AD-SEC_CF-V1_0-20061004-D 

ID
Open Date
Type
Section
Description
Status

A001
2006.12.04
T
5
Source: ARC

Form: INP (OMA-ARC-2006-0399-INP_SEC_CF_AD_comments)

Comment:  It is not clear which interfaces are mandatory or optional in section 5.

Proposed Change:  Each interface needs to be identified as mandatory or optional to implement in the AD.
Status: OPEN

Legend for dotted line

For drafting session 



A002
2006.12.04
T
5
Source: ARC

Form:  INP (OMA-ARC-2006-0399-INP_SEC_CF_AD_comments)

Comment:  Conventions used in the AD are not clear to indicate the SEC_CF specified interfaces, components or the meaning of the direction of the arrows used in interfaces.

Proposed Change: Consider adding a legend to explain the conventions used in the AD.
Status: OPEN 

For drafting session



A003
2006.12.04
T
5
Source: ARC

Form:  INP (OMA-ARC-2006-0399-INP_SEC_CF_AD_comments)

Comment:  It is not clear in the AD which components are to be specified by the SEC_CF enabler

Proposed Change: Clarify if KMC will be specified as part of SEC_CF
Status: OPEN

For drafting session

KMC part or not depending on underlying system? Not part in this version

A004
2006.12.04
T
5.2
Source: ARC

Form:  INP (OMA-ARC-2006-0399-INP_SEC_CF_AD_comments)

Comment:  Figure 1 is not very clear in terms of direction of arrows and the spec is not always clear about which component exposes the interface.

Proposed Change: It is recommend that the direction of the arrow to point to the enabler (or component of an enabler) that exposes the interface. Clarify the figure and the text.
Status: OPEN

For drafting session

A005
2006.12.04
T
5
Source: ARC

Form:  INP (OMA-ARC-2006-0399-INP_SEC_CF_AD_comments)

Comment:  Interfaces to the KMC are not correctly illustrated or named depending on whether KMC is defined by SEC_CF or not.

Proposed Change: 

If  KMC is a SEC_CF specified component, SEC-4 is an I0 interface exposed by KMC, in which case the arrow should only point towards KMC.

If KMC is not a SEC_CF specified component, then SEC-4 becomes an I2 interface, and should not be named in SEC_CF. Please clarify appropriately in text and/or figure.


Status: OPEN

For drafting session

Note: Missing interface between  SECA and KMC ?

A006
2006.12.04
T
5
Source: ARC

Form:  INP (OMA-ARC-2006-0399-INP_SEC_CF_AD_comments)

Comment:  SEC-3 interface is not accurately defined and the text does not reflect the figures. 

Proposed Change: If SEC-3 is exposed by OSG, it should be specified by SEC_CF. Alternatively, if this is not a SEC_CF interface, it should not be labeled, and it should be an I2 interface instead. Please clarify appropriately in text and/or figure.


Status: OPEN

A007
2006.12.04
T

Source: ARC

Form:  INP (OMA-ARC-2006-0399-INP_SEC_CF_AD_comments)

Comment:  The use cases for Authentication Proxy functionality of the OSG are not very clear w.r.t. which entity initiates the secure tunnel. It is not clear if SEC-3 interface should be used to initiate the secure tunnel between the OMA Enabler and the OSG.

Proposed Change: 

If Authentication Proxy functionality is provided by the OSG, the OSG should be the initiator of the secure tunnel with the OMA enabler, in which case the same SEC-3 interface needs to be used. It also appears that the SEC-3 i/f should be exposed by the OMA enabler, rather than by the OSG. Please clarify the correct appropriately in text and/or figure.


Status: OPEN

A008
2006.12.04
E
1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment: 

“SEC_CF also describes a common way to implement security functionality for OMA Enablers and provides various architectures for different enabler deployment scenarios”

SEC_CF is not defined before it is first used.

Proposed Change: Define the SEC_CF in the abbreviations section or delete it 


Status: CLOSE

SEC_CF defined in the abbreviation section

A009
2006.12.04
T
1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“This version of SEC_CF is aimed to be included into the OMA Enabler’s architectural design and specification during the development phase of the enabler.”

SEC_CF is not required to be integrated into the OMA enablers architectural design and specification during its development.

Proposed Change: Maybe be included in an implementation or deployment appendix


Status: OPEN

A010
2006.12.04
T
1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“The list of the technical specifications can be found in this document”

There are no OMA Technical specification references. Can OMA specs refer to IETF, 3GPP Specifications?

Proposed Change: 


Status: CLOSE

References to the TSs of  the SEC_CF package added to the list

A011
2006.12.04
E
3.3
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  FQDN abbreviation is not used in the document.

Proposed Change: 


Status: CLOSE

FDQN removed from abbreviation list

A012
2006.12.04
E
3.3
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  There are rows in the abbreviations section that are not clear.

Proposed Change: 


Status: CLOSE

Abbreviations hvae been cleaned up

A013
2006.12.04
E
4
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

Proposed Change: Delete “several” in the first sentence.
Status: CLOSE

Done

A014
2006.12.04
E
4
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

Proposed Change: Delete “,” add “and” in the first sentence of the 3rd paragraph.


Status: CLOSE

Done

A015
2006.12.04
E
4
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

Proposed Change: Replace “includes” with “permits” in the 2nd sentence of the 3rd paragraph.


Status: CLOSE

Done

A016
2006.12.04
T
4
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“A successful integration of the SEC_CF with the OMA enabler specifications requires an analysis of the security requirements to map the most appropriate SEC_CF deployment model “

The sentence is not clear as it combines deployment and specifications.

Proposed Change: 


Status: CLOSE

Sentence modifid as follows

A successful use of the SEC_CF by other OMA enablers requires an analysis of the security requirements to map the most appropriate SEC_CF options 

A017
2006.12.04
E
4
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment: 

Proposed Change:  Delete the whitespace between “can” and “not” in the sentence before the last.


Status: CLOSE

Done

A018
2006.12.04
T
4.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“In addition, this version only specifies the key management mechanisms for 3GPP based networks. Future releases MAY include other key management mechanisms and MAY include other operational models such as peer-to-peer.”

Is the OMA Principle of Network Neutrality applied in this section?

Proposed Change: 


Status: OPEN

A019
2006.12.04
E
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

Proposed Change: 

“A Security Agent is usually implemented in a Mobile Terminal which includes a removable security token such as a (U)SIM/R-UIM”

Replace “is usually” with “may be” after “Security Agent”

Insert “may” after “which”

Delete “s” in “includes”


Status: CLOSE

Done

A020
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“However, SEC_CF also supports Security Agents that are implemented in application servers without a removable security token provided that security credentials used are stored securely in the application server.”

The enabler does not have control over how the credentials are stored.  At most this can be an implementation  or deployment suggestions

Proposed Change: 

Delete “provided that security credentials used are stored securely in the application server.”


Status: CLOSE

phrase removed

A021
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“In cases where SECA is implemented on application servers, SECA can represent either the subscriber (on behalf of the user) or the application server itself.”

“The subscriber (on behalf of the user)” phrase is not clear.

Proposed Change: 


Status: OPEN

To be reworded, for drafting session

A022
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“OSG can be fully integrated into the enabler itself or it can deployed as a separate entity that can provide services to a number of enablers that can be reached via an OSG. “

The usage of word “fully” is not necessary as there might not be a partial integration.

Proposed Change: 


Status: CLOSE

“fully” removed

further changes of the text :

“OSG can be integrated into the resource  utilising SEC_CF or it can deployed as a separate entity that can provide services to a number of resources  that can be reached via an OSG. “

A023
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“This version of SEC_CF only defines a KMC based on 3GPP GBA [GBA] if it is not integrated into the OSG.”

The usage of “3GPP GBA” is against network neutrality principle. 

Proposed Change: 

“Define function in network neutral manner not specific to network”
Status: OPEN

A024
2006.12.04
E
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

Proposed Change: 

“Each OMA enabler can choose to select an application specific protocol to be implemented over TCP in a Client-Server model.”

Replace “Each”  with “if an” before OMA

Delete “can choose to” before “select”

Insert “s” after “select”

Insert “then that” after “model”


Status: CLOSE

Done

A025
2006.12.04
E
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

Proposed Change: 

“The protocol selected will be secured using the security mechanisms implemented by SEC-1.”

Delete “The” before the “protocol”

Replace “selected will” with “can”


Status: CLOSE

Done

A026
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“SEC-2: This interface securely connects an OSG to another OSG. This interface can be used for distributed enabler deployments where the SECA connects to an OMA Enabler in a visited network via the home OSG. …”

This interface is not for client-server, but peer-to-peer. This conflicts with the previous assumptions of client-server only model for SEC_CF.

“The notion of home and visited network connection is wrong”. This interface can connect enablers in the same network.

Proposed Change: 

Remove the notion of visited and home network.
Status: OPEN

Rewrite with “domain”?

A027
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Alternatively, SEC-2 can be used to secure communications between application servers that have integrated OSGs”

“Why does it require that the endpoints have integrated OSGs.  Why is it between applications servers, rather than between any enabler components?”

Proposed Change: 


Status: CLOSE

Sentence removed

A028
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“This interface is an I2 interface in the OSE architecure.”

If it is an I2 then it is not defined by OMA and should not get an interface name.  

Proposed Change: 

SEC-3 interface should be defined by OMA and should be an I0-allowing any resource to invoke/use SEC enabler. 
Status: OPEN

A029
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“This version of SEC_CF only defines a 3GPP GBA based SEC-4”

Counter to the OMA Principle of network neutrality.  

Proposed Change: 

Do not define the interface for 3GPP until you have the neutral interface.
Status: OPEN

A030
2006.12.04
T
5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“This interface is an I2 interface in the OSE architecture.”

If it is an I2 interface it should not be defined and named in the AD.

Proposed Change: 

Do not refer to this interface in the AD
Status: OPEN

Understood as referring to SEC-4

Drafting session: interface to be mentionned, but not named as  SEC-4



A031
2006.12.04
T
5.2
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Figure 1. Overview of the SEC_CF (Home Network Deployment)”

This should be an architectural picture and not a deployment one. Notion of Home is not necessary in this picture.

Proposed Change: 

Remove the Home network notion from the picture.
Status: OPEN

Dependent on A026

A032
2006.12.04
T
5.2
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Figure 2. SEC_CF with Home and Visited Network Deployment”

Similar to comment A031, there is no reason for OSG to be classified as Home or Visited.

Proposed Change: 

Remove the Home, Visited network notion from the picture.
Status: OPEN

Dependent on A026

A033
2006.12.04
T
5.3.1.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Security Agents is a software/hardware based entity that implements the SEC_CF security functionality either in a mobile terminal or an application server. It interfaces with the OSG directly.”

Proposed Change: 

Delete “directly” after “OSG”

Delete “either in a mobile terminal or an application server”

Delete “software/hardware based” 

.
Status: CLOSE

Changes done as proposed

A034
2006.12.04
T
5.3.1.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Security Agents is a software/hardware based entity that implements the SEC_CF security functionality either in a mobile terminal or an application server. It interfaces with the OSG directly.”

Do not give details about implementation or deployment. This should not be part of the spec.

Proposed Change: 

.
Status: CLOSE

Resolved by previous comment.



A035
2006.12.04
T
5.3.1.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Interfaces with the removable security tokens such as (U)SIM in 3GPP deployments. It MAY interface with R-UIM in 3GPP2 deployments. “

The information about the location of security tokens is outside the scope of the specification

Proposed Change: 

.
Status: OPEN

A036
2006.12.04
T
5.3.1.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Provides unique identities that are bound to the subscriber.”

Unique identities are not bound to the subscribers in the case of application server or other entities.

Proposed Change: 

.
Status: CLOSE

Phrase changed as follows

“Provides unique identities.”

A037
2006.12.04
T
5.3.1.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Each SECA MAY also have a unique device identifier however this is not required by the SEC_CF.”

SECA’s function is to deliver the security tokens from some requestor to the OSG

Proposed Change: 

.
Status: CLOSE

Sentence removed.

As a comment, the second part of the comment itself is a misconception of the functionality



A038
2006.12.04
T
5.3.1.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Accesses secure storage (e.g. non-volatile memory) for security credentials such as key materials to be used for SEC_CF operations.”

This is outside scope. The spec should not mention how the credentials are aquired.

Proposed Change: 

.
Status: CLOSE

Sentence changed to:

Handles security credentials such as key materials to be used for SEC_CF operations.

A039
2006.12.04
T
5.3.1.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Performs the following security services (Authentication, Authorization, Confidentiality and Integrity Protection) MAY provide Denial of Service (DoS) protection”

“Thought that OSG did authentication and authorization, not SECA.  It does participate in confide and integrity.  What does it do for DoS???”

Proposed Change: 

.
Status: CLOSE

Sentence changed to:

Performs the following security services: Authentication, Authorization, Confidentiality and Integrity Protection. And MAY  provide Denial of Service (DoS) protection

Rationale: the services are provided by both the SECA and the OSG.

A040
2006.12.04
T
5.3.1.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Can communicate directly with the Home Network. It can communicate with visited network’s OMA enablers directly or indirectly via the Home OSG”

These are deployment options and the spec should not mention home and visited. 

Proposed Change: 

.
Status: OPEN

Related to 026

A041
2006.12.04
T
5.3.1.2
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Provides all the security services defined in the SEC_CF (Authentication, Authorization, Confidentiality and Integrity Protection, Replay Protection) to OMA enablers that are connected to it. It MAY provide DoS protection.”

The enabler is not limited to enablers it can also be used for any resource. 

Proposed Change: 

Replace “enablers” with “resources” after “OMA”.
Status: CLOSE

“OME enablers” to be replaced by “resources”

A042
2006.12.04
E
5.3.1.2
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Can secure communication channels between its counterparts in the home/visited network.”

Proposed Change: 

Delete “home/visited network”

.
Status: OPEN

Related to 026

A043
2006.12.04
E
5.3.1.3
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Provides the key management support to the OSG (Home and Visited).” 

Proposed Change: 

Delete “(Home and Visited)”

.
Status: OPEN

Related to 026, also on the issue of the interface between SECA and KMC

A044
2006.12.04
E
5.3.2.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“If the OMA enabler protocol uses HTTP, HTTP Digest MUST also be used to provide authentication of the SECA to the OSG. “

Proposed Change: 

Replace “OMA Enabler” with “resource.”

.
Status: CLOSE

Done

A045
2006.12.04
E
5.3.2.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“If the OMA Enabler does not use HTTP as the application protocol for this interface, then PSK-TLS MUST be supported in order to provide mutual authentication between the OSG and SECA in the transport layer.”

Proposed Change: 

Replace “OMA Enabler” with ” resource”.

.
Status: CLOSE

Done

A046
2006.12.04
T
5.3.2.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“If the OMA Enabler does not use HTTP as the application protocol for this interface, then PSK-TLS MUST be supported in order to provide mutual authentication between the OSG and SECA in the transport layer.”

OMA Enablers don’t use “application protocols”

Proposed Change: 

.
Status: CLOSE

Sentence changed to:

If  HTTP is not used as transport protocol for this interface, then PSK-TLS MUST be supported in order to provide mutual authentication between the OSG and SECA in the transport layer.

A047
2006.12.04
T
5.3.2.3
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

SEC-4 needs to be specified in a Network Neutral way 

Proposed Change: 
Status: OPEN

A048
2006.12.04
T
5.3.2.3
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“Each OMA Enabler can use its own specific protocol or APIs (if OSG is integrated to the enabler) in order to interface with the OSG.”

This statement is an implementation optimization and should not be part of the specification.

Proposed Change: 

.
Status: CLOSE

Sentence removed

A049
2006.12.04
T
5.3.2.4
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“For OSG initated secure triggers use cases, a protocol will be defined in the SEC_CF technical specifications. “

Should AD be completed until this is defined?

Proposed Change: 

.
Status: OPEN

Protocol element is missing, unlikely to be put in existing specs. Creation of new spec? Put it in the AD??



A050
2006.12.04
T
5.4
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

Section 5.4 should not be part of the specification. There should be no difference in specifications between the home and the visited networks. 

Proposed Change: 

Delete section 5.4 or move it to an appendix.

.
Status: OPEN

Related to 026

A051
2006.12.04
T
5.4.1
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“In the case of Home Network deployments MT only communicates with the OSG over the SEC-1 interface”

What does MT mean?

Proposed Change: 
Status: CLOSE

MT replaced by SECA

A052
2006.12.04
E
5.5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“The Enabler protocol MUST provide a unique identifier for the subscriber (i.e. a user or an application server).”

Proposed Change: 

Replace “subscriber” with “requestor”
Status: CLOSE

Done

A053
2006.12.04
T
5.5
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

“The Enabler protocol MUST provide a unique identifier for the subscriber (i.e. a user or an application server).”

“The Enabler protocol MUST provide a unique Session ID for each session initiated by the SECA towards the enabler.”

-“I don’t understand last 2 bullets – these are technical reqts on the SEC-x protocols that this enabler defines.  The first 2 requirements are the constraints where this enabler can be used”

Proposed Change: 


Status: OPEN

? Title of section to be changed to “prerequisites”

rewriting text such as “The SEC_CF relies on the use of ...

A054
2006.12.04
E
5.7
Source: IBM

Form:  INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

All specifications in section 5.7 should be listed under the references section.

Proposed Change: 


Status: CLOSE

Done

(Note: Spec on procedures not started)

A055
2006.12.05
T
All
Source: IBM

Form:  ARC Conference Call -INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

All deployment related material is not required to be in the normative sections of the AD

Proposed Change: 

Move all deployment related material to an appendix.


Status: OPEN

A056
2006.12.05
T
All
Source: IBM

Form:  ARC-Conference Call -INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

SEC_CF should be able to work with any entity that is requesting a resource. There is no need to mention OMA Enablers.

Proposed Change: 

Replace all OMA Enablers to requesting resource.


Status: CLOSE

(Note : to be done by a search throughout the doc)

A057
2006.12.05
T
All
Source: IBM

Form:  ARC-Conference Call-INP (OMA-ARC-2006-0402-INP_IBM_Comments_to_SEC_AD)

Comment:  

There is no need to specify any difference between the home and the visited networks. 

Proposed Change: 


Status: OPEN

Related to 026
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