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1 Reason for Contribution

This INP is for SEC approval as OMA-SEC-2008-0084-INP_ERELD_Smartcard_Web_Server_V1_1_update did not incorporate the correct version of the SCWS 1.1 ERELD
2 Summary of Contribution

The ERELD document refers to the RD and AD document of the SCWS 1.0., and clarifies that no changes have been made to either document in SCWS 1.1.

3 Detailed Proposal

Change 1:  Update in chapter 4.2 
Version 1.1 Functionality 

4.2 Version 1.1 Functionality

The Smart Card Web Server 1.1 enabler is a set of optimisations of the Smart Card Web Server 1.0 enabler and therefore does not introduce any new requirement or any change into the architecture. This enabler therefore refers to the requirements and architecture documents of the Smart Card Web Server 1.0 enabler. 

The Smart Card Web Server v1.1 enabler improves the Smart Card Web Server v1.0 enabler mainly to optimise the remote management of the SCWS from different trusted entities. Each authorized entity is able to control what content and which smart card applications can be accessed under a given URI.
The Smart Card Web Server v1.1 also clarifies the cache management to improve the efficiency of the exchanges with the HTTP application in the terminal.

The Smart Card Web Server v1.1 has been updated to manage any type of resources allowing a SCWS implementation to be future proof using the Content-Type, Content-Encoding and Content-Language headers defined by the administration server.
The following other optimizations have been included:

· Deletion of a whole directory
· Management of multiple audit commands in the same administration request

· Addition of a cipher suite for PSK-TLS requesting only a signature

· Management of a default page when “abs_path” is “/”
Change 2:  Update in chapter 5 
Document Listing for SCWS 

5. Document Listing for SCWS
This section is normative.

	Doc Ref
	Permanent Document Reference
	Description

	Requirement Document

	[SCWS_RD]
	OMA-RD-Smartcard_Web_Server-V1_0-20080421-A
	Requirement Document for SCWS Enabler. 
This document is inherited from SCWS 1.0, since no architectural changes are done in SCWS 1.1.

	Architecture Document

	[SCWS_AD]
	OMA-AD-Smartcard_Web_Server-V1_0-20080421-A
	Architecture Document for SCWS Enabler.

This document is inherited from SCWS 1.0, since no architectural changes are done in SCWS 1.1.

	Technical Specifications

	[SCWS_TS]
	OMA-TS-Smartcard_Web_Server-V1_1-20080630-D
	Specification that defines the protocols for the SCWS that provide control interface between the SCWS Client and SCWS Server and also between the SCWS server and a remote administration server.

	Supporting Files

	(none)
	
	


Table 1: Listing of Documents in SCWS Enabler

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

SEC SCT kindly asks the members of SEC to approve this INP so SCWS 1.1 ERP can then be considered for TP approval.
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