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1 Reason for Change

In the Normative References section, the 3GPP releases are R6 and R7. Release 9 should be mentioned.
In the Abbreviations section, GBA-ME and GBA_U are not consistent with 3GPP acronyms definitions.
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and approve in ARC/SEC for the TS GBA_Profile.
6 Detailed Change Proposal

Change 1:  To add Release 9 to the 3GPP references.
Change 2:  To change the definition for abbreviations GBA_ME and GBA_U.
3.2 Normative References

	[OMNA]
	“Open Mobile Naming Authority”, URL: http://www.openmobilealliance.org/Tech/OMNA.aspx

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2617]
	"HTTP Authentication: Basic and Digest Access Authentication", IETF RFC 2617, June 1999, URL: http://www.ietf.org/rfc/rfc2617.txt

	[RFC 3324]
	“Short Term Requirements for Network Asserted Identity”, November 2002,
http://www.ietf.org/rfc/rfc3324.txt

	[RFC4279]
	 “Pre-Shared Key Ciphersuites for Transport Layer Security (TLS)”, RFC 4279, P. Eronen, et al, December 2005

URL: http://www.ietf.org/rfc/rfc4279.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[S.S0109]
	"Generic Bootstrapping Architecture (GBA) Framework", 3GPP2 S.S0109-0, Version 1.0,
30th March 2006, URL: http://ww.3gpp2.org 

	[S.S0114]
	"Security Mechanisms using GBA", 3GPP2 S.S0114-0, Version 1.0, 30th March 2006, 
URL: http://ww.3gpp2.org

	[TS24109]
	"Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details", 3GPP TS 24.109, Release 9, URL: http://www.3gpp.org/

	[TS29109]
	"Zh and Zn Interfaces based on the Diameter protocol; Stage 3", 3GPP TS 29.109, Release 9, URL: http://www.3gpp.org/

	[TS33220]
	"Generic Bootstrapping Architecture (GBA)", 3GPP TS 33.220, Release 9, URL: http://www.3gpp.org/ 

	[TS33220-7]
	"Generic Bootstrapping Architecture (GBA)", 3GPP TS 33.220, Release 9, URL: http://www.3gpp.org/ 

	[TS33221]
	"Support for Subscriber Certificates", 3GPP TS 33.221, Release 9, URL: http://www.3gpp.org/

	[TS33222]
	"Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)", Release 9, 3GPP TS 33.222, URL: http://www.3gpp.org/

	[TR33223]
	“Generic Bootstrapping Architecture (GBA) Push Function", Release 9, 3GPP TS 33.223, URL: http://www.3gpp.org/


3.3 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/

	[SEC_CF AD]
	“Common Security Functions Architecture”, OMA-AD-SEC_CF-V1_1
 URL: http://www.openmobilealliance.org

	[SEC_CF TLS]
	“Common Security Functions Architecture, OMA TLS profile”, OMA-TS-TLS_Profile-V1_1
URL: http://www.openmobilealliance.org

	
	

	


4. Terminology and Conventions

4.2 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.
This is an informative document, which is not intended to provide testable requirements to implementations.
4.3 Definitions

	Application
	In all places in this document where the term application is used to refer to a service offered by the MNO or a third party to the mobile subscriber, then it always denotes the type of application and not the actual instance of an application installed on an application server.

	Bootstrapping
	Using 3GPP or 3GPP2 authentication infrastructure the Client and the BSF generate joint session keys. This key material can be used by the NAF (but this is not part of the actual bootstrapping). 

	Bootstrapping Server Function
	 BSF is hosted in a network element under the control of an MNO. BSF, HSS, and Clients participate in GBA in which a shared secret is established between the network and a UE by running the bootstrapping procedure. The shared secret can be used between NAFs and Clients, for example, for authentication purposes.

	Client
	A 3GPP UE (User Equipment) or 3GPP2 MN (Mobile Node)

	Network Application Function
	NAF is hosted in a network element. GBA may be used between NAFs and Clients for authentication purposes, and for securing the communication path between the Client and the NAF.

	Push-message
	This is a message that is sent on a Ua-reference point from the NAF to the UE and has applied GBA keys that were bootstrapped via the Upa-reference point.

	Push-NAF
	A NAF authorized for using GBA-Push


3.3
Abbreviations

	3GPP
	Third Generation Partnership Project

	3GPP2
	Third Generation Partnership Project 2

	AKA
	Authentication and Key Agreement

	BSF
	Bootstrapping Server Function

	C-SIM
	CDMA Subscriber Identity Module

	GAA
	Generic Authentication Architecture

	GBA
	Generic Bootstrapping Architecture

	GBA_ME
	ME_based GBA

	GBA_U
	GBA with UICC-based enhancements

	GPI
	GBA Push Info

	HLR
	Home Location Registry

	HSS
	Home Subscriber System

	HTTP
	Hyper Text Transport Protocol

	HTTPS
	HTTP over TLS

	IMS
	IP Multimedia Service

	ISIM
	IP Multimedia Services Identity Module

	MNO
	Mobile Network Operator

	NAF
	Network Application Function

	OMA
	Open Mobile Alliance

	PSK-TLS
	Pre-Shared Key TLS

	R-UIM
	Removable UIM

	SCR
	Static Conformance Requirements

	SIM
	Subscriber Identity Module

	TLS
	Transport Layer Security

	UICC
	Universal Integrated Circuit Card

	UIM
	User Identity Module

	UMTS
	Universal Mobile Telecommunications System

	USIM
	Universal Subscriber Identity Module

	USS
	User Security Settings
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