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1 Reason for Change

We consider that the pipeline during administration session shall be conditionally supported for the following reasons:

· Pipeline lead to real performance increase for two reasons: 

· Reduce the latency: 
This is particularly true on OTA network, effectively GPRS network have high latency ~600ms (3G ~200ms). Due to this latency each post send by the OTA Proxy suffers of a waiting time of 1.2 seconds (request plus response latency) between each POST. 
So for example 12 seconds on the total processing time are saved when performing 1 administration agent POST with 10 embedded pipelined SCWS PUT instead of 10 administration agent POST with 1 embedded SCWS PUT.

· MTU usage optimisation: 
It permits to send biggest packets of data and so to optimise the network bandwidth usage. For example the DELETE command generally uses less than 200 bytes so if the MTU is around 1000 bytes, it is possible to pipeline 5 commands in a single network packet.

· Pipeline is a conditional feature. It is mandatory only when managing a persistent connection. The SCWS can indicate that it doesn’t support the persistence by responding “Connection: close” to a request in this case the pipeline shall not be used. 
As explain by HTTP/1.1 the OTA server shall never pipeline commands in its response until it has checked that the SCWS support the persistence. By the way if the remote administration server doesn’t know the SCWS capability, the first POST response shall contains only one embedded request,  then if the SCWS server response doesn’t contains a “Connection: Close” the remote administration server is allowed to use pipeline.

2 Impact on Backward Compatibility

Like no previous released version exists there is no backward compatibility issue.

3 Impact on Other Specifications

No other impact.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Detailed Proposal Recommendation

Change 1:  in Section 13.2.1 Responses to HTTP commands
13.2.1 Responses to HTTP commands

As described above, HTTP commands are used for the administration of the SCWS. These commands are: PUT, DELETE, POST, and GET. 
Change 2:  New Annex 
Annex X: Pipelining over full administration protocol – Normative
As explained in [HTTP/1.1] the pipelining allows a client to make multiple requests without waiting for each response, allowing a single TCP connection to be used much more efficiently, with lower elapsed time. This is particularly important when the network latency is high; this is usually the case on wireless based network.
In order to optimize the remote administration, the pipelining SHOULD be available over the full administration protocol.

A.1 Pipeline behaviour.

As specified by [HTTP/1.1] the remote administration SHALL NOT pipeline request embedded into it POST response (see 13.3.2.7) until it’s sure than the SCWS support persistence.

This means that if the remote administration server doesn’t know the SCWS persistence capability, the first POST response of a full administration session SHALL embedded only one request.  If the SCWS doesn’t support pipeline it SHALL return “Connection: close” in it response. Otherwise the remote administration server could assume that pipeline is supported and MAY pipeline its Idempotent requests (see [HTTP/1.1] restriction about non-Idempotent sequences and methods).
If the Administration server pipelines several requests embedded into one POST response (see 13.3.2.7), the SCWS SHALL pipeline all the responses in the next administration agent POST request body (see 13.3.2.6). The order of the responses SHALL be the same than the requests (see [HTTP/1.1] for details).
A.2 Example - Informative:
Let’s assume that during an administration session we needs to put 20 text files named “hello1.html” to “hello20.html”.

A.2.1 Administration session without pipeline.
In this case the administration requires the 21 following POST request.
	POST /downloadmanager/hello?cmd=1 HTTP/1.1 CRLF
Host: 172.96.0.1 CRLF
User-Agent: oma-scws-admin-agent/1.0 CRLF
From: 8939010012751002010 CRLF 
CRLF

	HTTP/1.1 200 OK CRLF
User-Agent: oma-scws-remote-admin/1.0 CRLF
SCWS-Next-URI: /downloadmanager/hello?cmd=2 CRLF
Content-Type: application/vnd.oma-scws-http-request CRLF
Content-Length: 108 CRLF
CRLF
PUT /hello1.html HTTP/1.1 CRLF
Host: anything CRLF 
Content-Type: text/html CRLF
Content-Length: 18 CRLF
CRLF
<html>Hello</html>

	POST /downloadmanager/hello?cmd=2 HTTP/1.1 CRLF
Host: 172.96.0.1CRLF
User-Agent: oma-scws-admin-agent/1.0 CRLF
From: 8991200012751002010 CRLF 
Content-Type: application/vnd.oma-scws-http-response CRLF
Transfer-Encoding: chunked CRLF
CRLF
2D CRLF
HTTP/1.1 204 NO CONTENT CRLF
Connection: close CRLF
CRLF CRLF
0 CRLF
CRLF

	HTTP/1.1 200 OK CRLF
User-Agent: oma-scws-remote-admin/1.0 CRLF
SCWS-Next-URI: /downloadmanager/hello?cmd=3 CRLF
Content-Type: application/vnd.oma-scws-http-request CRLF
Content-Length: 108 CRLF
CRLF
PUT /hello2.html HTTP/1.1 CRLF
Host: anything CRLF 
Content-Type: text/html CRLF
Content-Length: 18 CRLF
CRLF
<html>Hello</html>

	[------ 18 POST request/response with one embedded PUT ------]

	POST /downloadmanager/hello?cmd=21 HTTP/1.1 CRLF
Host: 172.96.0.1CRLF
User-Agent: oma-scws-admin-agent/1.0 CRLF
From: 8991200012751002010 CRLF 
Content-Type: application/vnd.oma-scws-http-response CRLF
Transfer-Encoding: chunked CRLF
CRLF
2D CRLF
HTTP/1.1 204 NO CONTENT CRLF
Connection: close CRLF
CRLF CRLF
0 CRLF
CRLF

	HTTP/1.1 204 No Content CRLF
User-Agent: oma-scws-remote-admin/1.0 CRLF
CRLF


A.2.2 Administration session on a with pipeline

In this case the administration requires the 3 following POST request.
	POST /downloadmanager/hello?cmd=1 HTTP/1.1 CRLF
Host: 172.96.0.1 CRLF
User-Agent: oma-scws-admin-agent/1.0 CRLF
From: 8939010012751002010 CRLF 
CRLF

	HTTP/1.1 200 OK CRLF
User-Agent: oma-scws-remote-admin/1.0 CRLF
SCWS-Next-URI: /downloadmanager/hello?cmd=2 CRLF
Content-Type: application/vnd.oma-scws-http-request CRLF
Content-Length: 108 CRLF
CRLF
PUT /hello1.html HTTP/1.1 CRLF
Host: anything CRLF 
Content-Type: text/html CRLF
Content-Length: 18 CRLF
CRLF
<html>Hello</html>

	POST /downloadmanager/hello?cmd=2 HTTP/1.1 CRLF
Host: 172.96.0.1CRLF
User-Agent: oma-scws-admin-agent/1.0 CRLF
From: 8991200012751002010 CRLF 
Content-Type: application/vnd.oma-scws-http-response CRLF
Transfer-Encoding: chunked CRLF
CRLF
1A CRLF
HTTP/1.1 204 NO CONTENT CRLF
CRLF CRLF
0 CRLF
CRLF

	HTTP/1.1 200 OK CRLF
User-Agent: oma-scws-remote-admin/1.0 CRLF
SCWS-Next-URI: /downloadmanager/hello?cmd=3 CRLF
Content-Type: application/vnd.oma-scws-http-request CRLF
Content-Length: 2160 CRLF
CRLF
PUT /hello2.html HTTP/1.1 CRLF
Host: anything CRLF 
Content-Type: text/html CRLF
Content-Length: 18 CRLF
CRLF
<html>Hello</html>
[------ 17X ------]
PUT /hello20.html HTTP/1.1 CRLF
Host: anything CRLF 
Content-Type: text/html CRLF
Content-Length: 18 CRLF
CRLF
<html>Hello</html>

	POST /downloadmanager/hello?cmd=3 HTTP/1.1 CRLF
Host: 172.96.0.1CRLF
User-Agent: oma-scws-admin-agent/1.0 CRLF
From: 8991200012751002010 CRLF 
Content-Type: application/vnd.oma-scws-http-response CRLF
Transfer-Encoding: chunked CRLF
CRLF
1A CRLF
HTTP/1.1 204 NO CONTENT CRLF
Connection: close CRLF
CRLF CRLF
[------ 17X ------]
1A CRLF 
HTTP/1.1 204 NO CONTENT CRLF
Connection: close CRLF
CRLF CRLF
0 CRLF
CRLF

	HTTP/1.1 204 No Content CRLF
User-Agent: oma-scws-remote-admin/1.0 CRLF
CRLF


6 Recommendation

We kindly ask to the members of SEC-SCT to review this Change Request and to update the technical specification.
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