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1 Overview

OMA SEC-SCT thanks ETSI SCP REQ for the requirements “API for applications registered to a Smart Card Web Server”.
OMA SEC-SCT has agreed a Change Request for the SCWS that allows triggering and executing "Interception Applications" before the request is served by the SCWS. Applications providing dynamic content have been renamed “Content Providing Applications”. 

OMA SEC-SCT would like to clarify that the registration of an application to the SCWS includes the definition of the type of application (Interception Application or Content Providing Applications) and of the URI mapped to the application.
With this liaison OMA SEC-SCT would like to inform SCP REQ about this change request and kindly request SCP REQ to update the requirement to reflect these changes.

2 Proposal

OMA SEC-SCT distinguishes between an "interception application" and a "content providing application". 

An "interception application" intercepts a request to e.g. log information or do some accounting. It does NOT respond to the request. When the interception application finished (to be more precise: when all interception applications, that match the request-URL, finished) the SCWS serves the request (as it would do in the case that no interception application is present).

An interception application should be able to access the Request-URI, the HTTP-Version, the Request-Method and the Header-Fields. It should NOT be permitted to access the message-body. And it should also NOT be able to set parameters for the response.

OMA SEC-SCT already defines a mechanism to map/unmap an application via SCWS administrative commands using the HTTP protocol. This mechanism is available once the application is registered to the SCWS and the card is reachable by the SCWS Administration Server. OMA SEC-SCT requests another mechanism to be able to map an application on a given URI during its installation phase. This mechanism shall not require the use of the SCWS Administration Server. This mechanism may be available only during the installation phase as the OMA administrative command is available after installation. 

3 Requested Action(s)

OMA SEC-SCT requests ETSI SCP REQ to update the requirements of the “API for applications registered to a Smart Card Web Server”.
 
4 Conclusion

OMA SCT thanks ETSI SCP TEC for their collaboration and the current ongoing work on the SCWS API.
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