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1 Overview

OMA SEC-SCT thanks ETSI SCP TEC for the ongoing work on the SCWS (Smart Card Web Server) API. 
This document includes the OMA SEC-SCT response to ETSI SCP TEC questions provided in the document OMA-SCT-2007-0013-ILS_ETSI_SCP_to_SCT_Web_Server (SCP t070060).
With this liaison OMA SEC-SCT hopes that all the issues will be solved. 

2 Proposal

ETSI SCP asks OMA SEC-SCT to provide the necessary input to the SCP REQ in order to introduce the requirements for the Interception Application, the need to provide a mechanism to map/unmap an application to a given URI. OMA SEC-SCT will send an LS to SCP REQ asking the following:

· Add a requirement to define the URI to which the application is mapped
· Add a requirement to specify if the application is an Interception Application or a Content Providing Application
OMA SEC-SCT already defines a mechanism to map/unmap an application via SCWS administrative commands using the HTTP protocol. This mechanism is available once the application is installed and the card is reachable by the SCWS Administration Server. OMA SEC-SCT requests another mechanism to be able to map an application on a given URI during its installation phase. This mechanism shall not require the use of the SCWS Administration Server. This mechanism may be available only during the application installation phase as the OMA administrative command is available after the installation. This mechanism shall be under control of the card issuer or an authorized 3rd party.
OMA SEC-SCT suggests adding new installation parameters to define the type of application (interception application or dynamic content providing) and to define the URI mapped to the application. This mechanism offers the following advantages:

· the installation and the mapping to an URI are done in a single operation

· the command is managed by the card operating system and doesn’t rely on the implementation of the application
The reuse of the mechanisms defined in the ETSI TS 102.225, the ETSI TS 102.226 and Global Platform to install the application are sufficient to ensure that this operation is under the control of the card issuer or of an authorized 3rd party if applicable.
A mechanism such as the one already defined to control the toolkit parameters or the access domain shall be proposed in the installation process to ensure the control by the issuer if needed.
When the application is not selectable, it can not be invoked by the SCWS.
The unmap mechanism defined by OMA SEC-SCT is already addressing our needs. OMA SEC-SCT doesn’t require any action to SCP TEC on this point.
3 Requested Action(s)

OMA SCT kindly asks ETSI SCP TEC to consider these clarifications and to provide solutions accordingly.

4 Conclusion

OMA SCT thanks ETSI SCP TEC for their collaboration and the current ongoing work on the SCWS API.
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