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	OMA SCWS – smart card
OMA-AD-Smartcard_Web_Server-V1_0-20080421-A
	A device with an embedded microprocessor chip. A smart card is used for storing data and performing typically security related (cryptographic) operations. In WAP context, a smart card may be the GSM Subscriber Identity Module (SIM) or a card used in a secondary card reader of a WAP phone

	OMA SCWS – smart card
OMA-TS-Smartcard_Web_Server-V1_1-20090512-A
	This is a portable tamper resistant device with an embedded microprocessor chip. A smart card is used for storing data (e.g. access codes, user subscription information, secret keys etc.) and performing typically security related operations like encryption and authentication. A smart card may contain one or more network authentication applications like the SIM (Subscriber Identification Module), USIM, R-UIM (Removable – User Identification Module), CSIM (CDMA SIM).

	OMA IMF (?) – smart card
Identity_Management_Framework-V1_0-20050202-C
	A secure, removable Device, used to store, process and transmit information, such as Identifiers and Identity Attributes.  Subscriber Identity Module (SIM) Smart Cards and Removable User Identity Module (R-UIM) Smart Cards are examples.

	OMA DM 1.2.1 - smart card

	A device with an embedded microprocessor chip. A smartcard is used for storing data and performing typically security related (cryptographic) operations. A smartcard may be the SIM, the UICC, the R-UIM or a smartcard used in a secondary smartcard reader of a device.


	OMA DM SC 1.0 - smart card

	Also known as UICC (consult [OMADIC]). A Smart Card is a portable tamper resistant device with an embedded microprocessor chip. It can store data and applications along with security functions and mechanisms.

	OMA BCAST – smart card
OMA-AD-BCAST-V1_0-20081010-C
	A non-UICC secure function platform which may contain the SIM or R-UIM module, or a UICC-based secure function platform which may contain one or more of the following applications: a 3GPP USIM, 3GPP2 CSIM or 3GPP/3GPP2 ISIM.  
Note that the set of applications/modules residing on the Smartcard are typically governed by the affiliation of the Smartcard to 3GPP or 3GPP2 specifications, as indicated by the definition for “Smartcard Profile”.

	
	


