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1 Reason for Change

In the current SCWS v1.1 technical specification, the triggering a dynamic content application is already specified in chapter 13.1.3 POST. This change request reminds this behaviour in the chapter dedicated to the dynamic content applications (chapter 6.
Support for dynamic content). 
This change request reminds also that all the HTTP commands available during a remote administration session can be used to trigger a dynamic content application (see chapter 13.1 Administration commands). A particular highlight is added in the section dedicated to the GET command as this method can be used to retrieve data from a dynamic content application.
2 Impact on Backward Compatibility

There is no impact on the backward compatibility as this change request provides just editorial changes.
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the members of ARC SCT to review this Change Request and to update the technical specification accordingly.
6 Detailed Change Proposal

Change 1:  Clarification of dynamic content application triggering by a remote admin server in chapter 6.
Support for dynamic content
6. Support for dynamic content

Applications in the smart card, that are registered to the SCWS and are identified by the URL, can be triggered by the SCWS. An application performs a specific task and may dynamically create content and return it to the SCWS. It SHALL be possible to invoke a smart card application to the SCWS by using a path defined by the card issuer. Parameters for the application can be passed in the URL or in the request body. It SHALL be possible to apply any syntax in the data part of the URL as long as it conforms to the URI specification [RFC3986]. For example, the parameters in the URL start with the ‘?’ character and are being formatted as a series of name=value pairs, separated by the ‘&’ character. 
A remote administration server can also trigger these applications (see 13.SCWS remote administration).
The following specification defined 2 types of applications: interception applications and content providing applications.

Change 2:  Clarification of dynamic content application triggering by a remote admin server in chapter 13.1
Administration commands
13.1 Administration commands

The SCWS administration commands are HTTP commands as described below. These commands are sent to the smart card with the administration protocols as described in [13.3]. This chapter describes the commands only and does not deal with how they are sent to the SCWS. The following chapters describe the administration protocols themselves.

The following HTTP requests are used for administrating the SCWS:

	PUT
	Is used to install or update a page on the SCWS

	DELETE
	Is used to delete a page from the SCWS

	POST
	Is used to send special administration commands to the SCWS
May be used to send HTTP commands that pass some parameters to dynamic applications registered to an administration agent of the SCWS.

	GET
	Is used by the admin server to read information from the SCWS , e.g. “GET /config/content_version”


The URIs in PUT-requests, DELETE-requests and GET-requests must be an absolute path, i. e. start with “/”. The POST requests contain special commands, which are parsed by a special admin-component within the SCWS.
If the full administration protocol is used, PUT, DELETE and GET commands SHALL be rejected if the card administration agent involved in the exchanges is not allowed to access the URI requested in the request.

If the URI of the HTTP command is assigned to a dynamic content application then the command is processed by the application itself and the response to the command depends on the implementation of the dynamic content application.
Change 3:  Clarification of GET usage to retrieve date from a dynamic content application in chapter 13.1.4 Get

13.1.4 GET

The GET request is used by the Admin Server to read a page of the SCWS. The URL to be read must be an absolute path (starting with the root of the SCWS). 

Example:


GET /config/content-version   HTTP/1.1    CRLF
Host: anything CRLF CRLF
The GET request may be used to retrieve data from a dynamic application registered to the SCWS. The response depends on the implementation if the dynamic content application
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