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1 Reason for Change

In Section 2.1 Normative References to some specifications are not formatted properly. This change request intends to implement the proper formatting.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the members of ARC SCT to review this Change Request and to update the technical specification accordingly.

6 Detailed Change Proposal

Change 1:  Update in chapter 2.1 Normative References

2.1 Normative References

	[3GPP TS 31.103]
	“TS 31.103 Technical Specification Group Core Network and Terminals; Characteristics of the IP Multimedia Services Identity Module (ISIM) application”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.103/ 

	[3GPP TS 51.011]
	“TS 51.011 Technical Specification Group Terminals; Specification of the Subscriber Identity Module-Mobile Equipment (SIM - ME) interface”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/51_series/51.011/

	[3GPP2 C.S0023-C]
	“Removable User Identity Module for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0023, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0065]
	“cdma2000 Application on UICC for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0065, 
URL: http://www.3gpp2.org/

	[ASN.1]
	Abstract Syntax Notation One, 
URL: http://www.itu.int/ITU-T/studygroups/com17/languages

	[3GPP2 C.S0078]
	“Secured Packet Structure for CDMA Card Application Toolkit (CCAT) Applications”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0078, 
URL: http://www.3gpp2.org/Public_html/specs/alltsgscfm.cfm

	[3GPP2 C.S0079]
	“Remote APDU Structure for CDMA Card Application Toolkit (CCAT) Applications”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0079, 
URL: http://www.3gpp2.org/Public_html/specs/alltsgscfm.cfm

	[HTML 4.0.1]
	HyperText Markup Language, “HTML 4.01 Specification”, W3C Recommendation, 
URL: http://www.w3.org/TR/1999/REC-html401-19991224/ 

	[HTTP over TLS]
	“Hypertext Transfer Protocol over TLS protocol”, RFC 2818, May 2000, 
URL: http://www.ietf.org/rfc/rfc2818.txt

	[HTTP/1.1]
	“Hypertext Transfer Protocol -- HTTP/1.1”, RFC 2616, June 1999, 
URL: http://www.ietf.org/rfc/rfc2616.txt

	[ISO7816-4]
	“Information technology -Identification cards -Integrated circuit(s) cards with contacts Part 4: Interindustry commands for interchange”

	[PSK-TLS]
	“Pre-Shared Key Cipher suites for Transport Layer Security (TLS)”, RFC 4279, 
URL: http://www.ietf.org/rfc/rfc4279.txt 

	[RFC1630]
	“Universal Resource Identifiers in WWW: A Unifying Syntax for the Expression of Names and Addresses of Objects on the Network as used in the World-Wide Web”, RFC1630,
URL: http://www.ietf.org/rfc/rfc1630.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, RFC2119, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt 

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”, D. Crocker, Ed., P. Overell, RFC2234, November 1997, 
URL: http://www.ietf.org/rfc/rfc2234.txt 

	[RFC2617]
	“HTTP Authentication: Basic and Digest Access Authentication”,  RFC2617, June 1999,
URL: http://www.ietf.org/rfc/rfc2617.txt?number=2617

	[RFC3546]
	“Transport Layer Security (TLS) Extensions”,  RFC3546, June 2003,
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC3986]
	“Uniform Resource Identifier (URI): Generic Syntax”, RFC3986, January 2005,
URL: http://www.ietf.org/rfc/rfc3986.txt

	[RFC4785]
	“Pre-Shared Key (PSK) Ciphersuites with NULL Encryption for Transport Layer Security (TLS)”, RFC4785, January 2007,
URL: http://www.ietf.org/rfc/rfc4785.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, 
URL: http://www.openmobilealliance.org/ 

	[SCWS-RD]
	“Smartcard Web Server Requirements”, Open Mobile Alliance™, OMA-RD_Smartcard_Web_Server-V1_0, 
URL: http://www.openmobilealliance.org/ 

	[TLS]
	“Security Transport Protocol”, RFC 2246, January 1999, 
URL: http://www.ietf.org/rfc/rfc2246.txt

	[3GPP TS 31.102]
	“TS 31.102 Technical Specification Smart Cards; Characteristics of the Universal Subscriber Identity Module (USIM) application”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.102/ 

	[3GPP TS 31.115]
	3GPP TS 31.115: Secured packet structure for (U)SIM Toolkit applications, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.115/ 

	[3GPP TS 31.116]
	3GPP TS 31.116: Remote APDU Structure for (U)SIM Toolkit applications, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.116/ 

	[ETSI TS 102 221]
	“TS 102 221 Smart Cards; UICC-Terminal interface; Physical and logical characteristics”, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 223]
	“TS 102 223 Technical Specification Smart Cards; Card Application Toolkit (CAT)”, R7 or higher, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 483]
	“TS 102 483 Technical Specification Smart Cards; UICC-Terminal interface; Internet Protocol connectivity between UICC and terminal” R7 or higher, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 600]
	“TS 102 600 Technical Specification Smart Cards; UICC-Terminal interface; Characteristics of the USB interface” R7 or higher, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[WAPCert]
	“WAP Certificate and CRL Profiles”, WAP Forum™, WAP-211-WAPCert, 
URL: http://www.openmobilealliance.org/

	[XML 1.0]
	Extensible Markup Language (XML) 1.0 (Third Edition), 
URL: http://www.w3.org/TR/2004/REC-xml-20040204/

	[XML Media Type]
	XML Media Types, RFC3023,
URL: http://www.rfc-editor.org/rfc/rfc3023.txt 


Change 2:  Update in chapter 3.2 Definitions

3.2 Definitions

	Application authentication
	An application that is invoked by the SCWS and that may generate dynamic content can implement its own user or principal authentication scheme. We call this authentication “Application authentication”.

	BIP
	Bearer Independent Protocol as defined in [ETSI TS 102 223].

	BIP gateway
	BIP implementation in the terminal as defined in [ETSI TS 102 223].

	Browser
	A program used to view (x) HTML or other media type documents.

	CSIM
	A Cdma2000 Subscriber Identify Module is an application defined in [3GPP2 C.S0065] residing on the UICC to register services provided by 3GPP2 mobile networks with the appropriate security.

	HTTPS
	A short term for HTTP over TLS.

	IC USB interface
	see [ETSI TS 102 600]

	ISIM
	An IP Multimedia Services Identity Module is an application defined in [3GPP TS 31.103] residing in the memory of the UICC, providing IP service identification, authentication and ability to set up Multimedia IP Services.

	Network Operator
	An entity that is licensed and allocated frequency to operate a public mobile wireless telecommunications network for the purpose of providing publicly available commercial services.

	Proactive UICC session
	A “Proactive UICC session” is a sequence of related CAT commands and responses which start with the status response '91XX' (proactive command pending) and ends with a status response of '90 00' (normal ending of command) after Terminal Response as defined in [ETSI TS 102 223].

	ProactiveHandler
	A ProactiveHandler is a Smart Card entity that is in charge of managing Proactive UICC sessions. Only one Proactive UICC session can be active at a given time.

	R-UIM
	A Removable User Identity Module is a standalone module defined in [3GPP2 C.S0023] to register services provided by 3GPP2 mobile networks with the appropriate security.

	SCWS proactive session
	A “SCWS proactive session” is a proactive UICC session that has been opened by a SCWS and is maintained by a SCWS.

	SIM
	A Subscriber Identity Module is a standalone module defined in [3GPP TS 51.011] to register services provided by 2G mobile networks with the appropriate security.

	Smart Card
	This is a portable tamper resistant device with an embedded microprocessor chip. A Smart Card is used for storing data (e.g. access codes, user subscription information, secret keys etc.) and performing typically security related operations like encryption and authentication. A Smart Card may contain one or more network authentication applications like the SIM (Subscriber Identification Module), USIM, R-UIM (Removable – User Identification Module), CSIM (CDMA SIM).

	Smart Card application
	An application that executes in the Smart Card.

	Smart Card issuer
	The entity that gives/sales the Smart Card to the user (e.g. network operator for a SIM card).

	Terminal (or device)
	A voice and/or data terminal that uses a Wireless Bearer for data transfer.  Terminal types may include (but are not limited to): mobile phones (GSM, CDMA, 3GSM, etc.), data-only terminals, PDAs, laptop computers, PCMCIA cards for data communication and unattended data-only terminals (e.g., vending machines).

	UICC
	UICC is the Smart Card defined for the ETSI standard [ETSI TS 102 221]. It is a platform to resident applications (e.g. USIM, CSIM or ISIM).

	URI
	Uniform Resource Identifiers (URI, see [RFC1630]) provides a simple and extensible means for identifying a resource. URI syntax is widely used to address Internet resources over the web but is also adapted to local resources over a wide variety of protocols and interfaces.

	URL
	The specification is derived from concepts introduced by the World-Wide Web global information initiative, whose use of such objects dates from 1990 and is described in "Universal Resource Identifiers in WWW", [RFC1630]. The specification of URLs (see [RFC1738]) is designed to meet the requirements laid out in "Functional Requirements for Internet Resource Locators".

	User
	Person who interacts with a user agent to view, hear or otherwise use a resource.

	USIM
	A Universal Subscriber Identity Module is an application defined in [3GPP TS 31.102] residing in the memory of the UICC to register services provided by 3GPP mobile networks with the appropriate security.

	Web Page
	A document viewable by using a web browser or client application which is connected to the page server.

	Web server
	A server process running on a processor, which sends out web pages in response to HTTP requests from browsers.

	
	


Change 3:  Update in chapter 4 Introduction

4. Introduction

A Smart Card Web Server (SCWS) is an HTTP server that is implemented in a Smart Card, embedded in the mobile device (e.g. SIM, (U)SIM, UICC, R-UIM, CSIM). It allows network operators to offer state of the art Smart Card based services to their customers by using the widely deployed [HTTP/1.1] protocol.

This solution integrates well in the Internet and the OMA architecture. The main scope of the specification is to allow a local communication between a WEB browser running in the terminal and a Web Server running in the Smart Card. It also covers remote administration of the Smart Card Web Server by authorized entities (i.e. card issuer or a delegated entity). This new HTTP interface is a logically separated communication channel from those that already exist today between the terminal and the Smart Card (e.g. using protocols that are defined in [ISO7616-4], [ETSI TS 102 221] and [ETSI TS 102 223]). It enables HTTP applications in the terminal to communicate with the Smart Card independently from the current telecom based communication between these two entities. This new communication channel can be used by Mobile Network Operators to deploy services for the benefit of their subscribers.

[…]

Change 4:  Update in chapter 7.2 Using the TCP/IP protocol
7.2 Using the TCP/IP protocol
If the Smart Card has its own IP address and directly supports TCP/IP and the terminal supports direct IP addressing of the Smart Card, then the TCP/IP protocol SHALL be used between the HTTP application in the terminal and the SCWS on the Smart Card.
The IP connectivity (IP address allocation, routing) is defined in [ETSI TS 102 483]. As the IP address of the UICC can be dynamically allocated, the UICC name “localuicc” SHALL be used to address the Smart Card.

Change 5:  Update in chapter 8 Local transport protocols

8. Local transport protocols
The SCWS responds to HTTP requests from HTTP applications (e.g. browsers) in the terminal. The HTTP requests and responses are exchanged over a local transport protocol between the Smart Card and the terminal. The local transport protocol provides the basic functionality of data exchange between the SCWS and the terminal.

NOTE: In order to conform to the (U)SIM constraints defined in the [ETSI TS 102 223] the processing time of the SCWS and of the potential triggered applications should not exceed 2 seconds for each consecutive processing unit in order to allow interception and treatment of (U)SIM commands from the Device (e.g. network authentication requests). Please refer to 13.3.2.8 for more information that is related to BIP implementation.
8.1 The BIP transport protocol
[…]

The SCWS may also open an additional BIP channel “TCP, UICC in client mode” for administration as defined in chapter [13]. The terminal MUST thus support an additional opened BIP channel “TCP, UICC in client mode” besides the BIP channels for “TCP UICC in server mode” as defined above. In this specification we call “BIP Gateway” the BIP implementation in the terminal as defined in [ETSI TS 102 223].

Each BIP channel in UICC server mode SHALL be opened by sending the “Open channel related to UICC server mode” command to the terminal as described in [ETSI TS 102 223]. The HTTP BIP channel shall be opened to listen on TCP port 3516. The HTTP over TLS BIP channel shall be opened to listen on TCP port 4116.

As a result the BIP gateway in the terminal shall listen on the indicated TCP ports and shall inform the SCWS when a client connects to these TCP ports. The BIP gateway shall manage the exchange of data between the SCWS and the connecting HTTP application as described in [ETSI TS 102 223].

[…]

8.1.1 SCWS usage of BIP
[…]

The SCWS may also open an additional BIP channel “TCP, UICC in client mode” for administration as defined in chapter [13]. The terminal MUST thus support an additional opened BIP channel “TCP, UICC in client mode” besides the BIP channels for “TCP UICC in server mode” as defined above. In this specification we call “BIP Gateway” the BIP implementation in the terminal as defined in [ETSI TS 102 223].

Each BIP channel in UICC server mode SHALL be opened by sending the “Open channel related to UICC server mode” command to the terminal as described in [ETSI TS 102 223]. The HTTP BIP channel shall be opened to listen on TCP port 3516. The HTTP over TLS BIP channel shall be opened to listen on TCP port 4116.

As a result the BIP gateway in the terminal shall listen on the indicated TCP ports and shall inform the SCWS when a client connects to these TCP ports. The BIP gateway shall manage the exchange of data between the SCWS and the connecting HTTP application as described in [ETSI TS 102 223].

[…]

8.1.1.1 SCWS and other CAT applications concurrency
[…]

NOTE 2: In order to conform to the (U)SIM constraints defined in the [ETSI TS 102 223] the processing time of the SCWS and of the potential triggered applications should not exceed 2 seconds. If the execution time exceeds this limit a MORE TIME command should be issued between the consecutive processing units.
[…]

8.2 TCP/IP transport Protocol
If the Smart Card supports TCP/IP then the HTTP application in the terminal SHALL directly communicate with the SCWS without a BIP gateway. In this case the SCWS SHALL listen on the default port 80 for incoming HTTP requests and SHOULD listen on port 443 for incoming HTTP over TLS requests. The implementation of a direct TCP/IP interface between the Smart Card and the terminal is defined by ETSI [ETSI TS 102 600]. In this case, Ethernet Emulation Model (EEM) subclass SHALL be used. 
The IP connectivity (IP address allocation, routing) is defined in ETSI [ETSI TS 102 483].
Change 6:  Update in chapter 13.3 Administrative protocols

13.3 Administration protocols
13.3.1 Lightweight Administration Protocol
The lightweight administration protocol can be used for sending short administration commands for setting or changing a small number of configuration parameters for the SCWS. It is suitable for the exchange of a small amount of data between the administration application and the SCWS. For example a “DPS” command (for setting a protection set) may be sent with only one SMS. These commands are sent via SMS as described below.

The SCWS can be administered via current OTA protocols. The OTA message that contains an administration command is formatted according to [3GPP TS 31.115] and [3GPP TS 31.116] (or [3GPP2 C.S0078] and [3GPP2 C.S0079] for 3GPP2) with authentication, integrity protection and sequence numbering (i.e. card shall reorder each part of Concatenated SMS if needed).
The data payload of the envelope SMS PP Data Download command SHALL be the administration command(s) as described in [13.1]. The TAR of the envelope SMS PP Data Download command must be the TAR of the SCWS card application. 

The SCWS application SHALL respond with a proof of receipt, if demanded in the received message as defined in [3GPP TS 31.115] (or [3GPP2 C.S0078] for 3GPP2), to indicate that the message was well received, well formatted and was correctly secured. The secure data field shall contain the proof of execution that is the HTTP response for the sent HTTP administration commands.

The total internal allocated size for incoming OTA messages, that contain administration commands, SHALL be at least 512 bytes. The total internal allocated size of outgoing OTA messages that contain the response to the administration commands SHALL be at least 512 bytes.
Change 7:  Update in chapter 13.3.2.1 Administration session flow and behaviour using BIP
13.3.2.1 Administration session flow and behaviour using BIP
The Full Administration Protocol SHALL be implemented with BIP client mode as defined in [3GPP TS 102 223]. For this purpose the Smart Card SHALL include one or several administration agents that SHALL connect to a remote administration server by opening a BIP TCP channel in client mode, as defined in [3GPP TS 102 223]. An administration agent SHALL perform the following tasks:
[…]

Change 8:  Update in chapter 13.3.2.2 Administration session flow and behaviour using TCP/IP
13.3.2.2 Administration session flow and behaviour using TCP/IP
If the Smart Card implements a TCP/IP stack and can establish a direct TCP/IP connection to the remote administration server (without using BIP) the administration session flow and behaviour are the same as described in [13.3.2.1] but with a direct TCP/IP connection as defined in [ETSI TS 102 600]. In this case, Ethernet Emulation Model (EEM) subclass SHALL be used.
The IP connectivity (IP address allocation, routing) is defined in [ETSI TS 102 483].
Change 9:  Update in chapter 13.3.2.4 Remote triggering of an administration session

13.3.2.4 Remote triggering of an administration session
To start an administration session an administration agent in the Smart Card needs to be triggered in order to start the administration session. A remote administration server, or a delegated authorized entity, SHALL trigger the administration session by sending a secure SMS to the Smart Card to tell an administration agent to start an administration session.

The OTA message that triggers an administration session is formatted according to [3GPP TS 31.115] and [3GPP TS 31.116] (or [3GPP2 C.S0078] [3GPP2 C.S0079] for 3GPP2) with authentication, integrity protection and sequence numbering (i.e. card shall reorder each part of Concatenated SMS if needed). The TAR of the envelope SMS PP Data Download command must be the TAR of the administration agent in the Smart Card.

The administration agent SHOULD be able to register several administration requests.

The administration agent SHALL return SIM BUSY status (9300) if it is not able to immediately store the administration request. This must be done prior to verifying [3GPP TS 31.115] security in to order avoid security counter de-synchronisation.

The administration agent will respond with a proof of receipt, if demanded in the received message as defined in [3GPP TS 31.115], (or [3GPP2 C.S0078] for 3GPP2) to indicate that the message was well received, well formatted and was correctly secured.

The Remote Administration Server SHALL include a Remote Administration Request data structure (see 13.3.2.9.1) in the data payload of the envelope SMS PP Data Download.

[...]
Change 10:  Update in chapter 13.3.2.8 Retry management
13.3.2.8 Retry management
[…]

The failure SMS-MO report SHALL be formatted according to [3GPP TS 31.115] (or [3GPP2 C.S0078] for 3GPP2)

The data payload in the failure SMS-MO report SHALL comply with the “Administration Failure report” format (see 13.3.2.9.8).
Change 11:  Update in chapter 13.3.2.9.4 Connection parameters

13.3.2.9.4 Connection parameters
[…]
If the connection between the Admin Agent and the remote administration server is done over BIP or over TCP/IP, once merged with the configuration resource, the data SHALL contain all needed COMPREHENSION-TLV data objects that are defined for OPEN CHANNEL in [ETSI TS 102 223].
Change 12:  Update in chapter 13.3.2.9.6 Retry policy parameters

13.3.2.9.6 Retry policy parameters
[…]

· Retry counter: 
Unsigned short initial value of the retry counter used by the retry policy. 

· Retry waiting delay:
Definition of the time to wait between two retries. This parameter is in the same format as the “timer” Comprehension TLV definition in [ETSI TS 102 223]. 
Due to the clock-less and removable design of the Smart Card, the remote administration server shall only consider it as the minimum time the card administration agent has to wait and not the exact time when the session will be resumed. 

Change 13:  Update in chapter 13.3.2.9.7 Retry failure report SMS-MO
13.3.2.9.7 Retry failure report SMS-MO
[…]

· TP-Destination Address parameter (see 13.3.2.9.13):
If no TP-Destination Address is present in this TLV, it SHALL be extracted from the TP-Originating Address of the trigger SMS.

· Service Center Address:
The Service Center Address. This parameter is in the same format as the “address” Comprehension TLV definition in [ETSI TS 102 223].

· Alpha ID:
The Alpha identifier to use during the administration failure report SMS-MO emit. This parameter is in the same format as the “Alpha Identifier” Comprehension TLV definition in [ETSI TS 102 223].

All the other parameters (as defined in [TS 23.040] ), which are needed to submit the Retry failure report SMS-MO SHALL be extracted from the trigger SMS.

Change 14:  Update in chapter 13.3.2.9.11 Agent ID parameter
13.3.2.9.11 Agent ID parameter
The Agent Id parameter TLV defines the value to be used in the ‘From’ header in a POST request to an admin server (see 13.3.2.6.1).

	Description
	M/O/C
	Length

	Agent ID parameter  Tag
	M
	1

	Length (A)
	M
	1

	From ID
	M
	A


· From ID: 
From header value (as defined by [RFC 2616]) with the ID of the admin Agent.
The SCWS admin agent SHALL support a Host length of at least 32 bytes.

A good practice is to use the Smart Card ICCID to allow immediate identification of the card by the remote administration server. If the ICCID is used, it SHALL be formatted as a 19 or 20 byte long string (decimal digits, with check digit, without padding character). Note: the nibbles of the value extracted from the EF-ICCID [ETSI TS 102 221] are swapped).
[...]
Change 15:  Update in chapter Appendix C. Bearer Independent Protocol

Appendix C. Bearer Independent Protocol
(Informative)
The following two figures describe the basic functionality and usage of the Bearer Independent Protocol (BIP). It is depicted here for information only. For more details please refer to the ETSI SCP [3GPP TS 102 223] specification.
Change 16:  Update in chapter Appendix D.
Overview of Transport Protocols
Appendix D. Overview of Transport Protocols                       (Informative)
	Type
	Usage
	Comments

	TCP/IP transport protocol
	Operational mode
	Can be used for browsing web pages on the SCWS from a client through a direct TCP/IP connection on top of the UICC’s IC USB Interface as defined in [ETSI TS 102 483] and [ETSI TS 102 600].

Please refer to chapter [7.2].

	TCP/IP transport protocol
	Administrative mode
	Can be used to transfer and manage web pages on the SCWS from an Administrative Entity through a direct TLS connection on top of a direct TCP/IP connection over the UICC’s IC USB Interface as defined in [ETSI TS 102 483] and [ETSI TS 102 600].

Please refer to chapter [13.3.2.2].

	BIP transport protocol type “TCP, UICC in server mode”
	Operational mode
	Can be used for browsing web pages on the SCWS from a client through a CAT BIP connection according to [ETSI TS 102 223].

Please refer to chapter [7.1].

	BIP transport protocol type “TCP, UICC in client mode”
	Administrative mode
	Can be used to transfer and manage web pages on the SCWS from an Administrative Entity through a CAT BIP connection according to [ETSI TS 102 223].

Please refer to chapter [13.3.2.1].

	Concatenated SMS
	Administrative mode
	Can be used to transfer and manage web pages on the SCWS from an Administrative Entity through an SMS channel. Used also to trigger a Full administration session of the SCWS.

Please refer to chapter [13.3.1] and [13.3.2.4].


Change 17:  Update in chapter Appendix E. UICC File access with a URI
Appendix E. UICC File access with a URI
(Normative)
A UICC implementing a file access with a URI MAY provide access to the legacy [ETSI TS 102 221] file structure as described in this section. This access is useful in order to have standardized URI definitions for a remote administration of resources in the Smart Card. A SCWS that implements a UICC file access with a URI SHALL adhere to the specification in this annex.
[...]












�Note for the editor: re-order the references according to the alphabetical order.
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