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1 Reason for Change

This change request updates the SCWS 1.2 AD document according to the comments received during the SCWS 1.2 Consistency review as agreed by the ARC SCT group:
· Removal of unused references, of unused abbreviations

· Editorial on the hyperlink associated to some references

· Removal of the definition of “Network Operator” that is already defined in OMA Dictionary

· Update of the Architecture diagram drawing as the “Local Browser or HTTP/HTTPS client” is not defined in the SCWS 1.2 enabler

· Update of a bad reference in the list of incorporated Change Requests

· Update of the list of evolutions included in this release of the SCWS

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the members of ARC SCT to review this Change Request and to ask for the update the AD document accordingly.

6 Detailed Change Proposal

Change 1:  Update of section 2.1 Normative References
2.1 Normative References

	[3GPP TS 31.102]
	“Characteristics of the Universal Subscriber Identity Module (USIM) application”, 
3rd Generation Partnership Project (3GPP), TS 31.102, URL: http://www.3gpp.org

	[ETSI TR 102 216]
	“TR 102 216 Technical Report Smart Cards; Vocabulary for Smart Card Platform specifications”, v3.0.0, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 221]
	“Smart Cards; UICC-Terminal interface; Physical and logical characteristics”, European Telecommunications Standards Institute (ETSI), TS 102 221,URL: http://www.etsi.org

	[ETSI TS 102 223]
	“Smart Cards; Card Application Toolkit (CAT)”, European Telecommunications Standards Institute (ETSI), TS 102 223, http://www.etsi.org

	[HTTP/1.1]
	“Hypertext Transfer Protocol -- HTTP/1.1”, RFC 2616, June 1999, 
URL: http://www.ietf.org/rfc/rfc2616.txt

	[HTTP over TLS]
	“Hypertext Transfer Protocol over TLS protocol”, RFC 2818, May 2000,
URL: http://www.ietf.org/rfc/rfc2818.txt

	
	

	[OMA Push]
	“OMA Push”, Open Mobile Alliance™, OMA-Push-V2_2,
URL: http://www.openmobilealliance.org/

	[OMA SIP Push]
	“OMA SIP Push”, Open Mobile Alliance™, OMA-SIP-Push-V1_0,
URL: http://www.openmobilealliance.org/

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™, 
URL: http://www.openmobilealliance.org/

	[RFC1630]
	“Universal Resource Identifiers in WWW: A Unifying Syntax for the Expression of Names and Addresses of Objects on the Network as used in the World-Wide Web”, 
URL: http://www.ietf.org/rfc/rfc1630.txt

	[RFC1738]
	“Uniform Resource Locators (URL)”, URL: http://www.ietf.org/rfc/rfc1738.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2617]
	“HTTP Authentication: Basic and Digest Access Authentication”, 
URL: http://www.ietf.org/rfc/rfc2617.txt

	[SCWS-RD]
	“SCWS Requirements”, Open Mobile Alliance™, OMA-RD-Smartcard_Web_Server-V1_2, URL: http://www.openmobilealliance.org/ 

	[TLS 1.0]
	“Security Transport Protocol”, RFC 2246, January 1999, 
URL: http://www.ietf.org/rfc/rfc2246.txt

	[TLS 1.1]
	“The Transport Layer Security (TLS) Protocol Version 1.1”, RFC 4346, April 2006, 
URL: http://www.ietf.org/rfc/rfc4346.txt

	[TLS 1.2]
	“The Transport Layer Security (TLS) Protocol Version 1.2”, RFC 5246, August 2008, 
URL: http://www.ietf.org/rfc/rfc5246.txt

	
	

	
	


Change 2:  Removal of the “Network Operator” definition in section 3.2
3.2 Definitions

	Application
	The implementation of a well-defined and related set of functions that perform useful work on behalf of the user. It may consist of software and or hardware elements and associated user interfaces.

	BIP
	Bearer Independent Protocol as defined in [ETSI TS 102 223].

	Browser
	A program used to view (x) HTML or other media type documents.

	Content Provider
	An entity that provides data that forms the basis of a service.

	Device
	In this context, a Device is a voice and/or data terminal that uses a Wireless Bearer for data transfer.  Device types may include (but are not limited to): mobile phones (GSM, CDMA, 3GSM, etc.), data-only terminals, PDAs, laptop computers, PCMCIA cards for data communication and unattended data-only Devices (e.g., vending machines). Smart Cards are not considered as part of the device within the context of the Smart Card Web Server.

	Local services
	Services that reside in the Smart Card Web Server.

	
	

	Smart Card
	A portable tamper resistant device with an embedded microprocessor chip. A Smart Card is used for storing data (e.g. access codes, user subscription information, secret keys etc.) and performing typically security related operations like encryption and authentication. A Smart Card may contain one or more network authentication applications like the SIM (Subscriber Identification Module), USIM, R-UIM (Removable – User Identification Module). In addition, the Smart Card refers to the smart card definition of [ETSI TR 102 216].

	Smart Card application
	An application that executes in the Smart Card.

	Smart Card issuer
	The entity that gives/sales the Smart Card to the user (e.g. network operator for a SIM card).

	UICC
	UICC is the Smart Card defined for the ETSI standard [ETSI TS 102 221]. It is a platform to resident applications (e.g. USIM, CSIM or ISIM).

	URI
	Uniform Resource Identifiers (URI, see [RFC1630]) provides a simple and extensible means for identifying a resource. URI syntax all widely used to address Internet resources over the web but is also adapted to local resources over a wide variety of protocols and interfaces.

	URL
	The specification is derived from concepts introduced by the World-Wide Web global information initiative, whose use of such objects dates from 1990 and is described in "Universal Resource Identifiers in WWW", [RFC1630]. The specification of URLs (see [RFC1738]) is designed to meet the requirements laid out in "Functional Requirements for Internet Resource Locators".

	User
	Person who interacts with a user agent to view, hear or otherwise use a resource.

	Web Page
	A document viewable by anyone connected to the page server who has a web browser.

	Web server
	A server process running on a processor, which sends out web pages in response to HTTP requests from browsers.


Change 3:  Removal of the unused abbreviations in section 3.3

3.3 Abbreviations

	
	

	ACP
	Access Control Policy

	APDU
	Application Protocol Data Units

	IP
	Internet Protocol

	
	

	OMA
	Open Mobile Alliance

	R-UIM
	Removable User Identity Module

	SCWS
	Smart Card Web Server

	TCP
	Transmission Control Protocol

	USIM
	Universal Subscriber Identity Module


Change 4:  Update of the SCWS 1.2 version description in section 4.3

4.3 Version 1.2

The Smart Card Web Server 1.2 enabler introduces the references to latest versions of TLS (i.e. [TLS 1.1] and [TLS 1.2]) and a new requirement confirming that another removable web server operating in the same terminal can be accessed.

The Smart Card Web Server 1.2 enabler also provides clarification on the implementation of the Smart Card Web Server when using TCP/IP transport Protocol.
The Smart Card Web Server 1.2 enabler introduces the notion of Granted Memory associated to a card administration agent. It allows restricting the amount of content associated to an authorized entity administrating the SCWS content.
The Smart Card Web Server 1.2 enabler introduces also the possibility to send the Push message, which triggers the Remote Administration Session, over SIP as an alternative to the Push message sent over the formatted SMS.
With the increase of opened device operating systems, the Smart Card Web Server 1.2 sets the implementation of the Access Control Policy (ACP) mechanism as mandatory for the device.
Change 5:  Update of the architecture diagram in Figure 1 of section 5.2 : use dash lines for the block “Local Browser or HTTP/HTTPS client”
a. Architectural Diagram
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Figure 1: SCWS Connectivity Architectural Model

Change 6:  Correction of a bad reference to the change request incorporated in Appendix A.2
A.2 Draft/Candidate Version 1.2 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-AD-Smartcard_Web_Server-V1_2
	24 Aug 2010
	All
	Initial version, based on OMA-AD-Smartcard_Web_Server-V1_1-20080421-A.

	
	15 Oct 2010
	All
	Implemented Agreed Changes:
OMA-ARC-SCT-2010-0065R01-CR_TLS_Versions_AD

OMA-ARC-SCT-2010-0066-CR_Editorial_SCWS_1_2_AD

OMA-ARC-SCT-2010-0068R01-CR_Introduction_SCWS_1_2_AD

	
	05 Nov 2010
	All
	Implements Agreed changes:

OMA-ARC-SCT-2010-0079-CR_DefinitionsAlignment_SCWS_1_2_AD
OMA-ARC-SCT-2010-0080-CR_Editorial_Smart_Card_AD

OMA-ARC-SCT-2010-0081R01-CR_Editorial_ReferencesTable_AD
OMA-ARC-SCT-2010-0083-CR_Cleanup_SCWS_1_2_AD
OMA-ARC-SCT-2010-0086R01-CR_PushEnhancement_SCWS_1_2_AD

	
	10 Nov 2010
	5.2
	Update of Figure 1 done by the AD Editor to follow rules defined for OMA Architecture diagrams.

	Candidate Version

OMA-AD-Smartcard_Web_Server-V1_2
	11 Jan 2011
	All
	Status changed to Candidate by TP:

  OMA-TP-2010-0529-INP_SCWS_V1_2_AD_and_RD_for_Candidate_Approval
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